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1. Introduction

This paper attempts to identify agreements and working assumptions reached in RAN3#97 meeting which are subject to be implemented in TS 38.470 and TS 38.473.

Some agreements e.g. , gNB-DU and its cells are configured by OAM  seem to not to be impacting or implementable for now, and are not reflected in the document and pCRs.  The 22 the agreements and WA considered are discussed below. 
Changes to 38.473 are outlined in the TP in the end of this document and changes to 38.470 is included in a separate document. 

2. Discussion

In this section we will highlight the agreements in each agenda item and outline the impact on the different specifications

CU-DU interface principle and definition

Aspects of Using F1 in E-UTRAN (Opt. 3) and in NG-RAN 

(1) RRC message carried over F1-C interface should include a SRB type indication for the gNB-DU to identify among SRB0/SRB1(S)/SRB2(S)/SRB3. 

Impact:

· 38.473: F1AP message carrying the RRC message over F1-C interface includes a SRB type indication for the gNB-DU to identify among SRB0/SRB1(S)/SRB2(S)/SRB3. (see also section 2.2.3)

System information
(2) L1 resource parameters should be controlled by DU (e.g. PUCCH, SRS).

(3) MAC parameters (e.g. BSR, PHR, HARQ, DRX, pending RAN2) should be controlled by DU. FFS whether longDRX-Cycle and shortDRX-Cycle (there may be others) should be controlled by CU.

(4) Physical layer parameters should be controlled by DU.

(5) In pre-OP state: OAM configures the initial SI parameters owned by the CU, and OAM configures the initial SI parameters owned by the DU
(6) SI exchange over F1-C shall be supported; support for exchange of encoded RRC message, parameters, or both, is FFS.

Impact:

-
38.470: Added a group of system exchange procedures with an editorial note 

-
38.473: Added a new section with an editorial note
Mobility Aspects 

(7) WA: Address multi-connectivity scenario with UP solution.

(8) The status of radio link outage is decided in the DU.

Impact:

-
38.473: When needed, DU can trigger in UE CONTEXT RELEASE REQUIRED with appropriate cause value. No changes needed.

Function Definition
F1 Setup

(9) F1AP shall support the update of configuration information between the CU and the DU (direction is FFS).

(10) F1AP support for configuration information update shall use Class 1 procedure.

Impact:

· 38.470: Added the gNB-DU Configuration Update and gNB-CU Configuration Update procedures to F1 management procedures with an editor’s note that the direction is FFS

-
38.473: 

· Added the gNB-DU Configuration Update and gNB-CU Configuration Update procedures to F1 management procedures with an editor’s note that the direction is FFS 

· Added messages for GNB-CU CONFIGURATION UPDATE/ACKNOWLEDGE/FAILURE  and GNB-DU CONFIGURATION UPDATE/ACKNOWLEDGE/FAILURE

UE Context Management

(11) Introduce Class 1 F1AP UE context setup procedure (name and description are FFS) initiated by the gNB-CU

(12) info to be included in F1AP UE ctxt setup req - ID Info: (gNB-CU UE F1AP ID,C-RNTI), Bearer info: (SRB:SRB ID, DRB:DRB ID, DRB QoS profile (FFS), GTP Tunnel Endpoint, E-UTRAN QoS. Flow-level QoS profile (FFS), Flow-to-DRB mapping (FFS))

(13) WA: Use UE Context Management procedures (name is FFS) to also manage bearer information

(14) Both CU-initiated and DU-initiated modification procedures are needed

(15) Procedures shall be Class 1

(16) Introduce 2 UE Context Release procedures (name and class FFS): DU-initiated release “required” (Class 2) and CU-initiated release command (Class 1)

Impact:

· 38.470: Added Context management procedure descriptions 

· 38.473: Added Context management procedures:

· Setup request/response

· Release

· Modification (with less details pedning further discussion) 
RRC Message Transfer

(17) WA: non-UE associated class 2 F1AP procedure INITIAL UL RRC MESSAGE TRANSFER is used to deliver the RRCConnectionRequest to the CU; this message carries the C-RNTI.

(18) Two UE-associated class 2 F1AP procedures UL/DL RRC MESSAGE TRANSFER are used to transfer the UE dedicated RRC messages between the CU and the DU.

Impact:

· 38.470: Added RRM message transfer procedure descriptions 

· 38.473: Added RRM message transfer procedures:

· Add INITIAL UL RRC MESSAGE TRANSFER which contains C-RNTI and RRC-Container; also add two IEs, i.e., PCI and gNB-DU UE F1AP ID for FFS. 

· Add UL/DL RRC MESSAGE TRANSFER which contains RRC-Container; for DL RRC MESSAGE TRANSFER, also add (PCI, C-RNTI) or gNB-DU UE F1AP ID for FFS.
Other
(19) gNB-CU manages PDCP duplication

(20) For intra-DU CA, two F1-U tunnels are set up to distinguish duplicated PDCP PDUs belonging to the same DRB (FFS for UL).

Impact:

· 38.473: Added a list of GTP tunnel endpoints (1..2) into UE CONTEXT SETUP REQUEST/RESPONSE, 
(21) Use F1AP procedure, e.g. UE CONTEXT RELEASE, for gNB-CU to inform gNB-DU to release UE context when UE enters into RRC_INACTIVE mode.

Impact:

· 38.473: It is proposed to reuse context release message for this, but with an editorial note: The behaviour of the DU for UEs transitioning to inactive state needs to be discussed further pending RAN2 decisions.
(22) It is FFS whether to introduce DU UE F1AP ID

· -
38.473: Editorial notes are added: It is also FFS whether gNB-DU UE F1 AP ID will be included.
Annex – Text proposal
8
F1AP procedures
8.1
List of F1AP Elementary procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):

Table 1: Class 1 procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Reset
	RESET
	RESET ACKNOWLEDGE
	

	F1 Setup
	F1 SETUP REQUEST
	F1 SETUP RESPONSE
	F1 SETUP FAILURE

	gNB-DU Configuration Update
	GNB-DU CONFIGURATION UPDATE
	GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE
	GNB-DU CONFIGURATION UPDATE FAILURE

	gNB-CU Configuration Update
	GNB-CU CONFIGURATION UPDATE
	GNB-CU CONFIGURATION UPDATE ACKNOWLEDGE
	GNB-CU CONFIGURATION UPDATE FAILURE

	UE Context Setup
	UE CONTEXT SETUP REQUEST
	UE CONTEXT SETUP RESPONSE
	UE CONTEXT SETUP FAILURE

	UE Context Release (gNB-CU initiated)
	UE CONTEXT RELEASE COMMAND
	UE CONTEXT RELEASE COMPLETE
	

	UE Context Modification (gNB-CU triggered)
	UE CONTEXT MODIFICATION REQUEST
	UE CONTEXT MODIFICATION RESPONSE
	UE CONTEXT MODIFICATION FAILURE

	UE Context Modification Required (gNB-DU initiated)
	UE CONTEXT MODIFICATION REQUIRED
	UE CONTEXT MODIFICATION CONFIRM
	

	
	
	
	


Table 2: Class 2 procedures

	Elementary Procedure
	Message

	Error Indication
	ERROR INDICATION

	UE Context Release (gNB-DU initiated)   
	UE CONTEXT RELEASE REQUEST

	Initial UL RRC Message Transfer
	INITIAL UL RRC MESSAGE TRANSFER

	DL RRC Message Transfer
	DL RRC MESSAGE TRANSFER

	UL RRC Message Transfer
	UL RRC MESSAGE TRANSFER


8.2
Interface Management procedures

8.2.1
Reset

8.2.1.1
General

The purpose of the Reset procedure is to initialise or re-initialise the F1AP UE-related contexts, in the event of a failure in the gNB-CU or gNB-DU. This procedure does not affect the application level configuration data exchanged during, e.g., the F1 Setup procedure.

The procedure uses non-UE associated signalling.
8.2.1.2
Successful Operation

8.2.1.2.1
Reset Procedure Initiated from the gNB-CU
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Figure 8.2.1.2.1-1: Reset procedure initiated from the gNB-CU. Successful operation.

In the event of a failure at the gNB-CU, which has resulted in the loss of some or all transaction reference information, a RESET message shall be sent to the gNB-DU.

At reception of the RESET message the gNB-DU shall release all allocated resources on F1 and radio resources related to the UE association(s) indicated explicitly or implicitly in the RESET message and remove the indicated UE contexts including F1AP ID.

After the gNB-DU has released all assigned F1 resources and the UE F1AP IDs for all indicated UE associations which can be used for new UE-associated logical F1-connections over the F1 interface, the gNB-DU shall respond with the RESET ACKNOWLEDGE message. The gNB-DU does not need to wait for the release of radio resources to be completed before returning the RESET ACKNOWLEDGE message.
8.2.1.2.2
Reset Procedure Initiated from the gNB-DU
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Figure 8.2.1.2.2-1: Reset procedure initiated from the gNB-DU. Successful operation.

In the event of a failure at the gNB-DU, which has resulted in the loss of some or all transaction reference information, a RESET message shall be sent to the gNB-CU.

At reception of the RESET message the gNB-CU shall release all allocated resources on F1 related to the UE association(s) indicated explicitly or implicitly in the RESET message and remove the F1AP ID for the indicated UE associations.
After the gNB-CU has released all assigned F1 resources and the UE F1AP IDs for all indicated UE associations which can be used for new UE-associated logical F1-connections over the F1 interface, the gNB-CU shall respond with the RESET ACKNOWLEDGE message.
8.2.1.3
Abnormal Conditions

8.2.2
Error Indication

8.2.2.1
General

The Error Indication procedure is initiated by a node in order to report detected errors in one incoming message, provided they cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising UE associated signalling, then the Error Indication procedure uses UE associated signalling. Otherwise the procedure uses non-UE associated signalling.
8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: Error Indication procedure, gNB-CU originated. Successful operation.
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Figure 8.2.2.2-2: Error Indication procedure, gNB-DU originated. Successful operation.

When the conditions defined in clause 10 are fulfilled, the Error Indication procedure is initiated by an ERROR INDICATION message sent from the receiving node.

The ERROR INDICATION message shall contain at least either the Cause IE or the Criticality Diagnostics IE. In case the Error Indication procedure is triggered by utilising UE associated signalling the gNB-CU UE F1AP ID IE shall be included in the ERROR INDICATION message. If the gNB-CU UE F1AP ID IE are not correct, the cause shall be set to appropriate value, e.g., “Unknown or already allocated gNB-CU UE F1AP ID” or “Unknown or inconsistent pair of UE F1AP ID”.
8.2.2.3
Abnormal Conditions 

8.2.3
F1 Setup 

8.2.3.1
General

The purpose of the F1 Setup procedure is to exchange application level data needed for the gNB-DU and the gNB-CU to correctly interoperate on the F1 interface. This procedure shall be the first F1AP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received and clears gNB-CU overload state information at the gNB-DU. If the gNB-DU and gNB-CU do not agree on retaining the UE Contexts this procedure also re-initialises the F1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 

8.2.3.2
Successful Operation


[image: image5.emf] 

  gNB - DU  

F 1   SETUP REQUEST  

gNB - CU  

F 1   SETUP RESPON S E  


Figure 8.2.3.2-1: F1 Setup procedure: Successful Operation.

The gNB-DU initiates the procedure by sending a F1 SETUP REQUEST message including the appropriate data to the gNB-CU. The gNB-CU responds with a F1 SETUP RESPONSE message including the appropriate data.

The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished, the F1 interface is operational and other F1 messages can be exchanged.
8.2.3.3
Unsuccessful Operation
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Figure 8.2.3.3-1: F1 Setup procedure: Unsuccessful Operation.

If the gNB-CU cannot accept the setup, it should respond with a F1 SETUP FAILURE and appropriate cause value.
8.2.3.4
Abnormal Conditions
8.2.4
gNB-DU Configuration Update 
Editor’s Note: The direction of the configuration update is still FFS. This means that the whole procedure may be removed if not needed.
8.2.4.1
General

The purpose of the gNB-DU Configuration Update procedure is to update application level configuration data needed for the gNB-DU and the gNB-CU to interoperate correctly on the F1 interface. This procedure does not affect existing UE-related contexts, if any.

8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: gNB-DU Configuration Update procedure: Successful Operation.

The gNB-DU initiates the procedure by sending a GNB-DU CONFIGURATION UPDATE message to the gNB-CU including an appropriate set of updated configuration data that it has just taken into operational use. The gNB-CU responds with GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 

The updated configuration data shall be stored in both nodes and used for the duration of the TNL association or until any further update is performed.
The gNB-DU may initiate a further gNB-DU Configuration Update procedure only after a previous gNB-DU Configuration Update procedure has been completed.

8.2.4.3
Unsuccessful Operation
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Figure 8.2.4.3-1: gNB-DU Configuration Update procedure: Unsuccessful Operation.

If the gNB-CU cannot accept the update, it shall respond with a GNB-DU CONFIGURATION UPDATE FAILURE message and appropriate cause value. 

8.2.4.4
Abnormal Conditions

If the gNB-DU after initiating gNB-DU Configuration Update procedure receives neither a GNB-DU CONFIGURATION UPDATE ACKOWLEDGE nor a GNB-DU CONFIGURATION UPDATE FAILURE message, the gNB-DU may reinitiate a further gNB-DU Configuration Update procedure towards the same gNB-CU, provided that the content of the new GNB-DU CONFIGURATION UPDATE message is identical to the content of the previously unacknowledged GNB-DU CONFIGURATION UPDATE message.

8.2.5
gNB-CU Configuration Update 
Editor’s Note: The direction of the configuration update is still FFS. This means that the whole procedure may be removed if not needed.
8.2.5.1
General

The purpose of the gNB-CU Configuration Update procedure is to update application level configuration data needed for the gNB-DU and gNB-CU to interoperate correctly on the F1 interface. This procedure does not affect existing UE-related contexts, if any.

8.2.5.2
Successful Operation
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Figure 8.2.5.2-1: gNB-CU Configuration Update procedure: Successful Operation.

The gNB-CU initiates the procedure by sending a GNB-CU CONFIGURATION UPDATE message including the appropriate updated configuration data to the gNB-DU. The gNB-DU responds with a GNB-CU CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 

The updated configuration data shall be stored in the respective node and used for the duration of the TNL association or until any further update is performed.

The gNB-CU may initiate a further gNB-CU Configuration Update procedure only after a previous gNB-CU Configuration Update procedure has been completed.

8.2.5.3
Unsuccessful Operation
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Figure 8.2.5.3-1: gNB-CU Configuration Update: Unsuccessful Operation.

If the gNB-DU cannot accept the update, it shall respond with a GNB-CU CONFIGURATION UPDATE FAILURE message and appropriate cause value.

8.2.5.4
Abnormal Conditions

If the gNB-CU neither receives a GNB-CU CONFIGURATION UPDATE ACKOWLEDGE nor a GNB-CU CONFIGURATION UPDATE FAILURE message, the gNB-CU may reinitiate gNB-CU Configuration Update procedure towards the same gNB-DU provided that the content of the new GNB-CU CONFIGURATION UPDATE message is identical to the content of the previously unacknowledged GNB-CU CONFIGURATION UPDATE message.
8.3
UE Context Management procedures

The purpose of the UE Context management procedure is to establish and release the necessary UE Context over F1. C-RNTI is allocated by gNB-DU during this procedure when UE initially accesses to the gNB.

Editor’s Note: the naming of the UE Context Management procedures are FFS
8.3.1
UE Context Setup 

8.3.1.1
General
The purpose of the UE Context Setup procedure is to establish the necessary overall initial UE Context including SRB context, DRB context etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: UE Context Setup Request procedure: Successful Operation.

The gNB-CU initiates the procedure by sending UE CONTEXT SETUP REQUEST message to the gNB-DU.
Editor’s note: Further details about the initiation of the context setup is still FFS.
The gNB-DU reports the unsuccessful establishment of a DRB with an appropriate cause value in the Cause IE.
8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-2: UE Context Setup Request procedure: unsuccessful Operation.

If the gNB-DU is not able to establish an F1 UE context, or cannot even establish one non-GBR bearer it shall consider the procedure as failed and reply with the UE CONTEXT SETUP FAILURE message.
8.3.2
UE Context Release (gNB-DU initiated)  
8.3.2.1
General

The purpose of the UE Context Release Request procedure is to enable the gNB-DU to request the gNB-CU to release the UE-associated logical F1-connection. The procedure uses UE-associated signalling.

8.3.2.2
Successful Operation
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Figure 8.3.2.2-1: UE Context Release (gNB-DU initiated) procedure. Successful operation.

The gNB-DU controlling a UE-associated logical F1-connection initiates the procedure by generating a UE CONTEXT RELEASE REQUEST message towards the affected gNB-CU node. 

The UE CONTEXT RELEASE REQUEST message shall indicate the appropriate cause value.
Editor’s note: The behaviour of the DU for UEs transitioning to inactive state needs to be discussed further pending RAN2 decisions.
Interactions with UE Context Release procedure:
The UE Context Release procedure may be initiated upon reception of a UE CONTEXT RELEASE REQUEST message. 
8.3.3
UE Context Release (gNB-CU initiated)

8.3.3.1
General

The purpose of the UE Context Release procedure is to enable the gNB-CU to order the release of the UE-associated logical connection. The procedure uses UE-associated F1 connection.
8.3.3.2
Successful Operation


[image: image14.wmf] 

UE CONTEXT RELEASE COMPLETE

 

UE 

CONTEXT 

RELEASE COMMAND

 

gNB

-

DU

 

gNB

-

CU

 


Figure 8.3.3.2-1: UE Context Release (gNB-CU initiated) procedure. Successful operation.

The gNB-CU initiates the procedure by sending the UE CONTEXT RELEASE COMMAND message to the gNB-DU. 

Upon reception of the UE CONTEXT RELEASE COMMAND message, the gNB-DU shall release all related signalling and user data transport resources and reply with the UE CONTEXT RELEASE COMPLETE message.
8.3.4
UE Context Modification (gNB-CU triggered)
8.3.4.1
General
The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g., establishing, modifying and releasing radio bearer resources for user data transport. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
The F1AP UE CONTEXT MODIFICATION REQUEST message is initiated by the gNB-CU.

Upon reception of the UE Context Modification Request message, the gNB-DU shall perform the modifications, and if successful reports the update of in the UE CONTEXT MODIFICATION RESPONSE message.

8.3.4.3
Unsuccessful Operation
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Figure 8.3.4.3-1: UE Context Modification procedure. Unsuccessful operation.
In case the UE context update cannot be successfully performed, the gNB-DU shall respond with the UE CONTEXT MODIFICATION FAILURE message with an appropriate cause value. 

8.3.5
UE Context Modification Required (gNB-DU initiated)
8.3.5.1
General
The purpose of the UE Context Modification Required procedure is to partly modify the established UE Context, e.g., modifying and releasing radio bearer resources for user data transport. The procedure uses UE-associated signalling.

8.3.5.2
Successful Operation
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Figure 8.3.5.2-1: UE Context Modification Required procedure. Successful operation.
The F1AP UE CONTEXT MODIFICATION REQUIRED message is initiated by the gNB-DU.
The gNB-CU reports the successful update of the UE context in the UE CONTEXT MODIFICATION CONFIRM message.
8.4
RRC Message Transfer procedures

The purpose of the RRC message transfer procedure is to transfer RRC message over F1.  
8.4.1 
Initial UL RRC Message Transfer
8.4.1.1
General
The purpose of the Initial UL RRC Message Transfer procedure is to transfer the initial RRC message to the gNB-CU.
8.4.1.2
Successful operation
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Figure 8.4.1.2-1: Initial UL RRC Message Transfer procedure.

8.4.2 
DL RRC Message Transfer
8.4.2.1
General
The purpose of the DL RRC Message Transfer procedure is to transfer RRC message to the gNB-DU.
8.4.2.2
Successful operation
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Figure 8.4.2.2-1: DL RRC Message Transfer procedure.

If a UE-associated logical F1-connection exists or if this is to be established [FFS], the DL RRC MESSAGE message shall contain the gNB-CU UE F1AP ID IE. 
Editor’s note: If UE context setup is used to set up the UE-associated logical F1 connection (instead of the DL RRC Message Transfer) the paragraph above can be removed.
8.4.3 
UL RRC Message Transfer
8.4.3.1
General
The purpose of the UL RRC Message Transfer procedure is to transfer RRC message to the gNB-CU.
8.4.3.2
Successful operation
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Figure 8.4.3.2-1: UL RRC Message Transfer procedure.
8.5
System Information Exchange Procedures (FFS)
Editor’s note: The details on these procedures and whether standalone procedures is needed is FFS
9
Elements for F1AP Communication

Editor’s Note: Clauses 9 describe the structure of the messages and information elements required for the F1AP protocol in tabular format. 
9.1
General

Subclauses 9.2 and 9.3 present the F1AP message and IE definitions in tabular format. The corresponding ASN.1 definition is presented in subclause 9.4. In case there is contradiction between the tabular format and the ASN.1 definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional IEs, where the tabular format shall take precedence. 

The messages have been defined in accordance to the guidelines specified in TR 25.921 [7].

When specifying IEs which are to be represented by bitstrings, if not otherwise specifically stated in the semantics description of the concerned IE or elsewhere, the following principle applies with regards to the ordering of bits:

-
The first bit (leftmost bit) contains the most significant bit (MSB);

-
The last bit (rightmost bit) contains the least significant bit (LSB);

-
When importing bitstrings from other specifications, the first bit of the bitstring contains the first bit of the concerned information;
9.1.1
Tabular Format Contents

The following attributes are used for the tabular description of the messages and information elements: Presence, Range Criticality and Assigned Criticality. Their definition and use can be found in TS 38.413 [3].
9.2
Message Functional Definition and Content
9.2.1
Interface Management messages

9.2.1.1
RESET

This message is sent by both the gNB-CU and the gNB-DU and is used to request that the F1 interface, or parts of the F1 interface, to be reset.

Direction: gNB-CU ( gNB-DU and gNB-DU ( gNB-CU

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	CHOICE Reset Type
	M
	
	
	
	YES
	reject

	>F1 interface
	
	
	
	
	
	

	>>Reset All
	M
	
	ENUMERATED (Reset all,…)
	
	-
	

	>Part of F1 interface
	
	
	
	
	
	

	>>UE-associated logical F1-connection list
	
	1
	
	
	-
	

	>>>UE-associated logical F1-connection Item
	
	1 .. <maxnoofIndividualF1ConnectionsToReset>
	
	
	EACH
	reject

	>>>> gNB-CU UE F1AP ID
	O
	
	9.3.1.4
	
	-
	


	Range bound
	Explanation

	maxnoofIndividualF1ConnectionsToReset
	Maximum no. of UE-associated logical F1-connections allowed to reset in one message. Value is 256.


9.2.1.2
RESET ACKNOWLEDGE

This message is sent by both the gNB-CU and the gNB-DU as a response to a RESET message.

Direction: gNB-DU ( gNB-CU and gNB-CU ( gNB-DU.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	UE-associated logical F1-connection list
	
	0..1
	
	
	YES
	ignore

	>UE-associated logical F1-connection Item
	
	1 .. <maxnoofIndividualF1ConnectionsToReset>
	
	
	EACH
	ignore

	>>gNB-CU UE F1AP ID
	O
	
	9.3.1.4
	
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofIndividualF1ConnectionsToReset
	Maximum no. of UE-associated logical F1-connections allowed to reset in one message. Value is 256.


9.2.1.3
ERROR INDICATION

This message is sent by both the gNB-CU and the gNB-DU and is used to indicate that some error has been detected in the node.

Direction: gNB-CU ( gNB-DU and gNB-DU ( gNB-CU

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	gNB-CU UE F1AP ID
	O
	
	9.3.1.4
	
	YES
	ignore

	Cause
	O
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.4
F1 SETUP REQUEST

This message is sent by the gNB-DU to transfer information for a TNL association.

Direction: gNB-DU ( gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject


9.2.1.5
F1 SETUP RESPONSE

This message is sent by the gNB-CU to transfer information for a TNL association.

Direction: gNB-CU ( gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject


9.2.1.6
F1 SETUP FAILURE

This message is sent by the gNB-CU to indicate F1 Setup failure.

Direction: gNB-CU ( gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	FFS
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.7
GNB-DU CONFIGURATION UPDATE
This message is sent by the gNB-DU to transfer updated information for a TNL association.

Direction: gNB-DU ( gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject


9.2.1.8
GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE
This message is sent by a gNB-CU to a gNB-DU to acknowledge update of information for a TNL association.
Direction: gNB-CU ( gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.9
GNB-DU CONFIGURATION UPDATE FAILURE

This message is sent by the gNB-CU to indicate gNB-DU Configuration Update failure.

Direction: gNB-CU ( gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.10
GNB-CU CONFIGURATION UPDATE
This message is sent by the gNB-CU to transfer updated information for a TNL association.

Direction: gNB-CU ( gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject


9.2.1.11
GNB-CU CONFIGURATION UPDATE ACKNOWLEDGE
This message is sent by a gNB-DU to a gNB-CU to acknowledge update of information for a TNL association.
Direction: gNB-DU ( gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.1.12
GNB-CU CONFIGURATION UPDATE FAILURE

This message is sent by the gNB-DU to indicate gNB-CU Configuration Update failure.

Direction: gNB-DU ( gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	FFS
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.2 
UE Context Management messages

9.2.2.1
UE CONTEXT SETUP REQUEST

This message is sent by the gNB-CU to request the setup of a UE context.
Direction: gNB-CU ( gNB-DU. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M 
	
	9.3.1.4
	
	YES
	reject

	C-RNTI (FFS)
	O
	
	FFS
	
	
	

	SRB to Be Setup List
	
	
	
	
	
	

	>SRB to Be Setup Item IEs
	
	1 .. <maxnoofSRBs> [FFS]
	
	
	
	

	>SRB ID
	
	
	9.3.1.6
	
	
	

	DRB to Be Setup List
	
	1
	
	
	YES
	reject

	>DRB to Be Setup Item IEs
	
	1 .. <maxnoofDRBs> [FFS]
	
	
	EACH
	reject

	>>DRB ID
	M
	
	9.3.1.7
	
	-
	

	>>DRB QoS profile (FFS)
	
	
	
	
	-
	

	>>Flow-level QoS profile (FFS)
	
	
	
	
	
	

	>>Flow-to-DRB mapping (FFS)
	
	
	
	
	
	

	>>E-UTRAN QoS
	O
	
	
	Used for EN-DC case to convey E-RAB Level QoS Parameters
	
	

	>> Tunnels to be setup List (FFS)
	
	
	
	
	
	

	>>>Tunnels to Be Setup Item IEs
	
	1 .. <maxnoofULTunnels>
	
	
	
	

	>>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint

9.3.2.1
	gNB-CU endpoint of the F1 transport bearer. For delivery of UL PDUs.
	-
	-


Editor’s note: for intra-DU CA PDCP duplication, two F1-U tunnels can be set up to distinguish duplicated PDCP PDUs belonging to the same DRB. It is FFS whether multiple tunnels are needed or if a single tunnel is enough.
Editor’s Note: The presence of CRNTI/SRB/DRB depends on if this message is used to set up the UE associated logical F1 connection. It is also FFS whether gNB-DU UE F1 AP ID will be included. The naming of the GTP tunnel endpoint is FFS. 
	Range bound
	Explanation

	maxnoofSRBs
	Maximum no. of DRB allowed towards one UE, the maximum value is 4. 

	maxnoofDRBs
	Maximum no. of DRB allowed towards one UE, the maximum value is 256. 

	<maxnoofULTunnels>
	Maximum no. of tunnels allowed towards one DRB, the maximum value is 2.


9.2.2.2
UE CONTEXT SETUP RESPONSE

This message is sent by the gNB-DU to confirm the setup of a UE context.
Direction: gNB-DU ( gNB-CU.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	DRB Setup List
	
	1
	
	
	YES
	ignore

	>DRB Setup Item Iist
	
	1 .. <maxnoofDRBs>
	
	
	EACH
	ignore

	>>DRB ID
	M
	
	9.3.1.7
	
	-
	

	>> Tunnels to be setup List
	
	
	
	
	
	

	>>>Tunnels to Be Setup Item IEs
	
	1 .. <maxnoofDLTunnels>
	
	
	
	

	>>>>DL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint

9.3.2.1
	gNB-DU endpoint of the F1 transport bearer. For delivery of DL PDUs.
	
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


Editor’s Note: The naming of the GTP tunnel endpoint is FFS. 

	Range bound
	Explanation

	maxnoofSRBs
	Maximum no. of DRB allowed towards one UE, the maximum value is 4. 

	maxnoofDRBs
	Maximum no. of DRB allowed towards one UE, the maximum value is 256. 

	maxnoofDLTunnels
	Maximum no. of tunnels allowed towards one DRB, the maximum value is 2.


9.2.2.3
UE CONTEXT SETUP FAILURE

This message is sent by the gNB-DU to indicate that the setup of the UE context was unsuccessful.
Direction: gNB-DU ( gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.2.4
UE CONTEXT RELEASE REQUEST
This message is sent by the gNB-DU to request the gNB-CU to release the UE-associated logical F1.
Direction: gNB-DU ( gNB-CU

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore


9.2.2.5
UE CONTEXT RELEASE COMMAND

This message is sent by the gNB-CU to request the gNB-DU to release the UE-associated logical F1 connection.
Direction: gNB-CU ( gNB-DU

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore


9.2.2.6
UE CONTEXT RELEASE COMPLETE
This message is sent by the gNB-DU to confirm the release of the UE-associated logical F1 connection.
Direction: gNB-DU ( gNB-CU

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.2.7
UE CONTEXT MODIFICATION REQUEST

This message is sent by the gNB-CU to provide UE Context information changes to the gNB-DU.
Direction: gNB-CU ( gNB-DU

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	SRB to Be Added List
	
	
	
	
	
	

	DRB to Be Added List
	
	
	
	
	YES
	reject

	DRB to Be Modified List
	
	
	
	
	YES
	reject

	DRB to Be Released List
	
	
	
	
	YES
	reject


9.2.2.8
UE CONTEXT MODIFICATION RESPONSE
Editor’s Note: The details for this is FFS pending agreements on the procedure
9.2.2.9
UE CONTEXT MODIFICATION FAILURE
This message is sent by the gNB-DU to indicate a context modification failure.

Direction: gNB-DU ( gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.2.2.10
UE CONTEXT MODIFICATION REQUIRED
Editor’s Note: The details for this is FFS pending agreements on the procedure
9.2.2.11
UE CONTEXT MODIFICATION CONFIRM
Editor’s Note: The details for this is FFS pending agreements on the procedure
9.2.3 
RRC Message Transfer messages
9.2.3.1
INITIAL UL RRC MESSAGE TRANSFER
This message is sent by the gNB-DU to transfer the initial layer 3 message to the gNB-CU over the F1 interface.

Direction: gNB-DU (gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	PCI (FFS)
	M
	
	FFS
	Physical Cell Identifier of the serving cell
	-
	-

	C-RNTI
	M
	
	FFS
	C-RNTI allocated at the gNB-DU
	YES
	reject

	RRC-Container
	M
	
	9.3.1.5
	
	
	


Editor’s note: PCI is FFS and to be confirmed. It is assumed it is needed for RRC connection reestablishment procedure. That is, when UE sends RRC connection reestablishment request, gNB-CU needs to fetch UE context based on PCI and C-RNTI. The IE definition of C-RNTI and PCI are FFS pending agreements in other groups. 
9.2.3.2
DL RRC MESSAGE TRANSFER
This message is sent by the gNB-CU to transfer the layer 3 message to the gNB-DU over the F1 interface.

Direction: gNB-CU (gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	gNB-CU UE F1AP ID
	O
	
	9.3.1.4
	If gNB-CU refuse RRC connection setup, then no gNB-CU UE F1AP ID will be provided [FFS].  
	YES
	reject

	PCI (FFS)
	O
	
	FFS
	
	YES
	reject

	C-RNTI (FFS)
	O
	
	FFS
	
	
	

	SRB ID
	M
	
	9.3.1.6
	
	
	

	RRC-Container
	M
	
	9.3.1.5
	
	
	


Editor’s Note: PCI and RNTI may not be needed depending on which alternative is selected for UE initial access. It is also FFS whether gNB-DU UE F1 AP ID will be included. The IE definition of C-RNTI and PCI are FFS pending agreements in other groups. It is also FFS whether the absence of gNB-CU UE F1AP ID is used to indicate refusal of RRC connection setup.
9.2.3.3
UL RRC MESSAGE TRANSFER
This message is sent by the gNB-DU to transfer the layer 3 message to the gNB-CU over the F1 interface.

Direction: gNB-DU (gNB-CU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	gNB-CU UE F1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	SRB ID
	M
	
	9.3.1.6
	
	
	

	RRC-Container
	M
	
	9.3.1.5
	
	
	


9.2.4
System Information Exchange Procedures (FFS)
9.3
Information Element Definitions
9.3.1
Radio Network Layer Related IEs

9.3.1.1
Message Type

The Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Message Type
	
	
	
	

	>Procedure Code
	M
	
	INTEGER (0..255)
	

	>Type of Message
	M
	
	CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, …)
	


9.3.1.2
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the F1AP protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified, …)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Unspecified, …)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,

Semantic Error,

Abstract Syntax Error (Falsely Constructed Message), Unspecified, …)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, …)
	


The meaning of the different cause values is described in the following table. In general, “not supported” cause values indicate that the related capability is missing. On the other hand, “not available” cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.


	Transport Layer cause
	Meaning

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related.


	Protocol cause
	Meaning

	Transfer Syntax Error
	The received message included a transfer syntax error.

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerning criticality indicated “reject”.

	Abstract Syntax Error (Ignore And Notify)
	The received message included an abstract syntax error and the concerning criticality indicated “ignore and notify”.

	Message Not Compatible With Receiver State
	The received message was not compatible with the receiver state.

	Semantic Error
	The received message included a semantic error.

	Abstract Syntax Error (Falsely Constructed Message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related.


	Miscellaneous cause
	Meaning

	Control Processing Overload
	Control processing overload.

	Not Enough User Plane Processing Resources Available
	No enough resources are available related to user plane processing.

	Hardware Failure
	Action related to hardware failure.

	O&M Intervention
	The action is due to O&M intervention.

	Unspecified Failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.


9.3.1.3
Criticality Diagnostics
The Criticality Diagnostics IE is sent by the gNB-DU or the gNB-CU when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs were not comprehended or were missing.
For further details on how to use the Criticality Diagnostics IE, (see clause 10).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Procedure Code
	O
	
	INTEGER (0..255)
	Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error.

	Triggering Message
	O
	
	ENUMERATED(initiating message, successful outcome, unsuccessful outcome)
	The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure.

	Procedure Criticality
	O
	
	ENUMERATED(reject, ignore, notify)
	This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).

	Information Element Criticality Diagnostics
	
	0 .. <maxnoof Errors>
	
	

	>IE Criticality
	M
	
	ENUMERATED(reject, ignore, notify)
	The IE Criticality is used for reporting the criticality of the triggering IE. The value ‘ignore’ shall not be used.

	>IE ID
	M
	
	INTEGER (0..65535)
	The IE ID of the not understood or missing IE.

	>Type of Error
	M
	
	ENUMERATED(not understood, missing, …)
	


	Range bound
	Explanation

	maxnoofErrors
	Maximum no. of IE errors allowed to be reported with a single message. The value for maxnoofErrors is 256.


9.3.1.4 
gNB-CU UE F1AP ID

The gNB-CU UE F1AP ID uniquely identifies the UE association over the F1 interface within the gNB-CU and the associated gNB-DU.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	gNB-CU UE F1AP ID
	M
	
	INTEGER (0 .. 232 -1)
	


9.3.1.5
RRC-Container
This information element contains a gNB-CU(UE or a UE ( gNB-CU message that is transferred without interpretation in the gNB-DU.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC-Container
	M
	
	OCTET STRING
	


9.3.1.6
SRB ID

This IE uniquely identifies a SRB for a UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRB ID
	M
	
	INTEGER (0..3, ...)
	


9.3.1.7
DRB ID

This IE uniquely identifies a DRB for a UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DRB ID
	M
	
	INTEGER (0..15, ...)
	


9.3.2
Transport Network Layer Related IEs
9.3.2.1
GTP Tunnel Endpoint

The GTP Tunnel Endpoint IE identifies an F1 transport bearer associated to a DRB. It contains a Transport Layer Address and a GTP Tunnel Endpoint Identifier. The Transport Layer Address is an IP address to be used for the F1 user plane transport. The GTP Tunnel Endpoint Identifier is to be used for the user plane transport between gNB-CU and gNB-DU.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Transport Layer Address
	M
	
	BIT STRING (1..160, ...)
	
	–
	–

	GTP TEID
	M
	
	OCTET STRING (4)
	
	–
	–
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