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1 Introduction

The data forwarding in case of Handover is not decided in study phase. In LTE, the data forwarding is through per E-RAB tunnelling if UE move from one eNB to another eNB. In NR the new QoS module is used. The data forwarding in Xn/NG could be different. As discussed in study phase, the data forwarding in NR could be per-DRB, or per QoS flow, or per PDU session. This document further discusses the detail about the data forwarding. A data forwarding alternative in NR is proposed.
2 Data forwarding in Mobility
It was agreed the 5G RAN decide the mapping from QoS flows to the DRBs. When the UE moves from one gNB to another gNB, the target gNB can decide to use the same mapping configuration as the source gNB, or to use a new mapping configuration. 
· For the QoS flow moves together with the DRB, i.e. the target gNB decide to re-use the old mapping in source gNB, lossless and in sequence delivery is ensured.
· For the QoS flow re-map to a new DRB or another DRB in the target gNB, packets may arrive out of sequence at the application layer in the UE since there will be no common Sequence Number before and after the QOS flow move, that could be used for re-ordering. As a result, e.g. in DL (re)transmission in the old DRB may arrive at the UE later than subsequent DL transmission in the new DRB.
Accordingly there will be two type of data need to be forwarding from source gNB to target gNB.

One type is for the QoS flows moving together with DRB, i.e. the mapping from QoS flow to DRB isn’t changed. For this type of data, it makes sense to have all data forwarding in a DRB specific GTP tunnel. For example packets that are already assigned a PDCP SN and for which a retransmission may be required in target gNB, shall be forwarded with a drb-id marking (e.g. drb id or drb specific tunnel), or at least an identity with which the target eNB can derive the drb-id. 
For another type of data, i.e. the QoS flow will be re-mapped to a new DRB or another DRB in target gNB, the DRB specific GTP tunnel is not proper. It could happen that packets of type b) would be forwarded in a tunnel for DRB1, but actually the target eNB quickly remaps this QoS flow and the end result is that they are handled on a different DRB2. For DL packets that have not been transmitted yet, it would be sufficient to forward them with QoS flow id (i.e. no DRB specific marking/tunneling), Target gNB can do mapping to DRB. Then the data forwarding for type b) could be per-PDU session tunnel or per QoS flow tunnel. 
We need to have the data forwarding supporting both types. Among per-DRB tunnelling and per-PDU session tunnelling, per PDU session for data forwarding has below advantage:

1. Considering that NG interface has a tunnel per PDU session for data transmission, it could make sense to have also per PDU session tunnels for data forwarding at handover. 
2. The data forwarding mechanism should be applied to Xn based handover and NG based handover. In case of NG based handover, the 5GC needs to decide if the data forwarding is possible per tunnel for indirect data forwarding, assigns TEID address per tunnel and sending the forwarding address to the source gNB. For the per-DRB tunnelling, the 5GC need to know the DRB Id and assign forwarding address for this DRB, which will make DRB information is not transparent to the 5GC. This breaks 5G principle to not have bearer concept in 5GC. 5GC doesn’t need to know DRB information besides this particular use case. For the per-PDU session tunnelling, the 5GC already knows all the information.
Proposal 1:
Tunnel per PDU session is established for data forwarding in case of handover.
Below analysis if per PDU session tunnelling is configured for data forwarding, whether the forwarded PDU format can re-use existing GTP-U and how to use it. For packets for which transmission has been attempted in the source, the SN will be forwarded together with the PDCP SDU. If the concerning DRB is continued at the target eNB, forwarded PDU can be Format 1a or Format 1b:
FORMAT 1a: GTP header (identifying PDU session), DRB-Id, PDCP SN, IP packet
FORMAT 1b: GTP header (identifying PDU session), QOS flow id, PDCP SN, IP packet
Format 1a is most logical because PDCP SN is per DRB and it is also applicable in case of the PDCP layer in the source side don’t receive QoS Flow ID. However, including the DRB-Id will have additional impact on GTP. In principle from the QOS flow id and knowing the source mapping of QOS flow->DRB, the target can also know what DRB this packet belongs to. So in that respect, FORMAT1b is preferable. It is also the GTP-U header used in NG interface.
For packets for which transmission has not been attempted in the source, forwarded PDU will contain:
FORMAT 2: GTP header (identifying PDU session), QOS flow id, IP packet
Form above, if per PDU session tunnelling is used for data forwarding, there is no new change in the GTP-U structure. Tunnel per PDU session for data forwarding is established in Xn interface or in NG-U interface.
Proposal 2:
QoS Flow ID is included in the GTP-U header for forwarded data.
In case of Xn based handover and NG based handover, the source gNB can propose a DL Forwarding IE to the target gNB. In LTE, it is per-ERAB proposal. In NR, there are two possible ways: per-QoS flow or per-PDU session. 

If the proposal is per QoS flow, the source gNB indicates which QoS flow has buffered data need to be forwarded, and the target gNB decides whether to admit the proposal and assigns the forwarding tunnel. The target gNB can setup one tunnel for all the QoS flows belong to the same PDU session.

If proposal is per PDU session, the source gNB will propose DL forwarding for a PDU session if one QoS flow need data forwarding. Compare these two methods, the per QoS flow proposal give a complete information to the target gNB. So per QoS flow DL forwarding proposal is preferred.

Proposal 3:
DL forwarding IE is set per QoS Flow.
3 Text Proposal to TS 38.423 

Start of Change
9.1
Message Functional Definition and Content

9.1.1
Messages for Basic Mobility Procedures

9.1.1.1
HANDOVER REQUEST
This message is sent by the source NG-RAN node to the target NG-RAN node to request the preparation of resources for a handover.

Direction: source NG-RAN node ( target NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	Old NG-RAN node UE XnAP ID reference
	M
	
	<reference>
	Allocated at the source NG-RAN node
	YES
	reject

	Cause
	M
	
	<reference>
	
	YES
	reject

	Target Cell ID
	M
	
	<reference>
	Includes either a E-UTRA or NR Cell ID
	YES
	reject

	AMF Identification
	M
	
	<reference>
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>NG-C UE associated Signalling reference
	M
	
	<reference>
	Allocated at the AMF on the source NG-C connection

Editor’s Note: This IE is FFS.
	-
	

	>Security Related Information
	M
	
	<reference>
	Pending SA3
	-
	

	>PDU Session Resources To Be Setup List
	
	1
	to be further detailed
	Similar to NG-C signalling, containing UL tunnel information per PDU Session Resource;

and in addition the source side QoS flow ( DRB mapping
	-
	

	>> PDU Sessions Resources To Be Set Item IEs
	
	
	1 .. <maxnoofPDUSessions>
	
	
	

	>>>PDU Session ID
	
	
	<reference>
	
	
	

	>>>NG GTP Tunnel Endpoint
	
	
	<reference>
	Includes Transport Layer Address and TEID
	
	

	>>>Qos flow list
	
	1
	
	
	
	

	>>>>Qos flow list Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	
	

	>>>>>QoS Flow Indicator
	M
	
	<reference>
	
	
	

	>>>>>DL Forwarding
	O
	
	9.2.x
	
	
	

	>RRC Context
	M
	
	OCTET STRING
	Includes reference to either TS 36.331 or TS 38.331, depending on the kind of intra-system HO.
	-
	

	>Handover Restriction List
	O
	
	<reference>
	
	-
	


Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS. 

9.1.1.2
HANDOVER REQUEST ACKNOWLEDGE

This message is sent by the target NG-RAN node to inform the source NG-RAN node about the prepared resources at the target.

Direction: target NG-RAN node ( source NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	Old NG-RAN node UE XnAP ID
	M
	
	<reference>
	Allocated at the source NG-RAN node
	YES
	ignore

	New NG-RAN node UE XnAP ID
	M
	
	<reference>
	Allocated at the target NG-RAN node
	YES
	ignore

	PDU Sessions Admitted List
	
	1
	to be further detailed
	
	YES
	ignore

	> PDU Sessions Admitted Item IEs
	
	1 .. <maxnoofPDUSessions>
	
	
	
	

	>>PDU Session ID
	
	
	<reference>
	
	
	

	>>Admitted Qos flow list
	
	1
	
	
	
	

	>>>Admitted Qos flow Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	
	

	>>>> QoS Flow Indicator
	
	
	<reference>
	
	
	

	>>UL GTP Tunnel Endpoint
	O
	
	<reference>
	Identifies the Xn transport bearer used for forwarding of UL PDUs
	
	

	>>DL GTP Tunnel Endpoint
	O
	
	<reference>
	Identifies the Xn transport bearer. used for forwarding of DL PDUs
	
	

	>>Fail to Admitted Qos flow list 
	
	
	<reference>
	
	
	

	PDU Sessions Not Admitted List
	O
	
	<reference>
	
	YES
	ignore

	Target NG-RAN node To Source NG-RAN node Transparent Container
	M
	
	OCTET STRING
	Includes reference to either TS 36.331 or TS 38.331, depending on the kind of intra-system HO.
	YES
	ignore


Editor’s Note: Message structure and IEs need further checking and completion. Further details FFS. 
9.2.x
DL Forwarding

This element indicates that the QoS flow is proposed for forwarding of downlink packets.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL Forwarding
	M
	
	ENUMERATED (DL forwarding proposed, …)
	


End of Change
