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1
Introduction
This paper contains the Text Proposals for session management procedures which are aligned with tdoc R3-172894.

Handling of PDU Session ID
In the PDU Session Resource Setup List, one could think that a PDU Session Resources ID IE should be included, referring to the PDU session resources only (i.e. NG-RAN resources). But the actual PDU Session ID is essential to be sent over NG so that the UE can make the link between the NAS and the AS parts. Therefore in the PDU Session Resource Setup List the PDU Session ID is necessary to make the end to end binding. We propose to remove the FFS of the PDU Session ID IE in the message. 
Handling of NAS PDU
For the PDU Session Resources Setup NAS PDU is required:
· For the re-activation of PDU sessions, the NAS PDU is needed in the PDU Session Resource Setup Request message in order to carry the NAS Service Accept towards the UE. We therefore propose to remove the FFS.
· For newly established PDU sessions the NAS PDU must be sent from the SMF in the PDU Session Resource Setup List IE (it is not transparent to the AMF because the AMF must check and integrity protect it). It is sent per PDU session. It is not needed in the reverse direction where it should be removed.  
To cover the cases above we set the presence to “optional”.

Handling of S-NSSAI

The S-NSSAI can be included in all messages involving PDU sessions so that the AMF can manage appropriate handling. Therefore we propose to remove all the FFS in order to confirm the S-NSSAI.

Handling of PDU Session Type
The PDU Session Type IE helps gNB to determine the nature of the PDU session. This can be used to compress the IP header when the session type is IP. It is proposed to remove the FFS.

Handling of QoS Flow Level QoS Parameters
The QoS Flow Level QoS parameters IE is required to define the QoS profile of the QoS flow. However when the QFI corresponds to a 5QI which is standardized, this IE can be omitted. We propose to remove the FFS and put the presence of the QoS Flow Level QoS parameters IE to optional. 
Handling of Reflective QoS Activation
A Reflective QoS Activation IE in no more needed due to the removal of control plane activation by SA2. However, a Reflective QoS Attribute (RQA) IE is required to indicate if a non GBR QoS flow is eligible to NAS reflective QoS (see tdoc R3-172873).  This RQA IE however should be tied to QoS Flow profile and therefore embedded in the QoS Flow Parameters IE as proposed in tdoc R3-172873 so that it also automatically forwarded at Xn handover. We therefore propose to remove the Reflective QoS Activation IE from the message level.
Handling of TNL Information
This IE is required for setup of the PDU session in the PDU Session Setup Response. It is proposed to remove the FFS and put the presence to mandatory.

Handling of Cause IE in PDU Session List
This IE is required because the PDU Session List IE is used to report the failed to be setup PDU sessions and therefore a cause value is useful to indicate the cause of the failure.
Handling of editor’snotes:

Editor’s Note:
Whether an additional PDU Session Resource Failed to Setup IE is needed to provide the visibility to AMF of which PDU sessions failed is FFS.

It is proposed to add such a list in the PDU Session Resource Setup Response message in order to report PDU sessions which totally fail to be setup e.g. correspond to a non supported slice or reject due to mobility event. It is proposed with presence set to optional. Consistently the presence of the PDU Session Resource Setup Response List IE is moved from mandatory into optional.
Editor’s Note: 
The grouping of SM-related IEs using an NGAP SM container transparent to the AMF is subject to confirmation. IE structure needs further checking and completion. Further details FFS.

Editor’s Note:
This IE is transparent to AMF. IE structure needs further checking and completion. Further details FFS. 

It is proposed to confirm the assumption (see tdoc [x]) and therefore remove this editor’s note.
Semantic description of the transfer containers:

It is proposed to remove the semantic description of the transfer containers because the (AMF) transparency concept is described in the IE itself. The reference to the relevant subsection is added instead in the “IE Type and Reference”. 

Text Proposal for TS 38.413 
Beginning of Text Proposal to TS 38.413
8.2
PDU Session Management Procedures


Editor’s Note:
It is FFS whether to name the PDU session/QoS flow as PDU session resource/QoS flow resource or other names in the descriptions and IE definitions.
8.2.1
PDU Session Resource Setup

8.2.1.1
General

The purpose of the PDU Session Resource Setup procedure is to assign resources on Uu and NG-U for one or several PDU Session Resources and the corresponding QoS flows, and to setup corresponding Data Radio Bearers for a given UE. The procedure uses UE-associated signalling.

Editor’s Note:
Further details are FFS.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the gNB.

-
The PDU SESSION RESOURCE REQUEST message shall contain the information required by the gNB to setup PDU session related NG-RAN configuration consisting of at least one PDU Session Resource for each PDU Session Resource to setup included in PDU Session Resource To Be Setup Item IE.


Upon reception of the PDU SESSION RESOURCE SETUP REQUEST message, and if resources are available for the requested configuration, the gNB shall execute the requested NG-RAN configuration and allocate associated resources over NG and over Uu for each PDU session listed in the PDU Session Resource To Be Setup Item IE. 
For each requested PDU session, if resources are available for the requested configuration, the gNB shall establish at least one or several Data Radio Bearers and associate each accepted QoS flow of the PDU session to a Data Radio Bearer established. 
For each PDU session successfully established the gNB shall pass to the UE the NAS-PDU IE, if available, and the value contained in the PDU Session ID IE received for the PDU Session. The gNB shall not send to the UE the NAS PDUs associated to the failed PDU sessions. 

For each PDU session the gNB shall store the transport layer address and the tunnel endpoint included in the PDU Session Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as the uplink termination point for the user plane data for this PDU session.

For each PDU session for which the PDU Session Type IE is included in the PDU SESSION RESOURCE SETUP REQUEST message and is not set to “IPv4” nor “IPv6”, the gNB shall not perform header compression for the concerned PDU session .

For each PDU session for which the S-NSSAI IE is included in the PDU SESSION RESOURCE SETUP REQUEST message the gNB shall store the Network Slice Assistance Information corresponding to the concerned PDU session and use it as specified in TS 38.300 [8]. 

For each PDU session in the PDU SESSION RESOURCE SETUP REQUEST message the gNB shall enforce the traffic corresponding to the received PDU Session Resource Aggregated Maximum Bit Rate IE. The gNB shall use the received Aggregate Maximum Bit Rate for the concerned PDU session and concerned UE as specified in TS 23.501 [9].
For each QoS flow requested to be setup the gNB shall take into account the received QoS Flow Level QoS Parameters IE. For each QoS flow the gNB shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows: 

-
The gNB shall consider the priority level of the requested QoS flow, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the QoS flow setup has to be performed unconditionally and immediately. If the requested QoS flow is marked as “may trigger pre-emption” and the resource situation requires so, the gNB may trigger the pre-emption procedure which may then cause the forced release of a lower priority QoS flow which is marked as “pre-emptable”. Whilst the process and the extent of the pre-emption procedure are operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to “may trigger pre-emption”, then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to “shall not trigger pre-emption”, then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to “pre-emptable”, then this QoS flow shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to “not pre-emptable”, then this QoS flow shall not be included in the pre-emption process.

6.
If the Priority Level IE is set to “no priority” the given values for the Pre-emption Capability IE and Pre-emption Vulnerability IE shall not be considered. Instead the values “shall not trigger pre-emption” and “not pre-emptable” shall prevail.

-
The gNB pre-emption process shall keep the following rules [FFS]:

1.
The gNB shall only pre‑empt QoS flows with lower priority, in ascending order of priority.

2.
The pre-emption may be done for QoS flows belonging to the same UE or to other UEs.

The gNB shall report to the AMF in the PDU SESSION RESOURCE SETUP RESPONSE message the result for each individual PDU session resources requested to be setup. In particular for each PDU session resource successfully setup, it shall include the PDU Session Setup Response Transfer IE containing the following information: 

-
The list of QoS flows which have been successfully established in the QoS Flows Setup List IE.

-
The list of QoS flows which have failed to be established, if any, in the QoS Flows Failed to Setup List IE.

-
The transport layer address and tunnel endpoint to be used for the PDU session.
The list of PDU session resources which failed to be setup, if any, shall be reported in the PDU SESSION RESOURCE SETUP RESPONSE message with an appropriate cause value within the PDU Session Resource Setup Failed List IE. 
Upon reception of the PDU SESSION RESOURCE SETUP RESPONSE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Setup Response Transfer IE to each SMF associated with the concerned PDU session. 
When the gNB reports unsuccessful establishment of a QoS flow, the cause value should be precise enough to enable the SMF to know the reason for an unsuccessful establishment. 
Interactions with handover preparation procedure:

If a handover becomes necessary during PDU Session Resource Setup procedure, the gNB may interrupt the ongoing PDU Session Resource Setup procedure and initiate the Handover Preparation procedure as follows:

1.
The gNB shall send the PDU SESSION RESOURCE SETUP RESPONSE message in which the gNB shall indicate, if necessary 

-
all the PDU session resources failed to setup with an appropriate cause value, 
2.
The gNB shall trigger the handover procedure.
Editor’s Note:
Further details are FFS.

8.2.1.3
Unsuccessful Operation

Editor’s Note:
Further details are FFS.

8.2.1.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.

Next Text Proposal change to TS 38.413
9.2.1.1
PDU SESSION RESOURCE SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF and is used to request the gNB to assign resources on Uu and NG-U for one or several PDU Session Resources.

Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	NAS PDU
	O
	
	<ref>
	
	YES
	reject

	PDU Session Resource Setup List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Setup Item IEs
	
	1..<maxnoofPDUSessionResources>
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>NAS-PDU
	O
	
	<ref>
	
	-
	

	>>S-NSSAI 
	O
	
	<ref>
	
	-
	

	>>PDU Session Setup Request Transfer 
	M
	
	9.3.1.6
	
	-
	


	Range bound
	Explanation

	
	


9.2.1.2
PDU SESSION RESOURCE SETUP RESPONSE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.


This message is sent by the gNB as a response to the request to assign resources on Uu and NG-U for one or several PDU Session Resources. 

Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	PDU Session Resource Setup Response List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Setup Response Item IEs
	
	1..<maxnoofPDUSessionResources>
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI 
	O
	
	<ref>
	
	-
	

	>>PDU Session Setup Response Transfer 
	M
	
	9.1.3.8
	
	-
	

	PDU Session Resource Setup Failed List
	O
	
	9.3.1.9 PDU Session List
	
	YES
	reject

	Criticality Diagnostics 
	O
	
	<ref>
	
	YES
	ignore





	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


9.3.1.6
PDU Session Setup Request Transfer
This IE is sent by the SMF to the gNB and is transparent to the AMF. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	
	
	
	
	
	
	

	PDU Session Resource Aggregated Maximum Bitrate
	M
	
	<ref>
	
	-
	

	Transport Layer Information
	M
	
	<ref>
	
	-
	

	PDU Session Type 
	M
	
	<ref>
	eNote: IP, unstructured or Ethernet
	-
	

	QoS Flows Setup List
	
	1
	
	
	-
	

	>QoS Flows Setup Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Indicator
	M
	
	<ref>
	
	EACH
	reject

	>>QoS Flow Level QoS Parameters
	O
	
	<ref>
	
	EACH
	reject

	
	
	
	
	
	
	





	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


9.3.1.8
PDU Session Setup Response Transfer
This IE is sent by the gNB to the SMF and is transparent to the AMF.


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	
	
	
	
	
	
	

	Transport Layer Information
	M
	
	<ref>
	
	-
	

	QoS Flows Setup List
	
	0..1
	
	
	-
	

	>QoS Flows Setup Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Indicator
	M
	
	<ref>
	
	EACH
	reject

	QoS Flows Failed to Setup List
	O
	
	QoS Flow List

<ref>
	
	-
	


9.3.1.9
PDU Session List

This IE contains a list of PDU sessions with a cause value. It is used for example to indicate failed PDU session(s) or PDU session(s) to be released, or PDU session(s) not fulfilled any more.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	reject

	>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>Cause 
	
	
	
	
	
	


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is FFS. 


