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1
Introduction
Based on discussion paper ([1][2]), this contribution proposes Stage-3 detail on NGAP UE Context Management. 
·  The text related to Security, Trace, MDT, SPID, information on recommended cells are FFS. 
·  The text/IEs related to PDU session need to be aligned with the PDU Session Management.
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Start of the 1st modification to TS38.413
8.3
UE Context Management Procedures
8.3.1
Initial Context Setup

8.3.1.1
General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including PDU session context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an PDU session the 5GC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the AMF. (FFS, pending on RAN2)
If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST the target gNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the gNB shall
-
attempt to execute the requested PDU session configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. (FFS)
-
store the received Handover Restriction List in the UE context.

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in TS 38.300 [xx]. (FFS, pending on RAN2)
-
store the received UE Security Capabilities in the UE context. 
-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. (FFS, pending on SA3)
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. (FFS, pending on SA3)
If the PDU Session Resource Setup List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the gNB shall behave the same as the one defined the PDU Session Resource Setup procedure (Section 8.2.1.2). The gNB shall report to the AMF, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the the result for all the requested PDU sessions. When the gNB reports the unsuccessful establishment of an PDU SESSION, the cause value should be precise enough to enable the AMF to know the reason for the unsuccessful establishment.
The gNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the gNB provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the gNB shall consider that no roaming and no access restriction apply to the UE. The gNB shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup PDU sessions includes a particular ARP value (TS 23.501 [11]); (FFS. Need to align with PDU Session Management)
If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then gNB shall, if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the gNB shall, if supported: (FFS, pending on SA5)
-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [10] and the gNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the gNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the gNB (TS 33.401 [15]), the gNB shall take it into use and ignore the keys received in the Security Key IE. (FFS pending on SA3)
If the Management Based MDT Allowed IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the gNB shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [10]. (FFS, pending on SA5)
After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the gNB.
8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-1: Initial Context Setup procedure. Unsuccessful operation.

If the gNB is not able to establish an NG UE context, it shall consider the procedure as failed and reply with the INITIAL CONTEXT SETUP FAILURE message.
8.3.1.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.3.2
UE Context Release Request (gNB initiated) 

8.3.2.1
General

The purpose of the UE Context Release Request procedure is to enable the gNB to request the AMF to release the UE-associated logical NG-connection due to gNB generated reasons, e.g., (FFS for the example). The procedure uses UE-associated signalling.

8.3.2.2
Successful Operation


[image: image3.wmf] 

UE 

CONTEXT

 

RELEASE REQUEST

 

g

NB

 

AMF

 


Figure 8.3.2.2-1: UE Context Release Request procedure. Successful operation.

The gNB controlling a UE-associated logical NG-connection initiates the procedure by generating a UE CONTEXT RELEASE REQUEST message towards the affected AMF node. 

The UE CONTEXT RELEASE REQUEST message shall indicate the appropriate cause value, e.g., (FFS for the specific cause values)
Interactions with UE Context Release procedure:
The UE Context Release procedure should be initiated upon reception of a UE CONTEXT RELEASE REQUEST message. 
8.3.3
UE Context Release (AMF initiated)

8.3.3.1
General

The purpose of the UE Context Release procedure is to enable the AMF to order the release of the UE-associated logical connection due to various reasons, e.g., completion of a transaction between the UE and the 5GC, etc. The procedure uses UE-associated NG connection.
8.3.3.2
Successful Operation
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Figure 8.3.3.2-1: UE Context Release procedure. Successful operation.

The AMF initiates the procedure by sending the UE CONTEXT RELEASE COMMAND message to the gNB. 

The UE CONTEXT RELEASE COMMAND message shall contain the UE NGAP ID pair IE if available, otherwise the message shall contain the AMF UE NGAP ID IE.

Upon reception of the UE CONTEXT RELEASE COMMAND message, the gNB shall release all related signalling and user data transport resources and reply with the UE CONTEXT RELEASE COMPLETE message. 

If the User Location Information IE is included in the UE CONTEXT RELEASE COMPLETE message, the AMF shall handle this information as specified in TS 23.502 [xx].
If the Information on Recommended Cells and gNBs for Paging IE is included in the UE CONTEXT RELEASE COMPLETE message, the MME shall, if supported, store it and may use it for subsequent paging. (FFS)
8.3.3.3
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.3.4
UE Context Modification

8.3.4.1
General
The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g. (FFS for the example). The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the gNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx] (FFS, pending on SA3)
-
store the UE Security Capabilities IE and take them into use together with the received keys according to TS xx.xxx [xx]. 
-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in TS xx.xxx [14]. (FFS, pending on RAN2)
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message the gNB shall: (FFS)
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

-
use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

The gNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF the successful update of the UE context.

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the gNB.

8.3.4.3
Unsuccessful Operation
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Figure 8.3.4.3-1: UE Context Modification procedure. Unsuccessful operation.
In case the UE context update cannot be performed successfully the gNB shall respond with the UE CONTEXT MODIFICATION FAILURE message to the AMF with an appropriate cause value in the Cause IE. 

8.3.4.4
Abnormal Conditions

End of the 1st modification to TS38.413
Start of the 2nd modification to TS38.413
9.1.4
Context Management Messages

9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	
	
	YES
	reject

	PDU Session Resource Setup List
	O
	
	
	FFS. To be aligned with PDU Session management
	YES
	reject

	UE Security Capabilities
	O (FFS)
	
	
	
	YES
	reject

	Security Key
	O (FFS)
	
	
	
	YES
	reject

	Trace Activation
	O
	
	
	FFS. Pending on SA5
	YES
	ignore

	Handover Restriction List
	O
	
	
	
	YES
	ignore

	UE Radio Capability
	O
	
	
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	
	FFS.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	
	FFS. Pending on SA5
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	
	FFS. Pending on SA5
	YES
	ignore

	Masked IMEISV
	O
	
	
	
	YES
	ignore

	NAS-PDU
	O
	
	
	FFS
	YES
	ignore


9.1.4.2

INITIAL CONTEXT SETUP RESPONSE

This message is sent by the gNB to confirm the setup of a UE context.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	
	
	YES
	ignore

	PDU Session Resource Setup Response List
	O
	
	
	FFS. To be aligned with PDU Session management
	YES
	ignore

	Criticality Diagnostics
	O
	
	
	
	YES
	ignore


9.1.4.3
INITIAL CONTEXT SETUP FAILURE

This message is sent by the gNB to indicate that the setup of the UE context was unsuccessful.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	
	
	YES
	ignore

	Cause
	M
	
	
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	
	
	YES
	ignore


9.1.4.4
UE CONTEXT RELEASE REQUEST

This message is sent by the gNB to request the release of the UE-associated NG-logical connection over the NG interface.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	
	
	YES
	reject

	Cause
	M
	
	
	
	YES
	ignore


9.1.4.5
UE CONTEXT RELEASE COMMAND

This message is sent by the AMF to request the release of the UE-associated NG-logical connection over the NG interface.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	CHOICE UE NGAP IDs
	M
	
	
	
	YES
	reject

	>UE NGAP ID pair
	
	
	
	
	
	

	>>UE NGAP ID pair
	M
	
	
	
	
	

	>AMF UE NGAP ID
	
	
	
	
	
	

	>>AMF UE NGAP ID
	M
	
	
	
	
	

	Cause
	M
	
	
	
	YES
	ignore


9.1.4.6
UE CONTEXT RELEASE COMPLETE

This message is sent by the gNB to confirm the release of the UE-associated NG-logical connection over the NG interface.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	
	
	YES
	ignore

	User Location Information
	O
	
	
	
	YES
	ignore

	Information on Recommended Cells and gNBs for Paging
	O
	
	
	FFS
	YES
	ignore


9.1.4.7
UE CONTEXT MODIFICATION REQUEST

This message is sent by the AMF to provide UE Context information changes to the gNB.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	
	
	YES
	reject

	Security Key
	O
	
	
	FFS
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	
	FFS
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	
	
	YES
	ignore

	UE Security Capabilities
	O
	
	
	
	YES
	reject


9.1.4.8
UE CONTEXT MODIFICATION RESPONSE

This message is sent by the gNB to confirm the performed UE context updates.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	
	
	YES
	ignore


9.1.4.9
UE CONTEXT MODIFICATION FAILURE

This message is sent by the gNB in case the performed UE context update is not successful.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	
	
	YES
	ignore

	Cause
	M
	
	
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	
	
	YES
	ignore


End of the 2nd modification to TS 38.413
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