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1
Introduction
This document consolidates the TS 38.300 text proposals agreed during RAN3#96:
-
R3-171918
-
R3-171926

-
R3-171940

-
R3-172012

-
R3-172030
Some editorial corrections were made (e.g. alignment to TS 38.300 terminology).

2
Text Proposal for TS 38.300 (based on V0.2.1)
Change from R3-171940
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[3]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[x]
3GPP TS 38.401: “NG Radio Access Network; Architecture description; Stage 2".
Change from R3-172012
4.3.2.2
Xn Control Plane

The Xn control plane interface (Xn-C) is defined between two gNBs connecting to 5GC, between gNB and eNB connecting to 5GC and between two eNBs connecting to 5GC. The control plane protocol stack of the Xn interface is shown on Figure 4.3.2.2-1. The transport network layer is built on SCTP on top of IP. The application layer signalling protocol is referred to as Xn-AP (Xn Application Protocol). The SCTP layer provides the guaranteed delivery of application layer messages. In the transport IP layer point-to-point transmission is used to deliver the signalling PDUs.
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Figure 4.3.2.2-1: Xn-C Protocol Stack
The Xn-C interface supports the following functions:

-
Xn interface management and error handling: the functionality to manage the Xn-C interface;

-
Mobility support for UE in CM-CONNECTED: the functionality to manage the UE mobility for connected mode between nodes in the NG-RAN; 
-
Context transfer from old serving NG-RAN node to new serving NG-RAN node;

-
Control of user plane tunnels between old serving NG-RAN node and new serving NG-RAN node.
-
Dual connectivity: the functionality to enable usage of additional resources in a secondary node in the NG-RAN;

-
Support of RAN Paging: sending of RAN paging by last serving NG-RAN node towards other nodes in the RAN-based notification area for a UE in RRC_INACTIVE state.

Change from R3-172030
8
NG Identities

Not discussed yet, need inputs from RAN1, RAN3 and SA2.
Editor’s Note: The text in this section is FFS.

The following identities are used in NG-RAN for identifying a specific network entity, TS 38.413 [xx]:

-
AMF Identifier: used to identify an AMF.
Editor’s Note:
This is a placeholder and should be defined following input from SA2.
-
NR Cell Global Identifier (NCGI): used to identify NR cells globally. The NCGI is constructed from the PLMN identity the cell belongs to and the NR Cell Identity (NCI) of the cell.
Editor’s Note:
It is assumed that the E-UTRA Cell Identifier as defined for E-UTRAN is also used within NG-RAN. 

-
gNB Identifier (gNB ID): used to identify gNBs within a PLMN. The gNB ID is contained within the NCI of its cells.

Editor’s Note: 
The definition of the gNB ID is related to the architecture definition.

Editor’s Note:
 How to use the gNB ID in the context of mobility in RRC_INACTIVE and the corresponding identification of the UE Context (“Resume ID”) has to be discussed. This also contains discussions on possible size limitations of the “Resume ID”.
-
Global gNB ID: used to identify gNBs globally. The Global gNB ID is constructed from the PLMN identity the gNB belongs to and the gNB ID. The MCC and MNC are the same as included in the NCGI.
-
Tracking Area identity (TAI): used to identify tracking areas. The TAI is constructed from the PLMN identity the tracking area belongs to and the TAC (Tracking Area Code) of the Tracking Area.
Editor’s Note:
It is FFS and subject to SA2 whether TAIs in the NG-RAN have the same format (or share same ID space) as TAIs in E-UTRAN.

-
Single Network Slice Selection Assistance information (S-NSSAI): identifies a network slice.

Editor’s Note:

The format of the S-NSSAI is FFS subject to SA2.
Change from R3-172012
9.2.2
Mobility in RRC_INACTIVE

9.2.2.1
Overview of RRC_INACTIVE
The RRC_INACTIVE mode is a mode where a UE can move without signalling towards the network within a RAN-based Notification Area (RNA) while the last serving NG-RAN node keeps the UE context and the UE-associated NG connection with the serving AMF. 

If the last serving NG-RAN node decides to move the UE into RRC_INACTIVE it sends to the UE an RRC message which contains the RAN-based notification area. The RAN-based notification area may consist of a list of cells belonging to one or multiple NG-RAN nodes or a list of RAN Paging Areas (FFS) or list of registration Tracking Areas (FFS). The UE notifies the network if it moves out of the configured RAN-based notification area.

If the last serving NG-RAN node receives DL data from the UPF or DL signalling from the AMF while the UE is in RRC_INACTIVE it pages in the cells corresponding to the RAN-based notification area and may send Xn-AP RAN Paging to neighbour NG-RAN node(s) if the RAN-based notification area includes cells of neighbour NG-RAN node(s). Upon RAN paging failure, the last serving NG-RAN node shall release the NG connection of the UE, 
If the UE accesses an NG-RAN node other than the last serving NG-RAN node, the receiving NG-RAN node triggers the Xn-AP Retrieve UE Context procedure to get the UE context from the last serving NG-RAN node and may also trigger a Data Forwarding procedure including tunnel information for potential recovery of data from the last serving NG-RAN node. Upon successful context retrieval, the receiving NG-RAN node becomes the new serving NG-RAN node and it further triggers the NG-AP Path Switch Request procedure. After the path switch procedure, the NG-RAN node triggers release of the UE context at the old NG-RAN node by means of the Xn-AP UE Context Release procedure.    
9.2.2.2
Cell Reselection

Can we assume the same principle as for RRC-IDLE?
9.2.2.3
RAN-Based Notification Area

A UE in the RRC_INACTIVE state can be configured with the RAN-based notification area, where:
-
a notification area can cover a single or multiple cells, and can be smaller than CN area;

-
a "location update" indication is sent by the UE when it leaves the notification area.
There are several different alternatives on how the RAN-based notification area can be configured:
-
List of cells;

-
A UE is provided an explicit list of cells (one or more) that constitute the RAN-based notification area.
-
RAN area.

-
A UE is provided (at least one) RAN area ID;
-
A cell broadcasts (at least one) RAN area ID in the system information so that a UE knows which area the cell belongs to.
FFS whether one alternative or both are agreed.
9.2.2.4
State Transitions

9.2.2.4.1
UE triggered transition from RRC_INACTIVE to RRC_ACTIVE

Editor’s Note: some general text to be provided, mainly from RAN3. RRC signalling is FFS. 
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Figure 9.2.2.4.1-1: UE triggered transition from RRC_INACTIVE to RRC_ACTIVE

1.
The UE resumes from RRC_INACTIVE, providing the Resume ID, allocated by the old gNB.

Applicability of the term Resume ID for NG-RAN is pending RAN2.

2.
The new gNB, if able to resolve the gNB identity contained in the Resume ID, requests the old gNB to provide UE Context data.

Applicability of the term Resume ID for NG-RAN is pending RAN2.

3.
The old gNB provides UE context data.

4.
The new gNB completes the resumption of the RRC connection.

5.
If loss of DL user data buffered in the old serving gNB shall be prevented, the new gNB provides forwarding addresses.

6./7. The new gNB performs path switch.

8. The new gNB triggers the release of the UE resources at the old gNB.

More details to be added.

9.2.2.4.2
Network triggered transition from RRC_INACTIVE to RRC_ACTIVE

Some general text to be provided, mainly from RAN3
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Figure 9.2.2.4.2-1: Network triggered transition from RRC_INACTIVE to RRC_ACTIVE

1.
A RAN paging trigger event occurs (incoming DL user plane, DL signalling from 5GC, etc.)

2.
RAN paging is triggered; either only in the cells controlled by the serving gNB or also by means of Xn RAN Paging, in other gNBs, being member of the RAN Paging area the UE is registered with.

3.
The UE is paged with an NG-RAN allocated UE identity.

Details are FFS.

4.
If the UE has been successfully reached, it attempts to resume from RRC_INACTIVE, as described in other sections.

More details to be added.

Change from R3-171926
9.4
Roaming and Access Restrictions

The description detail needs further check, e.g., whether more restriction information is needed.

The roaming and access restriction information for a UE includes information on restrictions to be applied for subsequent mobility action during CM-CONNECTED state. It may be provided by the AMF and also may be updated by the AMF later. 
It includes the forbidden RAT, the forbidden area and the service area restrictions as specified in 3GPP TS 23.501 [3]. It also includes serving PLMN and may include a list of equivalent PLMNs. 
Upon receiving the roaming and access restriction information for a UE, if applicable, the gNB should use it to determine whether to apply restriction handling for subsequent mobility action, e.g., handover, redirection.

If the roaming and access restriction information is not available for a UE at the gNB, the gNB shall consider that there is no restriction for subsequent mobility actions.
Only if received over NG or Xn signalling, the roaming and access restriction information shall be propagated over Xn by the source gNB during Xn handover. If the Xn handover results in a change of serving PLMN (to an equivalent PLMN), the source gNB shall replace the serving PLMN with the identity of the target PLMN and move the serving PLMN to the equivalent PLMN list, before propagating the roaming and access restriction information.
SCG selection for DC at the MeNB is based on roaming and access restriction information. If roaming and access restriction information is not available at the MeNB, the MeNB shall consider that there is no restriction for SCG selection.
Change from R3-171940
15
Functional Split of the gNB

NG-RAN may support a functional split of the gNB. The architecture and the F1 interface between a gNB-CU and a gNB-DU are defined in TS 38.401 [x].
Change from R3-171918
17.3
Network Slicing

17.3.1
General Principles and Requirements

In this sub clause, the general principles and requirements related to the realization of network slicing in the NG-RAN are given.

Support of Network Slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations. UE should be able to provide assistance information for network slice selection in RRC message, if it has been provided by NAS.

NOTE 1:
It is FFS whether it is possible to provide different PRACH, access barring and congestion control information for different slices.

NOTE 2:
The above agreements and FFS are also applicable for E-UTRA connected to 5GC. 
Network Slicing is a concept to allow differentiated treatment depending on each customer requirements. With slicing, it is possible for Mobile Network Operators (MNO) to consider customers as belonging to different tenant types with each having different service requirements that govern in terms of what slice types each tenant is eligible to use based on Service Level Agreement (SLA) and subscriptions. 

NSSAI (Network Slice Selection Assistance Information) includes one or more S-NSSAIs (Single NSSAI). Each network slice is uniquely identified by a S-NSSAI, as defined in TS 23.501 [3]. 

The following key principles apply for support of Network Slicing in NG-RAN:

RAN awareness of slices

-
NG-RAN supports a differentiated handling of traffic for different network slices which have been pre-configured. How NG-RAN supports the slice enabling in terms of NG-RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 

Selection of RAN part of the network slice

-
NG-RAN supports the selection of the RAN part of the network slice, by assistance information provided by the UE or the 5GC which unambiguously identifies one or more of the pre-configured network slices in the PLMN. 

Resource management between slices

-
NG-RAN supports policy enforcement between slices as per service level agreements. It should be possible for a single NG-RAN node to support multiple slices. The NG-RAN should be free to apply the best RRM policy for the SLA in place to each supported slice.

Support of QoS

-
NG-RAN supports QoS differentiation within a slice.

RAN selection of CN entity

-
For initial attach, the UE may provide assistance information to support the selection of an AMF. If available, NG-RAN uses this information for routing the initial NAS to an AMF. If the NG-RAN is unable to select an AMF using this information or the UE does not provide any such information the NG-RAN sends the NAS signalling to a default AMF. 

-
For subsequent accesses, the UE provides a Temp ID, which is assigned to the UE by the 5GC, to enable the NG-RAN to route the NAS message to the appropriate AMF as long as the Temp ID is valid (NG-RAN is aware of and can reach the AMF which is associated with the Temp ID). Otherwise, the methods for initial attach applies.

Resource isolation between slices

-
the NG-RAN supports resource isolation between slices. NG-RAN resource isolation may be achieved by means of RRM policies and protection mechanisms that should avoid that shortage of shared resources in one slice breaks the service level agreement for another slice. It should be possible to fully dedicate NG-RAN resources to a certain slice. How NG-RAN supports resource isolation is implementation dependent.

Slice Availability

-
Some slices may be available only in part of the network. Awareness in the NG-RAN of the slices supported in the cells of its neighbours may be beneficial for inter-frequency mobility in connected mode. It is assumed that the slice configuration does not change within the UE’s registration area.

-
The NG-RAN and the 5GC are responsible to handle a service request for a slice that may or may not be available in a given area. Admission or rejection of access to a slice may depend by factors such as support for the slice, availability of resources, support of the requested service by other slices.

Support for UE associating with multiple network slices simultaneously

-
In case a UE is associated with multiple slices simultaneously, only one signalling connection is maintained.

Granularity of slice awareness

-
Slice awareness in NG-RAN is introduced at PDU session level, by indicating the S-NSSAI corresponding to the PDU Session, in all signalling containing PDU session resource information.

Validation of the UE rights to access a network slice 

-
It is the responsibility of the 5GC to validate that the UE has the rights to access a network slice.  Prior to receiving the Initial Context Setup Request message, the NG-RAN may be allowed to apply some provisional/local policies, based on awareness of which slice the UE is requesting access to. During the initial context setup, the NG-RAN is informed for all network slices for which resources are being requested.

Change from R3-171391 (for clause 8 NG Identities)
Change from R3-171398 (for clause 9 Mobility)
Change from R3-171399 (for clause 9 Mobility)
Change from R3-171147 (for clause 9 Mobility)
Change from R3-171336 (for clause 16.1 Self-Configuration and Self-Optimisation)
Change from R3-171353 (for clause 16.3 Network Slicing)
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