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1. Introduction
In last RAN3 meeting, many open issues for option 3/3a/3x were provided in [2], these issues need to be further discussed in RAN3. This contribution focuses on the UE capability coordination, SCG SRB, Split SRB etc procedures, and accordingly provides some analysis and proposals.
2. Discussion
Issue 1: Whether and how X2AP supports UE capability coordination between Master node andSecondary node?

UE capability coordination procedure requires MN and SN to shake hands with each other, thus a class 1 X2AP procedure needs to be used for support of the feature. However, for IWK, lots of class 1 procedures have been defined in RAN3 specification, e.g, MN/SN initiated SN modification procedure. Therefore, there is no need to define a new class 1 procedure to solve the issue, which can simplify protocol stack.
Proposal 1: No need to introduce new class 1 procedure for support of UE capability coordination during IWK.
Issue 2: Impacts on X2AP for support of direct S-RRC within DC procedures, including security aspects
According to agreement from last RAN2 meeting, “Addition of SCG SRB is decided by SN”. Then the SN triggered SN modification procedure can be used for establishment / removal of SCG SRB. The following is an example of signalling flow for establishment of SCG SRB during IWK:
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Figure 1 Signalling flow for establishment of SCG SRB
Step 1: SN generates radio configuration for SCG SRB, which is contained in SCG-config IE in SN Modification  Required message transmitted towards MN. Additionally, an explicit indicator for security context may be contained in the SN Modification Required message.
Step 2/3: To enable the integrity protection and encryption operation of SCG SRB, MN will generate security related parameters, e.g, S-KeNB, and send them to SN using SN Modification Request message. 

According to the above steps in figure 1, the security context management for SCG SRB is similar as that of legacy SCG bearer. But difference is that SCG SRB is initiated by SN, then in the SN Modification Required message an explicit indicator is required to request MN to provide a new security context. 

Proposal 2: The SN triggered SN modification procedure can be used for establishment / removal of SCG SRB.

Proposal 3: An explicit indicator may be included in SN Modification Required message to request MN to provide a  security context.
Issue 3: How to enable split SRB and RRC diversity?

According to agreement from last RAN2 meeting, “Split SRB should be decided and configured by MN in SeNB addition and/or Modification procedure, with SN configuration part provided by SN. (RAN3 can discuss whether there are cases where the SN may need to reject the split SRB configuration)”. Then the MN triggered SN Addition/modification procedure can be used for establishment / removal of Split SRB. The following is an example of signalling flow for establishment of Split SRB during IWK:
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Figure 2 Signalling flow for establishment of Split SRB
Step 1: To enable Split SRB, MN will set split type to SRB1 or/and SRB2, and send them to SN using SeNB Addition Request message. 

Step 2: The SN generates L2 configuration for the Split SRB, which is contained in SCG-config IE in SeNB Addition Response message transmitted towards MN.

The subsequent steps are similar as legacy MCG split bearer procedure.

Proposal 4: The corresponding split type should be indicated in X2AP message in case of establishment/ removal of Split SRB. 
In addition, although the amount of data to be transmitted in the two type bearers (MCG split bearer and Split SRB) has large difference, but the non GBR services mostly undertaken by SCG have no requirements for guaranteed rate. Thus from the access control point of view, MCG split bearer and Split SRB have no large difference. In other hand, from the bearer management point of view, the SCG part of Split SRB is almost same as that of MCG split bearer in SN. Therefore, if MN initiates the establishment of Split SRB, SN should be free to reject the request as DRB did.
Proposal 5: SN should be allowed to reject the request of establishment of Split SRB.
3. Conclusion 
This contribution discusses the SN initiated SN change procedure. And the following proposals were made:
Proposal 1: No need to introduce new class 1 procedure for support of UE capability coordination during IWK.
Proposal 2: The SN triggered SN modification procedure can be used for establishment / removal of SCG SRB.

Proposal 3: An explicit indicator may be included in SN Modification Required message to request MN to provide a new security context.
Proposal 4: The corresponding split type should be indicated in X2AP message in case of establishment/ removal of Split SRB.

Proposal 5: SN should be allowed to reject the request of establishment of Split SRB.
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