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1. Introduction
Transmission of RRC message over the CU-DU link was raised during SI phase which is worthy of further clarification and discussions.  
2. Discussion
According to TR38.801[1], the below figure shows that the RRC message also needs to be transferred via the CU-DU interface. It assumed that the RRC related functions should be located in the CU for all functional split options.
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                          Figure1: Transmission of RRC message between the CU and the UE via the DU
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According to TS36.300, the user plane protocol stack and the control plane protocol stack are shown as below.
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Figure 2: User-plane protocol stack
                                                   Figure 3: Control-plane protocol stack
In LTE, "Signalling Radio Bearers" (SRBs) are defined as Radio Bearers (RB) that are used only for the transmission of RRC and NAS messages. More specifically, the following SRBs are defined:

-
SRB0 is for RRC messages using the CCCH logical channel;

-
SRB1 is for RRC messages (which may include a piggybacked NAS message) as well as for NAS messages prior to the establishment of SRB2, all using DCCH logical channel;
-
For NB-IoT, SRB1bis is for RRC messages (which may include a piggybacked NAS message) as well as for NAS messages prior to the activation of security, all using DCCH logical channel;
-
SRB2 is for RRC messages which include logged measurement information as well as for NAS messages, all using DCCH logical channel. SRB2 has a lower-priority than SRB1 and is always configured by E-UTRAN after security activation. SRB2 is not applicable for NB-IoT.

Once security is activated, all RRC messages on SRB1 and SRB2, including those containing NAS or non-3GPP messages, are integrity protected and ciphered by PDCP. NAS independently applies integrity protection and ciphering to the NAS messages. Each RB (i.e. DRB, SLRB and SRB, except for SRB0 and SRB1bis) is associated with one PDCP entity.
Observation1: RRC messages on SRB1 and SRB2 are integrity protected and ciphered by PDCP, and each is associated with one PDCP entity.
According to current design on user plane protocol, there already have some different handling on control plane data and user plane data. For example, user plane data can use RLC AM/UM mode, while SRB0 uses RLC TM mode, SRB1 and SRB2 use RLC AM mode.
Furthermore, considering Option 2(PDCP/RLC split) was selected as the high layer split option between central and distributed unit. The RRC messages will be mapped to PDCP SDU and transferred via CU-DU interface.
Observation2: RRC messages will be mapped to PDCP SDU and transferred via CU-DU interface.
Proposal1: RRC messages will be transferred via CU-DU interface as PDCP SDU corresponding to Option2.
Considering the robustness and delay requirement on RRC message, ARQ and retransmission in RLC can guarantee the robustness of data transmission (both for user plane data and control plane data) between RAN node and UE.
When the interface between CU and DU (Frontaul) is introduced, how to guarantee the robustness and delay requirement on this new interface needs to be discussed.

A) Fronthaul latency

According to TR36.932[2], we can see the categorization of non-ideal backhaul and ideal backhaul, which can be used for fronthaul analysis.
A categorization of non-ideal backhaul based on operator inputs is listed in Table 1:

Table 1: Categorization of non-ideal backhaul
	Backhaul Technology
	Latency (One way)
	Throughput
	Priority (1 is the highest)

	Fiber Access 1 
	10-30ms 
	10M-10Gbps
	1

	Fiber Access 2
	5-10ms
	100-1000Mbps
	2

	DSL Access
	15-60ms
	10-100 Mbps
	1

	Cable 
	25-35ms
	10-100 Mbps
	2

	Wireless Backhaul
	5-35ms 
	10Mbps – 100Mbps typical, maybe up to Gbps range
	1


A categorization of good to ideal backhaul based on operator inputs is listed in Table 2:

Table 2: Categorization of good to ideal backhaul
	Backhaul Technology
	Latency (One way)
	Throughput
	Priority (1 is the highest)

	Fiber
	2-5ms
	50M-10Gbps
	1


According to TR38.913[3], it said in Section 7.4 Control plane latency:

Control plane latency refers to the time to move from a battery efficient state (e.g., IDLE) to start of continuous data transfer (e.g., ACTIVE).
The target for control plane latency should be 10ms.
Therefore, when we considering the RRC message transmission via fronthaul, even two steps RACH considered, the non-ideal fronthaul is difficult to satisfy the 10ms control plane latency. For the user plane data transmission, it will face the same situation.
In CU-DU split case, we propose to reconsider the latency requirement on control plane and user plane in the case of  non-ideal fronthaul. Considering that the latency requirement on control plane and user plane is different, it may be benefitial to differentiate the transport between CU and DU for user plane data transmission and control plane data transmission.
Proposal2: The latency requirement on control plane and user plane in the case of CU-DU split needs to be reconsidered.
B) Robustness 

The CU shall assign consecutive sequence numbers to each transferred PDCP SDU, when the control plane data was transferred via fronthaul, how to guarantee the robustness of control plane data transmission should be analyzed and solved. One possible solution is introducing some enhancement on current GTP-U/UDP based user plane protocol. 
For example, for single CU-DU connection, it seems that when DU receives the control plane data via fronthaul from CU, it would be better to send ACK to CU immediately. If no ACK received, CU can resend this control plane data via fronthaul to improve the robustness of control plane data transmission. Vice versa.
Or DU detects whether one or more control plane data was lost and memorises the respective sequence number as being "lost", and sends the lost fronthaul Sequence Number range to the CU, and triggers CU to resend those “lost” control plane data via fronthaul.
On the other hand, RUDP (Reliable UDP) can be regarded another possible solution, which adds TCP like reliability features on top of existing UDP protocol.

The third solution is based on NGx control plane protocol, e.g., SCTP.

In summary, there are three possible solutions to solve this issue:

Option 1) Based on current GTP-U/UDP protocol with some enhancement

Option 2) Based on RUDP protocol
Option 3) Based on NGx control plane protocol
C) Comparison among optional solutions
                                                Table1: Comparison table for Optional solutions
	RRC message transfer
	F1-U based solutions
	F1-C based solutions

	
	GTP-U/UDP 
	Option 1)

GTP-U/UDP with some enhancement
	Option2)

RUDP
	Option3)
SCTP

	Reliability*
*: The most important factor for decision
	(
	(
	(
	(

	Latency
	(
	(
	(
	(
With additional application processing

	CP/UP separation support
	(
	(
	(
If F1-C adopts RUDP instead of SCTP as control plane protocol, CP/UP separation can be supported as well.
	(

	Standard Impact
	No impact.
	Depends on enhancement: e.g., packet ack, “lost” packet(s) indication to CU.
Impact on TS38.475
	RUDP is defined by IETF.
PDCP PDU to be transferred via F1 AP message, e.g., similar like RRC container as OCTET STRING.

Impact on TS38.473
	PDCP PDU to be transferred via F1 AP message, e.g., similar like RRC container as OCTET STRING.
Impact on TS38.473


According to the above comparison table, we can see that different options have cons and pros. Considering that RRC message belongs to control signalling, the transmission robustness shall be guaranteed, therefore, Reliability is the most important factor in deciding how to transfer the SRB related PDCP PDU. Current GTP-U/UDP protocol can not satisfy with this requirement, it should be excluded.

On the other hand, in last meeting, we agreed that the standard should not prevent to separated CP and UP, for Option3), the SRB related PDCP PDU will be transferred via F1 AP messages, which supports CP and UP separation naturally. While for Option2), if F1-C adopts RUDP instead of SCTP as control plane protocol, CP/UP separation can be supported as well.
Based on the above observation, Option2) or Option3) is preferred. And both has standard impact on F1-AP in TS38.473, e.g., PDCP PDU to be transferred via F1 AP message, e.g., similar like RRC container as OCTET STRING.

Proposal3: F1-C based solutions, e.g., Option2) or Option3) is preferred to be adopted as the RRC message transmission solution.
According to the above analysis, the TP proposed to be captured in TS38.401 for F1-C functions is in [4].
3. Conclusion
The following observations and proposals are provided:
Observation1: RRC messages on SRB1 and SRB2 are integrity protected and ciphered by PDCP, and each is associated with one PDCP entity.
Observation2: RRC messages will be mapped to PDCP SDU and transferred via CU-DU interface.
Proposal1: RRC messages will be transferred via CU-DU interface as PDCP SDU corresponding to different split options.
Proposal2: The latency requirement on control plane and user plane in the case of CU-DU split needs to be reconsidered.
Proposal3: F1-C based solutions, e.g., Option2) or Option3) is preferred to be adopted as the RRC message transmission solution.
Proposal 4: To approve the corresponding TP for TS 38.401 in [4].
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