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1
Introduction

This is the stage 2 TP following discussions on R3-171145.

2
Input for stage 3 – 38.413

<<<<<<<<<<<<<<<<<<<< Begin Text Proposal  >>>>>>>>>>>>>>>>>>>>
X
NGAP Procedures

X.1
List of NGAP Elementary procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):

Table 1: Class 1 procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	
	
	
	

	NG Setup
	NG SETUP REQUEST
	NG SETUP RESPONSE
	NG SETUP FAILURE

	gNB Configuration Update
	GNB CONFIGURATION UPDATE
	GNB CONFIGURATION UPDATE ACKNOWLEDGE
	GNB CONFIGURATION UPDATE FAILURE

	AMF Configuration Update
	AMF CONFIGURATION UPDATE
	AMF CONFIGURAION UPDATE ACKNOWLEDGE
	AMF CONFIGURATION UPDATE FAILURE

	
	
	
	


Table 2: Class 2 procedures

	Elementary Procedure
	Message

	
	

	gNB Configuration Transfer
	gNB CONFIGURATION TRANSFER

	AMF Configuration Transfer
	AMF CONFIGURATION TRANSFER

	
	


<<<<<<<<<<<<<<<<<<<< Next Text Proposal  >>>>>>>>>>>>>>>>>>>>
X.Y.3
NG Setup 

X.Y.3.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the gNB and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

Editor’s Note:
Further details FFS
X.Y.3.2
Successful Operation
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Figure x.y.3.2-1: NG Setup procedure: Successful Operation.

The gNB initiates the procedure by sending a NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with a NG SETUP RESPONSE message including the appropriate data.

Editor’s Note:
Further details FFS
X.Y.3.3
Unsuccessful Operation
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Figure X.Y.3.3-1: NG Setup procedure: Unsuccessful Operation.

If the AMF cannot accept the setup, it should respond with a NG SETUP FAILURE and appropriate cause value.

Editor’s Note:
Further details FFS
X.Y.3.4
Abnormal Conditions

Editor’s Note:
Further details FFS
X.Y.4
gNB Configuration Update 

X.Y.4.1
General

The purpose of the gNB Configuration Update procedure is to update application level configuration data needed for the gNB and the AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.

X.Y.4.2
Successful Operation
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Figure X.Y.4.2-1: GNB Configuration Update procedure: Successful Operation.

The gNB initiates the procedure by sending an GNB CONFIGURATION UPDATE message to the AMF including an appropriate set of updated configuration data that it has just taken into operational use. The AMF responds with GNB CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 
Editor’s Note:
Further details FFS
X.Y.4.3
Unsuccessful Operation
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Figure X.Y.4.3-1: gNB Configuration Update procedure: Unsuccessful Operation.

If the AMF cannot accept the update, it shall respond with an GNB CONFIGURATION UPDATE FAILURE message and appropriate cause value.

Editor’s Note:
Further details FFS
X.Y.4.4
Abnormal Conditions

Editor’s Note:
Further details FFS
X.Y.5
AMF Configuration Update 

X.Y.5.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the gNB and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.

X.Y.5.2
Successful Operation
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Figure X.Y.5.2-1: AMF Configuration Update procedure: Successful Operation.

The AMF initiates the procedure by sending an AMF CONFIGURATION UPDATE message including the appropriate updated configuration data to the gNB. The gNB responds with an AMF CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 
Editor’s Note:
Further details FFS
X.Y.5.3
Unsuccessful Operation
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Figure X.Y.5.3-1: AMF Configuration Update: Unsuccessful Operation.

If the gNB cannot accept the update, it shall respond with an AMF CONFIGURATION UPDATE FAILURE message and appropriate cause value.

Editor’s Note:
Further details FFS
X.Y.5.4
Abnormal Conditions

Editor’s Note:
Further details FFS
X.Y.6
gNB Configuration Transfer

X.Y.6.1
General

The purpose of the gNB Configuration Transfer procedure is to transfer RAN configuration information from the gNB to the AMF. The AMF does not interpret the transferred RAN configuration information.

This procedure uses non-UE associated signalling.

X.Y.6.2
Successful Operation
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Figure X.Y.6.2-1: gNB Configuration Transfer procedure. Successful operation.

The gNB initiates the procedure by sending the GNB CONFIGURATION TRANSFER to the AMF.

If the AMF receives the SON Configuration Transfer IE, it shall transparently transfer the SON Configuration Transfer IE towards the gNB indicated in the Target gNB-ID IE which is included in the SON Configuration Transfer IE.

Editor’s Note:
Further details FFS
X.Y.6.3
Abnormal Conditions

Not applicable.

X.Y.7
AMF Configuration Transfer

X.Y.7.1
General

The purpose of the AMF Configuration Transfer procedure is to transfer RAN configuration information from the AMF to the gNB.

This procedure uses non-UE associated signalling.

X.Y.7.2
Successful Operation
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Figure X.Y.7.2-1: AMF Configuration Transfer procedure. Successful operation.

The procedure is initiated with an AMF CONFIGURATION TRANSFER message sent from the AMF to the gNB.

Editor’s Note:
The following text is based on TS 36.413. Text not related to TNL address discovery is removed, other text is adapted. Applicability of the IEs described below for use in NGAP is FFS.
If the gNB receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information towards the gNB indicated in the Source gNB-ID IE of the SON Configuration Transfer IE by initiating the gNB Configuration Transfer procedure.

If the gNB receives, in the SON Configuration Transfer IE, the Xn TNL Configuration Info IE containing the gNB Xn Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.

If the gNB receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the Xn TNL Configuration Info IE as an answer to a former request, it may use it to initiate the Xn TNL establishment.
In case the IP-Sec Transport Layer Address IE is present and the GTP Transport Layer Addresses IE within the gNB Xn Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in by the IP-Sec Transport Layer Address IE.

In case the IP-Sec Transport Layer Address IE is not present, GTP traffic is terminated at the end points given by the list of addresses in gNB GTP Transport Layer Addresses IE within the gNB Xn Extended Transport Layer Addresses IE.

In case the gNB GTP Transport Layer Addresses IE is empty and the IP-Sec Transport Layer Address IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in the IP-Sec Transport Layer Address IE, within the gNB Xn Extended Transport Layer Addresses IE.

If the gNB is configured to use one IPsec tunnel for all NG and Xn traffic (IPsec star topology) then the traffic to the peer gNB shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
X.Y.7.3
Abnormal Conditions

Not applicable.

<<<<<<<<<<<<<<<<<<<< Next Text Proposal  >>>>>>>>>>>>>>>>>>>>
x1.y2.z1
NG SETUP REQUEST

This message is sent by the gNB to transfer application layer information for an NG-C interface instance.

Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	Global gNB ID
	M
	
	<reference>
	Editor’s Note: the definition of the Global gNB ID is FFS. It may relate to identification of cells hosted by the gNB. (FFS)
	YES
	reject

	gNB Name
	O
	
	PrintableString(SIZE(1..150,…))
	FFS
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the gNB.
Editor’s Note: TAs applicable for 5G as well
	GLOBAL
	reject

	>TAC
	M
	
	<reference>
	Broadcast TAC.
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs.
	-
	

	>>PLMN Identity
	M
	
	<reference>
	
	
	

	
	
	
	
	
	
	

	Default Paging DRX
	M
	
	<reference>
	Editor’s Note: assumption that this is common for NR and E-UTRA. (This needs to be verified with RAN2 and is FFS)
	YES
	ignore

	UE Retention Information
	O
	
	<reference>
	Editor’s Note: assumption that this concept is inherited from S1-MME The related concept needs to be revisited and is FFS.
	YES
	ignore

	
	
	
	
	
	
	


Editor’s Note:
Further details FFS
x1.y2.z2
NG SETUP RESPONSE

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	reject

	AMF Name
	O
	
	PrintableString(SIZE(1..150,…))
	FFS
	YES
	ignore

	AMF pool and AMF code related information 
	M
	
	<reference>
	Editor’s Note: Will be similar to EPS, but details are pending discussions in SA2. (FFS)
	GLOBAL
	reject

	Relative AMF Capacity
	M
	
	<reference>
	Editor’s Note: Load balancing concepts are pending discussions in SA2. (FFS)
	YES
	ignore

	UE Retention Information
	O
	
	<reference>
	Editor’s Note: assumption that this concept is inherited from S1-MME. The related concept needs to be revisited and is FFS.
	YES
	ignore

	Criticality Diagnostics
	O
	
	<reference>
	
	YES
	ignore


Editor’s Note:
Further details FFS
x1.y2.z3
gNB CONFIGURATION TRANSFER

This message is sent by the gNB in order to transfer RAN configuration information.

Direction: gNB ( AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	<reference>
	
	YES
	ignore


Editor’s Note:
Further details FFS
x1.y2.z4
AMF CONFIGURATION TRANSFER

This message is sent by the AMF in order to transfer RAN configuration information.

Direction: AMF ( gNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<reference>
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	<reference>
	
	YES
	ignore


Editor’s Note:
Further details FFS
<<<<<<<<<<<<<<<<<<<< Next Text Proposal  >>>>>>>>>>>>>>>>>>>>
Editor’s Note:
The structure of the SON Configuration Transfer related IEs and their content are FFS
x1.y3.z5.w1
SON Configuration Transfer

This IE contains the configuration information, used by e.g., SON functionality, and additionally includes the gNB identifier of the destination of this configuration information and the gNB identifier of the source of this information.
Editor’s Note:
The structure of this IE is based on TS 36.413. Whether this is applicable for NG AP is FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	SON Configuration Transfer
	
	
	
	
	
	

	>Target gNB-ID
	M
	
	
	Structure of the IE is FFS
	
	

	>>Global gNB ID
	M
	
	<reference>
	
	
	

	>>Selected TAI
	M
	
	<reference>
	
	
	

	>Source gNB-ID
	M
	
	
	Structure of the IE is FFS
	
	

	>>Global gNB ID
	M
	
	<reference>
	
	
	

	>>Selected TAI
	M
	
	<reference>
	
	
	

	>SON Information
	M
	
	x1.y3.z5.w2
	
	
	

	>Xn TNL Configuration Info
	C-ifSONInformationRequest
	
	<reference>
	Source gNB Xn TNL Configuration Info.
This IE is FFS
	YES
	ignore


	Condition
	Explanation

	ifSONInformationRequest
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “XnTNL Configuration Info”


Editor’s Note:
Further details FFS
x1.y3.z5.w2
SON Information
This IE identifies the nature of the configuration information transferred, i.e., a request, a reply or a report.
Editor’s Note:
The structure of this IE is based on TS 36.413. Whether this is applicable for NG AP is FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE SON Information
	M
	
	
	
	-
	

	>SON Information Request
	
	
	
	
	
	

	>>SON Information Request
	M
	
	ENUMERATED(Xn TNL Configuration Info, …)
	Structure of the IE is FFS
	-
	

	>SON Information Reply
	
	
	
	
	
	

	>>SON Information Reply
	M
	
	x1.y3.z5.w3
	
	-
	


Editor’s Note:
Further details FFS
x1.y3.z5.w3
SON Information Reply

This IE contains the configuration information to be replied to the gNB.
Editor’s Note:
The structure of this IE is based on TS 36.413. Whether this is applicable for NG AP is FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	SON Information Reply
	
	
	
	
	
	

	>X2 TNL Configuration Info
	O
	
	x1.y3.z5.w4
	
	
	


Editor’s Note:
Further details FFS
x1.y3.z5.w4
Xn TNL Configuration Info

The Xn TNL Configuration Info IE is used for signalling Xn TNL Configuration information for automatic Xn SCTP association establishment.
Editor’s Note:
The structure of this IE is based on TS 36.413. Whether this is applicable for NG AP is FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	gNB Xn Transport Layer Addresses
	
	1 .. <maxnoofgNBXnTLAs>
	
	
	-
	

	>Transport Layer Address
	M
	
	<reference>
	Transport Layer Addresses for Xn SCTP end-point.
	-
	

	gNB Xn Extended Transport Layer Addresses
	
	0 .. <maxnoofgNBXnExtTLAs>
	
	
	-
	

	>IP-Sec Transport Layer Address
	O
	
	<reference>
	Transport Layer Addresses for IP-Sec end-point.
	-
	

	>gNB GTP Transport Layer Addresses
	
	0 .. <maxnoofgNBXnGTPTLAs>
	
	
	-
	

	>>GTP Transport Layer Address
	M
	
	<reference>
	GTP Transport Layer Addresses for GTP end-points (used for data forwarding over Xn).
	-
	

	gNB Indirect Xn Transport Layer Addresses
	
	0 .. <maxnoofgNBXnTLAs>
	
	
	-
	

	>Transport Layer Address
	O
	
	<reference>
	Transport Layer Addresses for Indirect Xn SCTP end-point.
	-
	


	Range bound
	Explanation

	maxnoofgNBXnTLAs
	Maximum no. of gNB Xn Transport Layer Addresses for an SCTP end-point. Value is 2.

	maxnoofgNBXnExtTLAs
	Maximum no. of gNB Xn Extended Transport Layer Addresses in the message. Value is 16.

	maxnoofgNBXnGTPTLAs
	Maximum no. of gNB Xn GTP Transport Layer Addresses for an GTP end-point in the message. Value is 16.


<<<<<<<<<<<<<<<<<<<< End of Text Proposal  >>>>>>>>>>>>>>>>>>>>
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