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1. Introduction
After RAN3#94 meeting, the offline discussion was triggered on how to support CP based Mobility in NB-IoT enhancements [1]. The possible CP solutions are listed as below:
Option1: RLF indication + Handover + flag to ignore unavailable mandatory IEs+ S1 NAS recovery

Option2: RLF indication + new Class2 procedure + NAS PDU forwarding
Note that S1 NAS recovery may also be used for the option2.
In this paper, we will analyze and compare the above possible CP solutions for NB IOT mobility enhancement.
2. Discussion
2.1. Comparisons between the solutions
1) X2 UE Context fetch
Option1: RLF indication + Handover + flag to ignore unavailable mandatory IEs
Option2: RLF indication + new Class2 procedure
For Option1, an CP-Mode indicator IE should be added to the HANDOVER REQUEST/ HANDOVER REQUEST ACKNOWLEDGE message in order to ignore some mandatory IEs, e.g., E-RAB related information, UE Security Capabilities, AS Security Information (which is related to RAN2/SA3 progress), UE AMBR, DC related information.
While for the RRC Context, which includes UE-Capability-NB, as-Config, rrm-Config, as-Context, for CP UE, some information is still valid, e.g., UE radio capability, source security related configuration (FFS). But other information like as-Config may not valid any more. There are two ways to handle this mandatory IE, one is omit this for CP UE, the other one is still keep it for CP UE, while needs new definition in TS36.331 which is under RAN2 scope.
On our understanding, omitting RRC Context for CP UE context fetch is a easy and simple way, which means that for CP UE, only the following IEs are necessary during UE context fetch:
- New/old eNB UE X2AP ID (which is only used for UE context fetch via X2)

- GUMMEI, UE will not report GUMMEI during RRC re-establishment

- Source MME UE S1AP ID
- UE Security Capabilities, AS Security Information, FFS pending to RAN2/SA3
Therefore, the other other mandatory IEs in the HANDOVER REQUEST message should be ignored.

For Option2, the above necessary IEs are still needed, in order to identify the UE via X2 interface, the new eNB UE X2AP ID can be added to RLF indication, while the old eNB UE X2AP ID and the new eNB UE X2AP ID can be added to UE CP CONTEXT INDICATION message in order to avoid repeat to including the ECGI, C-RNTI and ShortMAC-I IEs.
Considering that adding a CP-Mode indicator IE to ignore unavailable mandatory IEs is lack of feasibility and may not satisfy the future proof requirement, for example, in the future, if there defines some new mandatory IEs in X2 handover procedure, the text description of an CP-Mode indicator IE always needs to be updated. Compared with Option1, Option2 has the benefit to solve the mandatory IEs issue completely without any compatible problem.
Note that other UE related information related to individual functions, e.g., CSG, SIPTO@LN can be included as optional IEs, especially for legacy UEs who support CP solution.
Proposal1: Option2: RLF indication + new Class2 procedure is preferred for UE context fetch via X2 interface, reusing  New/old eNB UE X2AP ID to identify the UE via X2 interface and the above necessary IEs during UE context fetch need to be adopted to finalize the UE context fetch function.
2) S1 update

Option1: Reusing Path Switch + flag to ignore unavailable mandatory IEs
Option2: new Class2 procedure (CP UE context indication) + Connection Establishment Indication
For Option1, when the CP-Mode indicator IE is included, the MME shall ignore some mandatory IEs which are unavailable for CP solution, e.g., E-RAB related information, UE Security Capabilities, AS Security Information (which is related to RAN2/SA3 progress).
For CP solution, the following information should be included in the update request message from eNB to MME as mandatory IEs:

- eNB UE S1AP ID/MME UE S1AP ID
- Source MME UE S1AP ID

- E-UTRAN CGI
- TAI
- RRC Re-establishment Cause, FFS pending to RAN2
- UE Security Capabilities, FFS pending to SA3
For Option2, the above necessary IEs are still needed for CP UE context indication, while for the ACK message from MME to eNB, only the eNB UE S1AP ID IE and MME UE S1AP ID IE are necessary. Whether the Security Context is needed pending to SA3.
Note that the other information related to individual functions, e.g., CSG, SIPTO@LN, D2D can be included as optional IEs, especially for legacy UEs who support CP solution.

Similar like UE context fetch, adding a CP-Mode indicator IE to ignore unavailable mandatory IEs is lack of feasibility and may not satisfy the future proof requirement. Compared with Option1, Option2 has the benefit to solve the mandatory IEs issue completely without any compatible problem.
Proposal2: Option2: new Class2 procedure (CP UE context indication) + Connection Establishment Indication via S1 interface, the above necessary IEs need to be adopted to finalize the S1 update function.
3) NAS PDU forwarding

Option1: S1 NAS recovery
Option2: NAS PDU combined with UE context fetch procedure

In order to provide lossless data transmission in case of RLF using RRC Connection re-establishment during RRC_CONNECTED mode mobility, data forwarding of NAS PDUs for CP solution is raised.
For Option1, reusing the existing NAS NON-DELIVERY INDICATION from old eNB to MME and resuing DL NAS Transport from MME to new eNB to support NAS PDU transmission for CP solution was preferred as WF after RAN3#93bis meeting. If there are multiple NAS PDU buffered in the old eNB, when the old eNB receives the first NAS PDU from MME, it will send a NAS Non Delivery indication message to MME, then MME will acknowledge it and stop sending the following NAS PDUs to the old eNB or multiple NAS NON-DELIVERY INDICATION messages can be reused, which can be regarded as variant implementation.
For Option2, combining the NAS PDU together with UE context fetch procedure may introduce the duplicate NAS PDU transmission. The reason is that there has a potential race condition if NAS PDUs are only forwarded via the context fetch procedure, because the MME may still send a NAS PDU to the old eNB prior to being informed about the new serving eNB. Then S1 NAS recovery is anyway needed.

On the other hand, when the old eNB can not deliver the received NAS PDU to UE, it will trigger the NAS NON-DELIVERY INDICATION to MME, then MME anyway shall send DL NAS Transport to the new eNB after UE has established the UE-associated logical S1-connection between new eNB and MME. In this case, the NAS PDU transmission which is combined with UE context fetch procedure seems not necessary. 
If Option2 is selected and in order to avoid the duplication issue, a new cause value for the NAS NON-DELIVERY INDICATION message is needed, which can inform MME that the NAS PDU deliver failure due to NB IOT CP solution, then MME shall stop sending the NAS PDU via DL NAS Transport to new eNB.
Proposal3: Reusing the existing NAS NON-DELIVERY INDICATION from old eNB to MME and resuing DL NAS Transport from MME to new eNB to support NAS PDU transmission for CP solution is enough.
3. Conclusion
Based on the analysis in this paper, we have the following observations and proposals:

Proposal1: Option2: RLF indication + new Class2 procedure is preferred for UE context fetch via X2 interface, reusing  New/old eNB UE X2AP ID to identify the UE via X2 interface and the above necessary IEs during UE context fetch need to be adopted to finalize the UE context fetch function.
Proposal2: Option2: new Class2 procedure (CP UE context indication) + Connection Establishment Indication via S1 interface, the above necessary IEs need to be adopted to finalize the S1 update function.
Proposal3: Reusing the existing NAS NON-DELIVERY INDICATION from old eNB to MME and resuing DL NAS Transport from MME to new eNB to support NAS PDU transmission for CP solution is enough.
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