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8.2
 Solutions for selection of Network slice and CN entity by gNB
RAN selects CCNF based on Temp ID and slice ID(s) from RRC. Table 8.2-1 summarizes the CCNF selection strategy in different Temp ID and Slice ID(s) presence combinations.

Table 8.2-1: CCNF selection based on Temp ID and slice ID(s) 
	Temp ID
	Slice ID(s)
	CCNF selection by RAN

	NA or invalid
	NA
	CCNF is selected without considering network slicing.

	NA or invalid
	Present
	Selects CCNF which supports UE required slice ID(s)

	Valid
	NA or present
	Selects CCNF per CN identity information in Temp ID


Network slice is selected by CN in mobility management procedure. The network slice instance is selected during session management procedure. The selected network slice instance ID (s) are sent to RAN in PDU Session information. Before slice instance ID in received, RAN may use slice ID(s) from RRC for RAN part of network slice selection.
8.2.1
Solution 1  

NOTE: this section presents a RAN solution for network slice selection and CN entity selection which is based on the solution described in section 6.1.2 of TR 23.799 [6]. This solution enables support of multiple slices simultaneously supported by a UE.

In this solution the Network Slice and the CN entity are selected based on a Multi-Dimensional Descriptor called MDD as described in TR 23.799 [6]. In this case the CN entity is a common control plane entity in NGC (CCNF) – common to all supported slices - as described in section 6.1.2 of TR 23.799 [6].

The RAN selection of the Network slice and the selection of the appropriate CCNF can be partitioned into the following five cases.

Selection case 1: no MDD, no or invalid Temp ID
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Valid temp ID means valid for this PLMN.

In absence of Temp ID information valid for the indicated PLMN in the RRC connection request, the gNB needs to route to a default configured CCNF. After validation steps, the Default CCNF, depending on UE capabilities and subscription information, will select a suitable serving CCNF. This serving CCNF could be the default CCNF itself. A Temp ID corresponding to serving CCNF is sent back to the UE at NAS level. In case an MDD applies for the selected PLMN, this MDD is sent back to the UE together with the Temp ID at NAS level. The MDD is then also indicated in the NG DL message to gNB.  

Selection case 2: no MDD, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF. In case an MDD applies for the selected PLMN, this MDD is sent back to the UE at NAS level. The MDD is then also indicated in the NG DL message to gNB.

Selection case 3: MDD, no or invalid Temp ID
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n absence of Temp ID information valid for the indicated PLMN in the RRC connection request, the gNB selects a serving CCNF based on the MDD when present. If multiple CCNF are available and suitable for the MDD, gNB can apply load balancing criteria. RAN also uses the included MDD for RAN slice awareness (slice specific behavior, congestion control, resource isolation). After validation steps, a Temp ID corresponding to serving CCNF is sent back to the UE at NAS level. The MDD is sent back to the UE together with the Temp ID at NAS level to either reconfirm the initially requested MDD or indicates a new one if policy has changed. The MDD is also indicated in the NG DL message to gNB for confirmation. 

Selection case 4: MDD, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF regardless of MDD presence. RAN uses the included MDD for RAN slice awareness (slice specific behavior, congestion control, resource isolation). The MDD is sent back to the UE with the Temp ID at NAS level to either reconfirm the initially requested MDD or indicates a new one if policy has changed . The MDD is then also indicated in the NG DL message to gNB for confirmation.

Selection case 5: Modification of MDD, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF regardless of MDD presence. RAN uses the included MDD for RAN slice awareness (congestion control, resource isolation). If the current MDD needs to be updated into MDD* because some of the MDD vectors are no more supported (i.e. operator policy has changed for the UE due to UE capabilities e.g. the subscriber may use different types of UEs by swapping the UICC) and if CCNF1 is not compatible with the new MDD*, the NGC may select a new CCNF2 compatible with MDD*. In this case the MDD* is sent back from CCNF2 to the UE together with a new Temp ID* corresponding to CCNF2 at NAS level. The new MDD* is then also indicated to gNB over NG DL message.

8.2.2
Solution 2  

Network Slice selection may be realised in at least two mechanisms. One possible way is to configure the UE with a list of slice IDs to which it is allowed to access. Another way is to let the CN notify the UE of the Slice IDs it can access and let the UE rely on such information onwards.

The first case of UE configured Slice ID is made of the following general steps:

-
The UE will be configured with Slice IDs and with criteria to present the right Slice ID to the RAN.

-
When the UE requests to access the RAN it will present a Slice ID as per criteria previously configured.

-
By receiving the Slice ID, the RAN shall be able to

-
Identify the policies that apply to the selected slice and assign RAN resources accordingly.

-
Identify the CN node that supports the slice ID presented by the UE.

In order to achieve the CN node selection the RAN would need to be informed about the slice IDs supported by connected CN nodes. This can be achieved by letting RAN and CN exchange information on supported slice IDs at RAN-CN interface setup.

Figure 8.2.2-1 summarises the steps described in the case of Slice ID provided by the UE.
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Figure 8.2.2-1: Slice selection when Slice ID is provided by the UE to RAN

The second case, where the slice ID is not initially provided by the UE and it is configured by the CN to the UE, consists of the following general steps:

-
The UE presents a NAS Service Request with no specific Slice ID.

-
The serving RAN routes the NAS PDU to a default CN Node.

-
The default CN node analyses the NAS request and retrieves UE subscriber information. Based on the UE subscriber information and NAS Service Request the default CN Node reroutes the request to a different CN Node. The latter could be achieved by reusing procedures similar to existing S1: Reroute NAS Request.

-
The new CN Node (reached via reroute) responds to the RAN with an assigned Slice ID for the UE and it responds to the UE with a NAS PDU in which usable Slice IDs are provided.

-
From this moment onwards the UE will present to the RAN a slice ID that intends to access at RRC connection establishment.

Figure 8.2.2-2 summarises the steps described in the case of Slice ID configured by the CN to the UE.
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Figure 8.2.2-2: Slice selection when Slice ID is provided by the CN

In both mechanisms described above it is assumed that a UE can only access in parallel the network slices supported by the CN node serving it. Namely, a UE cannot access multiple slices served by different CN nodes at the same time.

8.2.3
Solution 3
NOTE: this section presents a RAN solution for network slice selection and CN entity selection which is based on solution described in section 6.1.1 of TR23.799 [6]. The solution does not make any assumption on any potential RAN internal slicing and any association with network instance is performed network internally. This solution also enables a UE to support multiple slices simultaneously..

The RAN selection of the Network slice and the selection of the appropriate CN entity can be partitioned into the following two cases:
Case 1: Initial Signaling Routing
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Figure 8.2.3-1: Selection of CN entity for initial signalling routing
As Figure 8.2.3-1 shows, the UE sends initial Attach Request to the RAN including network slice selection assistance information (NSSAI) including UE capability, Service type and requested service (optional) etc. The RAN forwards the Attach Request to the CN. The CN determines the slice(s) and selects the appropriate Common CP NFs as well as related NeS-ID of the slice instance. The selected Common CP NFs assigns the UE Temporary ID and the CN sends the  Attach Response with NeS-ID and UE Temporary ID to the UE.
Case 2: Subsequent Signaling Routing
After the UE registered with a network slice instance, the UE is provisioned with two identities in terms of network slice type ID (NeS-ID) and Temporary ID which are used for RAN selection of CN entities for accessing to the network slice.
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Figure 8.2.3-2: Selection of CN entity for subsequent signalling routing
As Figure 8.2.3-2 shows, for the subsequent NAS signalling routing after the UE is attached to the system, it can send a NAS message to the RAN with the NeS-ID and the UE Temporary ID carried in RRC message. If the UE Temporary ID is valid, the RAN can send the NAS message directly to the Common CP NF, based on the UE Temporary ID information. Otherwise, the RAN determines the dedicated Common CP NFs based on the NeS-ID. The dedicated Common CP NFs responds to the UE by sending to the RAN a suitable NAS message, which includes, if necessary, a new NeS-ID (optional) and new UE Temporary ID to the UE.
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