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Discussion
1. Introduction
In the last meeting, we have agreed some key principles for support of Network Slicing in RAN and some solutions to select the CN entity by gNB in TR 38.801 [1]. But there are some issues which are not discussed. In this paper, these issues will be investigated and our views will be also proposed.
2. Discussion

2.1. Slice availability in UE mobility case
In last RAN3 #93bis meeting, the key principle [1] for the slice availability was agreed as follows:
	…

Slice Availability
-
Whether a network slice is considered as a service and whether network slices are available over different cells of the RAN in a scattered or continuous way needs to be studied. As an example, the effects of network slice availability over idle and connected mode mobility shall be analysed.
…


In the NR, a RAN node may have different configuration of the network slices depending the operator’s deployment. In this scenario, it may be needed to exchange the information about the slice supported by the neighboring gNBs via the Xn interface. 
For example, when the UE is connected to a specific network slice in the source gNB, there is a possibility for the UE to move towards the other gNB which has the Xn connection with the source gNB. In other words, the Xn handover for the UE is triggered. For the case where the source gNB does not know the slice availability about the target gNB, if the specific network slice to which the UE is connected is not supported by the target gNB, the UE fails to move to the target gNB, and then may trigger the recovery procedure to return to the source gNB. This event may cause unnecessary signaling as well as poor service quality for the UE. However, if the source gNB knows the slice availability for the target gNB before performing the Xn handover, it may select only the target gNB which is available to support the specific network slice or serve the UE continuously without the handover. 
Observation 1: When triggering the Xn handover, if the source gNB does not know the slice availability about the target gNB, the UE may fail to move to the target gNB.

In addition, the key principle [1] for the resource isolation between slices was already agreed as follows:
	…

Resource isolation between slices
-
RAN shall support resource isolation between slices. RAN resource isolation may be achieved by means of RRM policies and protection mechanisms that should avoid that shortage of shared resources in one slice breaks the service level agreement for another slice. It should be possible to fully dedicate RAN resources to a certain slice

Editor’s note: Resource isolation needs to be clarified: It is unclear if resource isolation would imply that multiple slices cannot share control plane (respectively user plane) resources or processing resources in common. It is unclear if resource isolation would imply that cryptographic means should be used to isolate CP and UP traffic between slices.

…


As shown above, RAN shall support resource isolation between slices. Therefore, if the target gNB selects the wrong network slice, it may be critical to support the UE during the connected mode mobility. To avoid this problem, the source gNB needs to indicate to the target gNB which slice is served to the UE. If this information is not available to the target gNB, the slice is not properly selected by the target gNB. 
Observation 2: If the slice indication is not transferred during the connected mode mobility, the target gNB may select the wrong network slice which is difficult to serve the UE.
With above observations, the following proposal is suggested to RAN3:
Proposal 1: It is helpful for the gNB to be aware of network slice availability in connected mode mobility.

2.2. Considering Temp ID
In last SA2 #117 meeting, the Interim Agreements on network slicing solution aspects of TR 23.799 were agreed [2]. For the RAN selection of CN entity, the SA2 especially agreed that a Temp ID is provided from the CN to enable the RAN to route the NAS message to the appropriate CCNF as highlighted texts below:
	…

e)
After (initial) slice selection, attachment provides the UE with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN. If the UE stores an Accepted NSSAI for the PLMN ID of the serving/selected PLMN, it indicates this one always, when NSSAI needs to be indicated.

Editor's note:
what the Accepted NSSAI is specifically referring to, is FFS
f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

Editor's note:
whether and how there is additional info for routing the Service Request to a serving SM-NF is FFS.

Editor's note:
whether NSSAI is needed in addition may depend e.g on using it for RAN behaviour, which is FFS
g)
For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC,
Editor's note:
whether Accepted NSSAI and complete Temp ID are always used by the network is FFS.

…


Similar to GUTI in EPS case, this Temp ID may consist of two parts: 1) identifier to indicate a specific CN node which serves the UE, 2) UE specific identifier. When the UE obtained a valid Temp ID from the CN node, it presents to the RAN the Temp ID that intends to access at RRC connection establishment subsequently. It is FFS whether the NSSAI and Temp ID are always used by the network. As shown in the Interim Agreements on network slicing solution aspects of TR 23.799, however, the UE should at least provide the Temp ID to the RAN to route a “Service Request” and “TAU Request” to the serving Common CP NF.
Observation 3: When the UE is attached to the network, the Temp ID should be provided by the CN to the UE.

Observation 4: For a “Service Request” and “TAU Request”, the UE includes at least the Temp ID in RRC.

These observations shown in TR 23.799 seem to differ from the following key principle for the RAN selection of CN entity in TR 38.801 [1]:

	…

RAN selection of CN entity
-
RAN shall support initial selection of the CN entity for initial routing of uplink messages based on received slice ID and a mapping in the RAN node (CN entity, slices supported). If no slice ID is received, the RAN selects the CN entity based on NNSF like function, e.g. UE temporary ID.

…


As mentioned above, in TR 38.801, the RAN first routes the initial access to a CCNF by using the received slice ID. In this scenario, however, although the valid Temp ID is provided by the UE, the RAN may select another CN entity which is different from the one indicated by the Temp ID. The RAN selects the CN entity based on NNSF like function only when there is no slice ID from the UE. In TR 23.799, however, if the RAN receives the Temp ID from the UE, it first routes the uplink message to the CN entity indicated by the Temp ID. Therefore, in order to align with SA2’s agreement, it is needed to change the text in the key principle for the RAN selection of CN entity in TR 38.801.
Proposal 2: It is suggested to align with the SA2’s agreement for RAN selection of CN entity.
In section 8.2.2 of TR 38.801, the solution 2 considers that the CN responds to the RAN with only an assigned Slice ID when the UE is attached to the network. As shown in above observations, however, another parameter (i.e., Temp ID) should be also provided by the CN node to the UE. Based on this Temp ID from the UE, the RAN should select the proper CN entity in the solution 2.
Proposal 3: The Temp ID should be also provided by the CN node to the UE in the solution 2 for the network slice selection.
Proposal 4: It is proposed to adopt the TP in [3] for TR.
3. Conclusion
In this contribution, we focused on the open issues on network slice selection and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: It is helpful for the gNB to be aware of network slice availability in connected mode mobility.

Proposal 2: It is suggested to align with the SA2’s agreement for RAN selection of CN entity.

Proposal 3: The Temp ID should be also provided by the CN node to the UE in the solution 2 for the network slice selection.
Proposal 4: It is proposed to adopt the TP in [3] for TR.
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