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1. Introduction
After RAN3#93bis meeting, the offline discussion was triggered on how to support Mobility in NB-IoT enhancements[1], i.e. support data forwarding for UP solution, and NAS PDU forwarding for CP solution.
In this paper, we will analyze the other left issues and give the potential solutions on mobility enhancement for R14 NB-IoT.
2. Discussion
2.1. The left issues on UP solution
2.1.1Issue#1: SN status transfer

The purpose of the SN Status Transfer procedure is to transfer the uplink PDCP SN and HFN receiver status and the downlink PDCP SN and HFN transmitter status from the source to the target eNB during an X2 handover for each respective E-RAB for which PDCP SN and HFN status preservation applies.
For NB IOT mobility enhancement, in order to improve the service continuity, data forwarding needs to be supported in case re-establishment happens while on-going data transmission, the existing “SN Status Transfer” message from old eNB to new eNB works together with X2 HO/UE Context fetch procedure should be regarded as baseline.
Proposal 1: To support data forwarding, the existing “SN Status Transfer” message from old eNB to new eNB is needed.
2.1.2Issue#2: signalling overhead for failed re-establishment

Illustrated as Figure 1, for UE capable of UP solution, in case RRC Connection re-establishment fails, UE will enter into idle mode without storing its AS context and wait for NAS triggering to establish RRC connection from initial stage (i.e. RRC connection establishment, AS security activation, DRB configuration, etc.) to recover data transmission. It is observed that if RRC connection re-establishment fails, then data transmission can be recovered with more time and more UE power consumption (i.e. at least 7 messages exchange).
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Figure 1: RLF recovery of UP solution (NAS level)

Therefore, it is considerable to allow autonomous connection suspension, illustrated as Figure 2, which means that if connection re-establishment failure happens, UE and eNB can suspend the connection respectively not to depend on RRCConnectionRelease message with suspend indication. By this way, UE and eNB can easily have further Resume procedure in case of re-establishment fails which allows more robust recovery procedure to save UE power and faster service recovery.

There are two ways to define the unified ResumeID at UE side and eNB side in order to support autonomous connection suspension, one is that reusing current ResumeID definition, which needs to be sent to UE before RLF. The other one is defining a new ResumeID in this case, e.g., S-TMSI+PCI, or C-RNTI+ECGI.
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Figure 2: Autonomous connection suspension

Proposal 2: To support autonomous connection suspension at UE side and eNB side respectively in the case of re-establishment failure.
2.2. The left issues on CP solution
2.2.1Issue#1: How to handling mandatory IEs on UE context fetch from old eNB
Based on the agreements at RAN2#95bis, RAN2 has confirmed to introduce RRC Connection Re-establishment procedure for CP solution, and for how to handle AS security while re-establishment, there are three options from the previous papers, i.e. RRC connection re-establishment can be performed with full AS security or with partial AS security or without AS security; RAN2 haven’t made any decision and have sent LS to SA3 for guideline.

For UE context fetch, there are many mandatory IEs in the current X2 Handover and UE Context fetch procedures, but some IEs are not available at the old eNB side for CP CIoT Solution, e.g. E-RAB related information. And whether the UE Security Capabilities, AS Security Information are valid depends on the decision of AS security in RAN2/SA3.
And during offline email discussion on CP solution, using RLF indication + HO + S1 NAS recovery (NAS Non Delivery indication from old eNB to MME + DL NAS Transport from MME to new eNB) to support NAS PDU transmission for CP solution was preferred as WF.
For CP solution, the following information should be included as mandatory IEs as UE context:

- New/old eNB UE X2AP ID
- GUMMEI, UE will not report GUMMEI during RRC re-establishment

- Source MME UE S1AP ID
- RRC Context
- UE Security Capabilities, AS Security Information, FFS pending to RAN2/SA3
While for the other mandatory IEs appeared in current HO messages should be ignored when a CP-Mode indicator IE is included in the HANDOVER REQUEST message.
The other UE related information related to individual functions, e.g., HRL, location report, MDT, D2D, can be included as optional IEs.

For the HANDOVER REQUEST ACKNOWLEDGE message, it only works as the ACK for UE context fetch receiving by the new eNB successfully. Therefore, when CP-Mode indicator IE is included in the HANDOVER REQUEST ACKNOWLEDGE message, all the other IEs in this message should be ignored except the New/old eNB UE X2AP ID IE, and the old eNB shall release the UE context after received the HANDOVER REQUEST ACKNOWLEDGE message.
Option1: An CP-Mode indicator IE should be added to the X2 HANDOVER REQUEST message and HANDOVER REQUEST ACKNOWLEDGE message.
Proposal 3: Select Option1 to solve issue on handling mandatory IEs on UE context fetch from old eNB.
2.2.2Issue#2: S1 Path Switch procedure impact after UE context fetch
For CP solution, upon resumption of a UE context in an eNB different from the one where the UE context was suspended, the Path Switch procedure also needs to be used to request the MME to resume the UE context in the EPC and update the UE-associated logical S1-connection. 
Similar like X2 UE context fetch procedure, there are some mandatory IEs in current Path Switch procedure which are not needed for CP mode any more.
Option1: An CP-Mode indicator IE should be added to the PATH SWITCH REQUEST and PATH SWITCH REQUEST ACKNOWLEDGE message
When the CP-Mode indicator IE is included, the MME shall ignore those mandatory IEs which are unavailable for CP solution.

Option2: Introduce new class1 S1 AP procedures to resume the UE context in the EPC and update the UE-associated logical S1-connection.
For CP solution, the following information should be included in the update request message from eNB to MME as mandatory IEs:

- eNB UE S1AP ID
- Source MME UE S1AP ID

- E-UTRAN CGI
- TAI
- RRC Re-establishment Cause, FFS pending to RAN2
- UE Security Capabilities, FFS pending to SA3

The other local information related to individual functions, e.g., CSG, SIPTO@LN can be included as optional IEs.

For CP solution, the following information should be included in the update response message from eNB to MME as mandatory IEs:

- eNB UE S1AP ID
- MME UE S1AP ID

The other information related to individual functions, e.g., CSG, D2D can be included as optional IEs from MME to eNB for updating.

Proposal 4: Select Option1 or Option2 solution to resume the UE context in the EPC and update the UE-associated logical S1-connection.
3. Conclusion
Based on the analysis in this paper, we have the following observations and proposals:

Proposal 1: To support data forwarding, the existing “SN Status Transfer” message from old eNB to new eNB is needed.
Proposal 2: To support autonomous connection suspension at UE side and eNB side respectively in the case of re-establishment failure.
Proposal 3: Select Option1 to solve issue on handling mandatory IEs on UE context fetch from old eNB.
Proposal 4: Select Option1 or Option2 solution to resume the UE context in the EPC and update the UE-associated logical S1-connection.
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