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------Start of the First Change------
8.4.1
Handover Preparation

8.4.1.1
General

The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the EPC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.

8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source eNB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNB shall indicate the appropriate cause value for the handover in the Cause IE.

The source eNB shall include the Source to Target Transparent Container IE in the HANDOVER REQUIRED message.
… skip the unchanged part…
In case the SRVCC operation is performed, the SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain,

-
the target system is GERAN with DTM HO support, and if

-
the Handover Preparation procedure has succeeded in the CS and PS domain, then the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Layer 3 Information IE as specified in TS 48.008 [23], and

-
shall include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message and encode information in it according to the definition of the Target BSS to Source BSS Transparent Container IE as specified in TS 48.018 [18];

-
the Handover Preparation procedure has succeeded in the CS domain only, then the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Layer 3 Information IE as specified in TS 48.008 [23], and 

-
shall not include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message;

-
the target system is UTRAN, then the Handover Preparation procedure shall be considered successful if the Handover Preparation procedure has succeeded in the CS domain, and the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Target RNC to Source RNC Transparent Container IE as specified in TS 25.413 [19], and

-
shall not include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message.

In case the Hanover Preparation procedure is triggered by Mobility Information Transfer, the source eNB shall include the Resume ID IE in the HANDOVER REQUIRED message. [FFS]
If the HANDOVER COMMAND message contains the DL GTP-TEID IE and the DL Transport Layer Address IE for a given bearer in the E-RABs Subject to Forwarding List IE, then the source eNB shall consider that the forwarding of downlink data for this given bearer is possible.

If the HANDOVER COMMAND message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Subject to Forwarding List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.
Interactions with E-RAB Management procedures:

If, after a HANDOVER REQUIRED message is sent and before the Handover Preparation procedure is terminated, the source eNB receives an MME initiated E-RAB Management procedure on the same UE associated signalling connection, the source eNB shall either:

1.
cancel the Handover Preparation procedure by executing the Handover Cancel procedure with an appropriate cause value. After successful completion of the Handover Cancel procedure, the source eNB shall continue the MME initiated E-RAB Management procedure

or

2.
terminate the MME initiated E-RAB Management procedure by sending the appropriate response message with an appropriate cause value, e.g., “S1 intra system Handover Triggered”, “S1 inter system Handover Triggered” to the MME and then the source eNB shall continue with the handover procedure.

------Start of the Next Change------
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.

… skip the unchanged part…
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling. 

If the HANDOVER REQUEST contains a Target Cell ID IE, as part of the Source eNB to Target eNB Transparent Container IE, for a cell which is no longer active, the eNB may respond with an HANDOVER REQUEST ACKNOWLEDGE in case the PCI of the deactivated cell is in use by another active cell.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).

If the UE User Plane CIoT Support Indicator IE is included in the HANDOVER REQUEST message and is set to "supported", the eNB shall, if supported, consider that User Plane CIoT EPS Optimisation as specified in TS 23.401[11] is supported for the UE.

If the CE-mode-B Support Indicator IE is included in the HANDOVER REQUEST ACKNOWLEDGE message and set to "supported", the MME shall, if supported, use the extended NAS timer settings for the UE as specified in TS 24.301[24].

If the V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one IE set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).
If the Resume ID IE is included in the HANDOVER REQUEST message, the target eNB shall use it as defined in TS 36.300 [14]. [FFS]
------Start of the Next Change------
8.15
eNB Configuration Transfer

8.15.1
General

The purpose of the eNB Configuration Transfer procedure is to transfer RAN configuration information from the eNB to the MME in unacknowledged mode. The MME does not interpret the transferred RAN configuration information.

This procedure uses non-UE associated signalling.

8.15.2
Successful Operation

8.15.2.1
eNB Configuration Transfer
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Figure 8.15.2.1-1: eNB Configuration Transfer procedure. Successful operation.

The procedure is initiated with an ENB CONFIGURATION TRANSFER message sent from the eNB to the MME.

If the MME receives the SON Configuration Transfer IE, it shall transparently transfer the SON Configuration Transfer IE towards the eNB indicated in the Target eNB-ID IE which is included in the SON Configuration Transfer IE.
If the MME receives the Mobility Information Indication IE, it shall transparently transfer the Mobility Information Indication IE towards the eNB indicated in the Target eNB-ID IE which is included in the Mobility Information Indication IE. [FFS]
8.15.3
Abnormal Conditions

Not applicable.

8.16
MME Configuration Transfer

8.16.1
General

The purpose of the MME Configuration Transfer procedure is to transfer RAN configuration information from the MME to the eNB in unacknowledged mode.

This procedure uses non-UE associated signalling.

8.16.2
Successful Operation

8.16.2.1
MME Configuration Transfer
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Figure 8.16.2.1-1: MME Configuration Transfer procedure. Successful operation.

The procedure is initiated with an MME CONFIGURATION TRANSFER message sent from the MME to the eNB.

If the eNB receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information towards the eNB indicated in the Source eNB-ID IE of the SON Configuration Transfer IE by initiating the eNB Configuration Transfer procedure. If the X2 TNL Configuration Info IE contains the eNB Indirect X2 Transport Layer Addresses IE, the eNB may use it for the X2 TNL establishment, and may transfer back the received eNB Indirect X2 Transport Layer Addresses towards the eNB indicated in the Source eNB-ID IE of the SON Configuration Transfer IE by initiating the eNB Configuration Transfer procedure.

If the eNB receives, in the SON Configuration Transfer IE, the X2 TNL Configuration Info IE containing the eNB X2 Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.

If the eNB receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the X2 TNL Configuration Info IE as an answer to a former request, it may use it to initiate the X2 TNL establishment. If the X2 TNL Configuration Info IE contains the eNB Indirect X2 Transport Layer Addresses IE, the eNB may use it for the X2 TNL establishment.
In case the IP-Sec Transport Layer Address IE is present and the GTP Transport Layer Addresses IE within the eNB X2 Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in by the IP-Sec Transport Layer Address IE.

In case the IP-Sec Transport Layer Address IE is not present, GTP traffic is terminated at the end points given by the list of addresses in eNB GTP Transport Layer Addresses IE within the eNB X2 Extended Transport Layer Addresses IE.

In case the eNB GTP Transport Layer Addresses IE is empty and the IP-Sec Transport Layer Address IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in the IP-Sec Transport Layer Address IE, within the eNB X2 Extended Transport Layer Addresses IE.

If the eNB is configured to use one IPsec tunnel for all S1 and X2 traffic (IPsec star topology) then the traffic to the peer eNB shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
If the eNB receives the SON Information IE containing the SON Information Reply IE including the Time Synchronisation Info IE as an answer to a former request, it may use it for over-the-air synchronisation by means of network listening and for triggering muting activation request.

If the eNB receives the SON Information IE containing the SON Information Report IE it may use it as specified in TS 36.300 [14].

If the eNB receives the SON Information IE containing the SON Information Request IE set to “Activate Muting”, the eNB should consider activating for over-the-air synchronisation by means of network listening, taking into account information on the selected source of synchronisation cell and the cells as indicated by the Aggressor E-CGI List IE. In case the Aggressor E-CGI List IE is not present, the eNB may consider the request applicable to all cells.

If the eNB receives the SON Information IE containing the SON Information Reply IE including the Muting Pattern Information IE as an answer to a former request, it may use it for over-the-air synchronisation by means of network listening. The Muting Pattern Information IE may apply to all cells that were requested to mute.

If the eNB receives the SON Information IE containing the SON Information Request IE set to “Deactivate Muting”, the eNB may consider deactivating muting for over-the-air synchronisation that was activated by a former muting request from the corresponding eNB.
If the eNB receives the Mobility Information Indication IE, the eNB may transfer context towards the eNB indicated in the Source eNB-ID IE of the Mobility Information Indication IE by initiating the Handover Preparation procedure. [FFS]
8.16.3
Abnormal Conditions

Not applicable.

------Start of the Next Change------
9.1.5.1
HANDOVER REQUIRED

This message is sent by the source eNB to the MME to request the preparation of resources at the target.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.6
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	9.2.3.15
	
	YES
	ignore

	SRVCC HO Indication
	O
	
	9.2.1.59
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	Source to Target Transparent Container Secondary
	O
	
	Source to Target Transparent Container 9.2.1.56
	
	YES
	reject

	MS Classmark 2
	C-

ifSRVCCtoGERAN
	
	9.2.1.64
	
	YES
	reject

	MS Classmark 3
	C-

ifSRVCCtoGERAN
	
	9.2.1.65
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	reject

	PS Service Not Available
	O
	
	9.2.1.77
	
	YES
	ignore

	Resume ID [FFS]
	O
	
	9.2.1.d
	
	YES
	reject


	Condition
	Explanation

	ifSRVCCtoGERAN
	This IE shall be present if the Handover Type IE is set to the “Value” LTEtoGERAN and the SRVCC HO Indication IE is present.


9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs.
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.1.89
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	Resume ID[FFS]
	O
	
	9.2.1.d
	
	YES
	reject


	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value “UTRANtoLTE” or “GERANtoLTE”.


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


------Start of the Next Change------
9.1.16
eNB CONFIGURATION TRANSFER

This message is sent by the eNB in order to transfer RAN configuration information.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	9.2.3.26
	
	YES
	ignore

	Mobility Information Transfer [FFS]
	O
	
	9.2.1.b
	
	YES
	ignore


9.1.17
MME CONFIGURATION TRANSFER

This message is sent by the MME in order to transfer RAN configuration information.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	SON Configuration Transfer
	O
	
	9.2.3.26
	
	YES
	ignore

	Mobility Information Transfer [FFS]
	O
	
	9.2.1.b
	
	YES
	ignore


------Start of the Next Change-----
9.2.1.120
V2X Services Authorized

This IE provides information on the authorization status of the UE for V2X services.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Vehicle UE
	O
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized as Vehicle UE
	-
	-


9.2.1.b
Mobility Information Transfer [FFS]
This IE contains the UE Mobility Transfer information, used by e.g., Light Connection functionality, and additionally includes the eNB identifier of the destination of this configuration information and the eNB identifier of the source of this information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Mobility Information Transfer
	
	
	
	

	>Target eNB-ID
	M
	
	
	

	>>Global eNB ID
	M
	
	9.2.1.37
	

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	

	>Source eNB-ID
	M
	
	
	

	>>Global eNB ID
	M
	
	9.2.1.37
	

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	

	>Mobility Information
	M
	
	9.2.3.27
	


9.2.1.c
Mobility Information[FFS]
This IE contains the configuration information to be transferred to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Resume ID
	M
	
	9.2.1.d
	

	ShortMAC-I
	M
	
	BIT STRING (SIZE (16))
	ShortResumeMAC-I contained in the RRCConnection ResumeRequest message (TS 36.331 [16])

	New E-UTRAN Cell Identifier
	M
	
	BIT STRING (SIZE (28))
	The E-UTRAN Cell Identifier of the cell where the RRC connection has been requested to be resumed.


9.2.1.d
Resume ID[FFS]
The Resume ID IE is used to address UE Context within eNB.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Resume ID
	M
	
	
	

	>Resume ID not truncated
	
	
	
	

	>>Resume ID not truncated
	M
	
	BIT STRING (SIZE (40))
	40 bit Resume Resume Identity contained in the RRCConnection ResumeRequest message (TS 36.331 [16]) .

The 20 most significant bits refer to the eNB ID of the eNB that allocated the Resume ID, the 20 least significant bits identify the UE Context stored at the eNB that allocated the Resume ID.

	>Resume ID truncated
	
	
	
	

	>>Resume ID truncated
	M
	
	BIT STRING (SIZE (24))
	24 bit Resume Identity contained in the RRCConnection ResumeRequest message (TS 36.331 [16]).
The 12 most significant bits refer to the 12 least significant bits of the eNB ID of the eNB that allocated the Resume ID.

The 12 least significant bits refer to the 12 least significant bits that identify the UE Context stored at the eNB that allocated the Resume ID.


------Start of the Next Change-----
Asn.1 to be added
------End of the Changes-----
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