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1. Introduction
In RAN#72, R14 NB-IOT WI [1], it has the following objective for mobility part:

	Mobility and service continuity enhancements
· Enhancement(s) to connected mode mobility in order to improve service continuity and avoid NAS recovery for both CP and UP solutions without the increasing of UE power consumption.   [RAN2, RAN3, RAN4].


In this paper, we will analyze the possible issues and give the potential options to achieve better mobility performance for R14 NB-IoT.
2. Discussion
2.1. Background

In R13, for typical NB-IoT applications, e.g. smart water/electronic meter or smart parking (by app, user can get the remote parking info to check available parking lots and their locations), they are thought as static equipments. For these static equipments with small data transmission, connected mode mobility is not so essential. Therefore, handover based mobility (including connected mode measurement/reporting) is not supported in R13 in order to reduce UE and system complexity and speed up the standard progress.

As the applications of NB-IoT system become diversified, there could be more and more NB-IoT equipments which are movable, i.e. NB-IoT based smart wearable electronics (smart watch/band), delivery monitoring, pet tracking/wild animal tracking, etc. For these scenarios, although the most services might only have small data, it is possible to have more frequent/bigger data, i.e. pet position tracking, voice message on smart watch, etc. Furthermore, considering the longer transmission delay in NB-IoT, even for UE with low/medium speed, UE may fail their data transmission even for small data, e.g. for UE in enhanced coverage (not just indoors, also including mountains, forest, grassland, etc), the transmission delay for one packet could be up to tens of seconds, in case that UE moves and leaves current cell, the data transmission could be failed. Therefore, it looks reasonable to achieve better performance for the movable NB-IoT equipments.
2.2. RLF recovery in R13 NB-IoT

In R13 NB-IoT system, in case UE moves or UE loses its connection due to worse serving radio signal, RLF recovery mechanism will be used to recover the connection and data transmission could be continued.

Illustrated as Figure 1a (AS level recovery for UP solution), for UE using UP solution, if RLF happens due to UE movement (e.g. UE moves at Intra-eNB cells or from eNB1 to eNB2), data transmission will be terminated and AS recovery based on RRC connection re-establishment will be triggered. If UE moves at Intra-eNB cells (case 1) and RRC connection re-establishment is successful will cause too much UE power consumption), then data transmission can be recovered. But it is observed that in case UE moves from one eNB to another eNB (case 2), AS recovery based on RRC connection re-establishment should be failed due to no applicable context fetch procedure between eNBs for R13 NB-IoT. Furthermore, for LTE UEs, data forwarding while mobility between eNBs is supported; if context fetch with unacked or undelivered data happens, it should also be discussed and decided whether data forwarding is needed.
Observation 1: How to retrieve UE context and data forwarding for re-establishment procedure should be discussed and decided, either RLF indication/HO preparation mechanism or Retrieve UE context request/response mechanism.
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Figure 1a: RLF recovery of UP solution (AS level)

Illustrated as Figure 1b (NAS level recovery for UP solution), for UE using UP solution, in case RRC Connection re-establishment fails, UE will enter into idle mode without storing its AS context and wait for NAS triggering to establish RRC connection from initial stage (i.e. 3 messages for RRC connection establishment, 2 messages for AS security activation, 2 messages for DRB configuration, etc.) to recover data transmission. It is observed that if RRC connection re-establishment fails, then data transmission can be recovered with more UE power consumption (i.e. at least 7 Uu messages exchange) and longer service interruption.

Observation 2: For UP solution, failed RRC Connection re-establishment procedure needs 7 Uu messages exchange to recover the radio connection (i.e. 3 Establishment + 2 Security + 2 Reconfiguration messages) which causes too much UE power consumption and longer service interruption.
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Figure 1b: RLF recovery of UP solution (NAS level)

Illustrated as Figure 2 (NAS level recovery for CP solution), for UE using CP solution, in case UE moves or UE loses its connection due to worse serving radio signal, RLF recovery mechanism will be used to allow the connection and data transmission to be continued. Since UE using CP solution can’t support RRC Connection re-establishment procedure in AS level, it depends on NAS layer to decide whether and when to trigger data transmission again as specified in TS24.301, e.g. whether to trigger TAU after receiving the indication of “RRC connection failure” depends on the status of pending NAS signalling or uplink data, which means recovery from RLF might need long time and more power consumption for CP solution.
Observation 3: For CP solution, recovery from RLF only based on NAS layer triggering for connection establishment may need long time and cause more power consumption for the moveable NB-IoT equipments.
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Figure 2: RLF recovery of CP solution (NAS level)

2.3. Mobility enhancement in R14

2.3.1. UE context fetch and data forwarding
Based on the analysis in section2.2, the issues for UE context fetch and data forwarding are observed.

In order to retrieve UE AS context, there are two possible way as following:

Option 1: RLF indication/HO preparation mechanism 

Option 2: Retrieve UE context request/response mechanism
For these two options, from signalling overhead and complexity perspectives, they have pros and cons; from signalling overhead perspective, option 1 needs 3 X2 messages exchange to get UE’s context, and option 2 only needs 2 X2 messages exchange, which has less signalling overhead.

From spec impact perspective, option 1 can reuse existing mechanism and may require UE to support measurement report and HO. For option 2, it may need to support ResumeID delivered in RRCConnectionReestablishmentRequest message, but the signalling of Retrieve UE context request/response over X2 interface has already been supported. Based on the comparison, we slightly prefer option2.
Proposal 1: Retrieve UE context request/response mechanism can be assumed as baseline to retrieve UE context for re-establishment procedure.
In order to improve the service continuity, data forwarding could be supported in case re-establishment happens while on-going data transmission; existing “SN Status Transfer” mechanism can be used as baseline.
Proposal 2: Existing “SN Status Transfer” mechanism can be used for data forwarding, if needed.
2.3.2. Autonomous connection suspension after connection re-establishment failure
Based on the analysis in section2.2, the issue for costly NAS recovery for UP solution at re-establishment failure is observed.
In order for more robust recovery procedure to save UE power and faster service recovery, if connection re-establishment failure happens, UE and eNB can suspend the connection respectively and have further Resume procedure depending on NAS triggering. If autonomous connection suspension is triggered, how UE and eNB handle ResumeID shall be solved, e.g. UE and eNB may generate ResumeID respectively or have consistent ResumeID before connection re-establishment failure. And eNB should also notify MME to suspend connection once autonomous suspension happens.
Proposal 3: eNB can perform autonomous connection suspension while re-establishment failure happens.
2.3.3. Re-establishment for CP solution
Based on the objective of mobility enhancement in R14 NB-IoT, “to improve service continuity and avoid NAS recovery for both CP and UP solutions without the increasing of UE power consumption” is required, therefore the potential solution applicable for CP solution except for NAS recovery should be considered. 

Due to CP solution doesn’t support AS security in R13 NB-IoT, all RRC procedures required AS security (i.e. RRC connection re-establishment and RRC connection reconfiguration with handover info) can’t be supported. In order to improve the mobility performance, it is considerable to allow CP solution to use RRC connection re-establishment procedure. These solutions are under RAN2 discussion. If RAN2 can confirm this, the possible ways to achieve this can be discussed further, i.e. for CP solution, RRC connection re-establishment can be performed with full AS security[2][4] or with partial AS security[2][3] or without AS security[4], which may have more or less RAN3 impacts. Therefore, we suggest RAN3 can discuss how to support re-establishment for CP solution after RAN2 reaches the consensus.
Proposal 4: RAN3 can discuss how to support re-establishment for CP solution after RAN2 reaches the consensus.
3. Conclusion
Based on the analysis in this paper, we have the following observations and proposals:

Observation 1: How to retrieve UE context and data forwarding for re-establishment procedure should be discussed and decided, either RLF indication/HO preparation mechanism or Retrieve UE context request/response mechanism.
Observation 2: For UP solution, failed RRC Connection re-establishment procedure needs 7 Uu messages exchange to recover the radio connection (i.e. 3 Establishment + 2 Security + 2 Reconfiguration messages) which causes too much UE power consumption and longer service interruption.
Observation 3: For CP solution, recovery from RLF only based on NAS layer triggering for connection establishment may need long time and cause more power consumption for the moveable NB-IoT equipments.
Proposal 1: Retrieve UE context request/response mechanism can be assumed as baseline to retrieve UE context for re-establishment procedure.
Proposal 2: Existing “SN Status Transfer” mechanism can be used for data forwarding, if needed.
Proposal 3: eNB can perform autonomous connection suspension while re-establishment failure happens.
Proposal 4: RAN3 can discuss how to support re-establishment for CP solution after RAN2 reaches the consensus.
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