3GPP TSG-RAN WG3 Meeting #93-bis
R3-162190
Sophia Antipolis, France, EU, 10 - 14 Oct 2016
Agenda item:
5.3
Source:
Nokia, Alcatel-Lucent Shanghai Bell
Title:
Considerations on the eNB-SeGW connectivity for LWIP
Document for:
Discussion and Decision

1
Introduction
At RAN plenary meeting #73, it has been agreed that RAN3 shall address the two LSes from SA3 [1,2] despite the fact RAN3 did take part in the LWIP development. 
2
Discussion
The key principle of the LWIP architecture is that the WLAN infrastructure shall not be affected. This assumption led to a solution, where the typical WLAN APs connect to operator’s infrastructure via a Security GW. This is presented together with the protocols used, in a figure in the TS 36.300 (figure 22A.3-2):
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The SeGW protects the operator’s infrastructure, but also enables UE’s authorisation. From that general perspective, it is similar to the WT used in LWA, even though the assumptions to define it were different. Below, we review the functionality needed for the connection.
Transfer of the user data (user plane): This stems from the very basic purpose of the LWIP, which is using WLAN radio network to transfer user data to the LTE. Here, there are no particular requirements for the protocol stack, except that the LWIPEP is to be included.
Providing security information to the SeGW from the eNB: Initiation of IKEv2 handshake by a UE, for subsequent establishment of the IPSec and providing the following parameters: 
- the Initiator ID value (IDi) that the UE will use in the IKEv2 handshake, and 
- the LWIP-PSK key for the IKEv2 handshake authentication.
In addition to the above, the connection between the eNB and the SeGW shall enable support for the enhancements discussed in the new eLWIP WI [3]:

- Enable flow control, e.g. like in LWA;
- Enable enhancing the LWIP measurement framework, e.g. like in LWA.

Those enhancements are further discussed in [4] and are secondary when the solution to the SA3’s request is discussed. They should, however, be born in mind.

To address the above, and the requirement to enable a protocol between the eNB and the SeGW, we see basically, two possible solutions: either a simple interface with user plane only is defined, or the SeGW is agreed to be optional functionality of the WT, which would effectively allow for enhancing the Xw to support the LWIP mode of WT. We do not think it is feasible to define a full new interface with AP just to transfer the two parameters. There is yet another option, though violating the requirement to enable the protocol: to agree the requirement for the eNB to provide the requested information, but to leave the interface itself up to the implementation (effectively, this is the Rel.13 solution).

Proposal 1: The solutions discussed should be limited to the three options: a simple UP protocol stack (including LWIPEP), or reusing Xw with the needed enhancements, or defining the requirements at stage-2 level.

Considering the first one, it makes it necessary to include all the new information inband, i.e. as user plane PDUs. This is certainly possible, but makes the solution complicated (e.g. special permanent “AP” tunnels are needed to set up user-specific tunnels). On the other hand, as discussed above, the SeGW in many aspects resembles the WT. The last option, i.e. the stage-2 only requirements, violates the requirement to define the protocol for the communication (it also make the progress in the related WI problematic). Therefore, we believe that the WT functionality could be enhanced so that it could provide the SeGW functionality and therefore be used for LWIP purposes. Therefore, reusing Xw may become possible.
Proposal 2: The eNB-SeGW functionality shall be based on the Xw. The work shall focus on the modifications needed for LWIP.

3
Conclusions

In this contribution, we’ve reminded the current LWIP solution and the functionality that RAN3 was requested to enable. This discussion led us to the following proposals
1) The solutions discussed should be limited to the three options: a simple UP protocol stack (including LWIPEP), or reusing Xw with the needed enhancements, or defining the requirements at stage-2 level.
2) The eNB-SeGW functionality shall be based on the Xw. The work shall focus on the modifications needed for LWIP.
If the proposals are accepted, the work on the eLWIP WI could progress, while the actual modifications to Xw can be considered and agreed at the RAN3 #94.
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