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1. Introduction 
In this paper, we mainly discuss the open issue as follows for Handover without WT change:
· The UE ID IE (UE WLAN MAC address) and WT UE XwAP ID 
· How to handle the case of UE context absent 

· Location for WT release

2. Discussion
2.1 The UE ID IE (UE WLAN MAC address) and WT UE XwAP ID

	1) Add the WT UE XwAP ID IE, previously assigned by the WT, to the WT ADDITION REQUEST message; in case this IE is signaled, the value included in the UE Identity IE is ignored. It is FFS whether the UE WLAN MAC address can be used instead, in which case no additional behavior text is needed;


The usages of the two UE identifiers are on different directions. 

· The UE ID IE (UE WLAN MAC address) is used by the WT to associate the exact UE when the UE is successfully associated with WLAN.

· The Old WT UE Xw AP ID IE is used by the WT to identify the UE context established by the source eNB.

If we use UE ID IE alone, there is no difference from the existing WT Addition Request message. In legacy, the WT will establish a new UE context according to the target eNB’s request and WT is not required to use UE ID IE to index whether there is existing UE context. However, in HO without WT change, the WT is expected to reuse the existing UE context. It seems the WT cannot distinguish the two cases. So up to WT implementation, the WT may index the UE context or not. It is also not good to define different behavior of UE ID in different release.

So for reliability, the old WT UE Xw AP ID should be used to indicate the WT to reuse the UE context established by the source eNB.

Proposal1: Capture the old WT UE Xw AP ID into the WT Addition Request message. 

2.2 How to handle the case of UE context absent
Alt1: the new security information is also provided to the WT 

· If UE context present, reuse the UE context and ignore the new security info.
· If UE context is absent, setup UE context with the new security info. The WT also indicate to the target eNB whether the old UE context is reused. If new UE context is setup, the target eNB should update the security information to the UE.

Alt2: reject if context is absent. By implementation, the target eNB can require the WT to setup UE context by sending WT addition again without any further indication. 

W.R.T the complexity, reject seems acceptable.
Proposal2: if the UE context is absent, reject the WT addition request for WT unchanged.

2.3 Location of the WT release request
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RAN agreed eNB does not need to change WLAN security key S-KWT at handover. So during HO, if the WT does not need to switch the UL tunnel, the source eNB may postpone sending the WT Release Request. The intention is to avoid data interruption during HO. The exiting stage2 BL CR has captured a note:

NOTE:
If the WT does not need to switch the UL tunnel at this moment or it is otherwise informed about PDCP ciphering used in UL, the source eNB may postpone sending the WT Release Request until step 9. [FFS until details of the UL data transmission are defined]
The UE has applied the new KeNB in PDCP when it sends RRC Connection Reconfiguration Complete to the eNB. So the Xw tunnel with the source eNB is useful until step8. In hence, the existing note require the source eNB may trigger WT release until step9.
However, step9 SN Status Report is literally later than Step8 RRC Connection Reconfiguration Complete in the figure. In nature, the source eNB doesn’t know whether the UE has performed step8 at the time of sending SN Status Report. So WT release until step9 doesn’t fulfill the intention. We can see Step12 reception of the UE Context Release Request can clearly indicate the UE has connected to target eNB and has applied the new keNB without ambiguity. So source eNB make sure the Xw tunnel with the source eNB is not useful anymore and can be released after step12.
Proposal3: correct “until step9” to “after step 12” in the note.
3. TP

10.1.2.X
LWA mobility
10.1.2.X.1
Inter-eNB handover without WT change
Inter-eNB handover without WT change is used to transfer context data from a source eNB to a target eNB while the LWA connectivity is kept.
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Figure 10.1.2.x-1: Handover without WT change
1.
The source eNB starts the handover procedure by initiating the X2 Handover Preparation procedure. The source eNB includes the LWA configuration in the HANDOVER REQUEST: the Mobility Set currently valid for the UE, the WT UE XwAP ID / UE WLAN MAC address [FFS] and WT ID as a reference to the UE context in the WT that was established by the source eNB.
2.
If the target eNB decides to keep the LWA connection, the target eNB sends WT ADDITION REQUEST to the WT including the WT UE XwAP ID / UE WLAN MAC address [FFS] as a reference to the UE context in the WT that was established by the source eNB. The WT shall use this information to check if the UE context is present.
3.
If successful, the WT replies with WT ADDITION REQUEST ACKNOWLEDGE.

4.
If both, the target eNB and the WT decided to keep the LWA connection in steps 2 and 3 respectively, the target eNB sends the HANDOVER REQUEST ACKNOWLEDGE message, which includes the LWA configuration and the UE LWA Context Kept Indicator, and may also provide forwarding addresses to the source eNB.
5.
The source eNB sends the WT Release Request to the WT, indicating whether the UE context has been matched at the target. The WT keeps the relevant part of the UE context based on the identification information provided from the target eNB at step 2.
NOTE:
If the WT does not need to switch the UL tunnel at this moment or it is otherwise informed about PDCP ciphering used in UL, the source eNB may postpone sending the WT Release Request after step12. [FFS until details of the UL data transmission are defined]
6.
The source eNB triggers the UE to apply the new configuration.
7-8.
The UE synchronizes to the target eNB and replies with RRCConnectionReconfigurationComplete message.
9.
The source eNB forwards the status of the flow control.
10-11.
The target eNB initiates the S1 Path Switch procedure.

12.
The target eNB initiates the UE Context Release procedure towards the source eNB.

NOTE:

Some time after the handover without WT change procedure, the target eNB provides the UE with the new WiFi security information, including the new S-KWT. Based on this information, the UE re-authenticates itself in the WiFi network with the new S-KWT.

4. Conclusion 

In this paper, we mainly discuss the open issue as follows for Handover without WT change.

Proposal1: Capture the old WT UE Xw AP ID into the WT Addition Request message. 

Proposal2: if the UE context is absent, reject the WT addition request for WT unchanged.

Proposal3: correct “until step9” to “after step 12” in the note.
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