3GPP TSG RAN WG3 Meeting#93bis 
                                                              R3-162115
Sophia-Antipolis, France, 10th – 14th October 2016
Agenda item:
10.3
Source: 
ZTE, China Telecom
Title: 
Some Clarification for NW Slicing
Document for:
Discussion and Approval
1. Introduction
More progress of NW Slicing was achieved at RAN3#93, especially some generic procedures for NW Slice (RAN part and CN part) selection were captured in TR 38.801 [3], however there are still a few TR places worth further clarifying, so in this contribution, we shall discuss and propose the relevant TP in those regards.
2. Discussion
Per current TR 38.801 texts, it seems that RAN can only perform “the selection of the RAN part of the network slice” only based on slice ID provided by UE, however, there are few cases that UE does not provide any slice ID initially, and NGC assigns and conveys the fresh slice ID to RAN for UE, so that RAN should also be able to perform RAN slice awareness based on that.
According to [5], UE is allowed to attach to multiple network slices e.g. Primary slice, Secondary slice, hence we should not restrict that UE can report maximum a/one slice ID at a time, but multiple slice IDs (also mentioned in Solution 2) in some cases.
In addition, per current generic procedures, the RAN is not expected to perform any “authorization” or “verification” for NW slice selection, but NGC is expected to fully manage that, because NGC is responsible for allocating/changing and checking/verifying the slice IDs, which is the single reference for NW slice awareness. Hence the relevant Editor’s note can be removed.
Proposal 1: To adopt following TP for section 9.1.
Per current generic procedures in section 9.2.1, the serving CCNF can modify the MDD to MDD* and convey it back to RAN and UE. Upon receiving the MDD*, gNB should perform the RAN slice re-awareness immediately, otherwise it could cause Slice awareness inconsistency between RAN part and CN part. Hence we prefer to capture those behaviors explicitly.
Proposal 2: To adopt following TP for section 9.2.1.

In section 9.3, some principles for RAN resource isolation between Slices were captured. Currently RAN1/2 is still discussing how RAN can achieve what kind of granularity and dynamics of shared resource usage between different network slices. Hence it would be better to add that FFS point accordingly.
Proposal 3: To adopt following TP for section 9.3.
3. Conclusion
TP for 38.801 (1)
--------------------------------------------Start of text proposal---------------------------------------------
· 9.1
Key principles for support of Network Slicing in RAN
。。。。。。
Selection of RAN part of the network slice
-
RAN shall support the selection of the RAN part(s) of the network slice(s), by one or more slice IDs i.e. MDD provided by the UE or NGC which unambiguously identifies one or more of the pre-configured network slices in the PLMN.

Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.


Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
-----------------------------------------------End of text proposal-------------------------------------------
TP for 38.801 (2)
--------------------------------------------Start of text proposal---------------------------------------------
· 9.2.1
Solution 1  

Editor’s note: this section presents a RAN solution for network slice selection and CN entity selection which is based on the solution described in section 6.1.2 of TR 23.799 . This solution enables support of multiple slices simultaneously supported by a UE.
In this solution the Network Slice and the CN entity are selected based on a Multi-Dimensional Descriptor called MDD as described in TR 23.799. In this case the CN entity is a common control plane entity in NG Core (CCNF) – common to all supported slices - as described in section 6.1.2 of TR 23.799.

The RAN selection of the Network slice and the selection of the appropriate CCNF can be partitioned into the following five cases.

Selection case 1: no MDD, no or invalid Temp ID
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Valid temp ID means valid for this PLMN.

In absence of Temp ID information valid for the indicated PLMN in the RRC connection request, the gNB needs to route to a default configured CCNF. After validation steps, the Default CCNF, depending on UE capabilities and subscription information, will select a suitable serving CCNF. This serving CCNF could be the default CCNF itself. A Temp ID corresponding to serving CCNF is sent back to the UE at NAS level. In case an MDD applies for the selected PLMN, this MDD is sent back to the UE together with the Temp ID at NAS level. The MDD is then also indicated in the NG1 DL message to gNB. gNB uses the included MDD* from CCNF for RAN slice awareness (slice specific behavior, congestion control, resource isolation).
Selection case 2: no MDD, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF. In case an MDD applies for the selected PLMN, this MDD is sent back to the UE at NAS level. The MDD is then also indicated in the NG1 DL message to gNB. gNB uses the included MDD* from CCNF for RAN slice awareness (slice specific behavior, congestion control, resource isolation).
Selection case 3: MDD, no or invalid Temp ID
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In absence of Temp ID information valid for the indicated PLMN in the RRC connection request, the gNB selects a serving CCNF based on the MDD when present. If multiple CCNF are available and suitable for the MDD, gNB can apply load balancing criteria. RAN also uses the included MDD for RAN slice awareness (slice specific behavior, congestion control, resource isolation). After validation steps, a Temp ID corresponding to serving CCNF is sent back to the UE at NAS level. The MDD or MDD* is sent back to the UE together with the Temp ID at NAS level to either reconfirm the initially requested MDD or indicates a new one if policy has changed. The MDD or MDD* is also indicated in the NG1 DL message to gNB for confirmation. If MDD* is received, gNB uses the included MDD* from CCNF for RAN slice re-awareness (slice specific behavior, congestion control, resource isolation).
Selection case 4: MDD, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF regardless of MDD presence. RAN uses the included MDD for RAN slice awareness (slice specific behavior, congestion control, resource isolation). The MDD or MDD* is sent back to the UE with the Temp ID at NAS level to either reconfirm the initially requested MDD or indicates a new one if policy has changed . The MDD or MDD* is then also indicated in the NG1 DL message to gNB for confirmation. If MDD* is received, gNB uses the included MDD* from CCNF for RAN slice re-awareness (slice specific behavior, congestion control, resource isolation).
Selection case 5: Modification of MDD, valid Temp ID
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If a Temp ID information valid for the indicated PLMN is included in RRC Connection Request, the gNB routes based on Temp ID to the serving CCNF regardless of MDD presence. RAN uses the included MDD for RAN slice awareness (congestion control, resource isolation). If the current MDD needs to be updated into MDD* because some of the MDD vectors are no more supported (i.e. operator policy has changed for the UE due to UE capabilities e.g. the subscriber may use different types of UEs by swapping the UICC) and if CCNF1 is not compatible with the new MDD*, the NG Core may select a new CCNF2 compatible with MDD*. In this case the MDD* is sent back from CCNF2 to the UE together with a new Temp ID* corresponding to CCNF2 at NAS level. The new MDD* is then also indicated to gNB over NG1 DL message. gNB uses the included MDD* from CCNF for RAN slice re-awareness (slice specific behavior, congestion control, resource isolation).
-----------------------------------------------End of text proposal-------------------------------------------
TP for 38.801 (3)
--------------------------------------------Start of text proposal---------------------------------------------
· 9.3
Resource Isolation between slices

Resource isolation enables specialized customization and avoids one slice affecting another slice. Hardware/software resource isolation is up to implementation. Each slice may be assigned with either shared or dedicated radio resource up to RRM implementation and SLA.

When assigned dedicated radio resource the slice may be isolated and configured by RAN with one or more of below items:

-
Time/frequency/code resources etc;

-
Access channel;

Editor’s note: It is up to RAN1/RAN2 to decide how to partition access channel e.g. in frequency, time and preamble.

-
Independent Access control, Load control, QOS etc.

Logically, slices may be isolated in terms of DRBs. 

The RAN should be allowed to serve traffic for different slices via shared resources.
It is FFS how the granularity and dynamics of shared resource usage can be achieved by RAN, pending RAN1/2. 
-----------------------------------------------End of text proposal-------------------------------------------
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