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Introduction
In paper R3-161888 a general set of principles have been outlined for support of network slicing. 
In this paper the possible procedures needed for slice selection are analysed. The purpose is to provide a first representation of how slice selection procedures may look like.
Currently in TR38.801 basic principles at the basis of network slice selection are already present. The TR in fact reports the following:
RAN awareness of slices
-	RAN shall support a differentiated handling of different network slices which have been pre-configured by the operator. How RAN supports the slice enabling in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 
Editor’s note: It is still FFS if 3GPP will still additionally want to standardize a few basic slices and the network functions that comprise them (e.g. eMBB, Massive MTC).
Network slice selection
-	RAN shall support the selection of the RAN part of the network slice by an index or ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.
Editor’s note: How the UE gets this unambiguous index or ID is FFS and to be decided with SA2. The index or ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.
Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 
Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
RAN selection of CN entity (FFS)
-	RAN shall support initial selection of the CN entity for initial routing of uplink messages based on received slice index and a mapping in the RAN node (CN entity, slices supported).
Editor’s note: Need to discuss whether an NNSF-like function is needed that uses the slice index as input for initial selection of a CN entity that supports this slice.
In order to progress on this aspect some more details are provided and a way forward is proposed.

Principles of Network Slice Selection 
As reported above, TR38.801 specifies first that network slices are pre-configured at the RAN. This implies that slice identifier, slice resources, services supported via the slice, allowed QoS settings per slice and other slice associated configuration are assumed to be available at the RAN.
Observation 1: the RAN is assumed to be configured with information about slice identification parameters, RAN resource policies per slice, mapping between  slice ID and a CN node serving the corresponding slice
The TR also captures that slice selection occurs via allowing the UE to send a slice identifier to the RAN. Such slice identifier may be obtained by the UE in several possible ways.
One possible way is to configure the UE with a list of slice IDs to which it is allowed to access. Another way is, as described in the TR, to let the CN notify the UE of the Slice IDs it can access and let the UE rely on such information onwards.
The first case of UE configured Slice ID is rather straight forward:
· The UE will be configured with Slice IDs and with criteria to present the right Slice ID to the RAN.
· When the UE requests to access the RAN it will present a Slice ID as per criteria previously configured
· By receiving the Slice ID, the RAN shall be able to
· Identify the policies that apply to the selected slice and assign RAN resources accordingly
· Identify the CN node that supports the slice ID presented by the UE
In order to achieve the CN node selection the RAN would need to be informed about the slice IDs supported by connected CN nodes. This can be achieved by letting RAN and CN exchange information on supported slice IDs at RAN-CN interface setup.
Figure 1 summarises the steps described in the case of Slice ID provided by the UE.


Figure 1: Slice selection when Slice ID is provided by the UE to RAN

The second case, where the slice ID is not initially provided by the UE and it is configured by the CN to the UE, has been mentioned in previous meetings and it is assumed to be similar to eDECORE mechanisms. 
According to this approach the following could be possible steps to follow:
· The UE presents a NAS Service Request with no specific Slice ID
· The serving RAN routes the NAS PDU to a default CN Node
· The default CN node analyses the NAS request and retrieves UE subscriber information. Based on the UE subscriber information and NAS Service Request the default CN Node reroutes the request to a different CN Node. The latter could be achieved by reusing procedures similar to existing S1: Reroute NAS Request. 
· The new CN Node (reached via reroute) responds to the RAN with an assigned Slice ID for the UE and it responds to the UE with a NAS PDU in which usable Slice IDs are provided. 
· From this moment onwards the UE will present to the RAN a slice ID that intends to access at RRC connection establishment
Figure 2 summarises the steps described in the case of Slice ID configured by the CN to the UE.


Figure 2: Slice selection when Slice ID is provided by the CN

The two mechanisms above provide complementary ways to access network slices. The two mechanisms are described at high level and for the time being their purpose should be to capture principles according to which slice selection can be performed. It is therefore proposed that the two scenarios above are captured in the RAN3 TR38.801.
Propsal1: It is proposed that mechanisms for network slice selection based on Slice ID indication from the UE and from the CN are captured in TR38.801.
A reflection on the scenarios presented above can be made when assuming that a UE is able to connect with one CN node at the time, i.e. there is one and only one CN Node and NG1 CP signalling connection serving the UE. 
This assumption is very important because if it was not respected the complexity of the solution would increase substantially. For example, the solution would need to tackle the case of multiple NAS relationships between the UE and many CN Nodes; multiple signalling interfaces having to be coordinated at the same time for the same UE; problems of multiple signalling interface mobility in case of handovers of the same UE, etc. 
Under the good assumption of having one signalling interface per UE at the time an implication is that a UE can access in parallel only slices that are served by the same CN Node. 
If a UE needs to access a network slice that is served by a different CN Node from what the UE is served, the UE would need to disconnect and re-connect, in order to be routed to the appropriate CN Node that can serve the slice.
Proposal2: It is proposed to agree on the principle that a UE can only access in parallel the network slices supported by the CN node serving it 

Conclusions
In this paper general principles of how a network slice can be selected for a connecting UE have been presented. The paper presents two cases that were previously discussed in RAN3: the case where a UE is able to present a network slice ID upon connection and the case where the UE is given a slice ID by the CN, upon connection. The following proposals were presented:
Propsal1: It is proposed that mechanisms for network slice selection based on Slice ID indication from the UE and from the CN are captured in TR38.801.
Proposal2: It is proposed to agree on the principle that a UE can only access in parallel the network slices supported by the CN node serving it 

It is suggested to agree to the proposals above and to the TP in the section below.

Text Proposal
----------------------------------------------Start of Changes----------------------------------------------
[bookmark: _Toc453159546][bookmark: _Toc454284869]9	Realization of Network Slicing
[bookmark: _Toc453159547][bookmark: _Toc454284870]9.1	Key principles for support of Network Slicing in RAN
The following key principles apply for support of Network Slicing in RAN
RAN awareness of slices
-	RAN shall support a differentiated handling of different network slices which have been pre-configured by the operator. How RAN supports the slice enabling in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 
Editor’s note: It is still FFS if 3GPP will still additionally want to standardize a few basic slices and the network functions that comprise them (e.g. eMBB, Massive MTC).
Selection of RAN part of the network slice
-	RAN shall support the selection of the RAN part of the network slice by a slice ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.
Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.
Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 
Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
Resource management between slices
-	RAN shall support policy enforcement between slices as per service level agreements.
Editor’s note: How RAN handles the requirements coming from the service level agreements is to be discussed with SA2. 
Support of QoS
-	RAN shall support QoS differentiation within a slice.
Editor’s note: It is FFS if RAN shall additionally support QoS enforcement independently per slice.
RAN selection of CN entity
-	RAN shall support initial selection of the CN entity for initial routing of uplink messages based on received slice ID and a mapping in the RAN node (CN entity, slices supported). If no slice ID is received, the RAN selects the CN entity based on NNSF like function, e.g. UE temporary ID.
Resource isolation between slices (FFS)
-	RAN shall support resource isolation between slices.
Editor’s note: Resource isolation needs to be clarified: It is unclear if resource isolation would imply that multiple slices cannot share control plane (respectively user plane) resources or processing resources in common. It is unclear if resource isolation would imply that cryptographic means should be used to isolate CP and UP traffic between slices.
9.2	Technical Realisation of Network Slicing in RAN
[bookmark: _Toc453159542][bookmark: _Toc454284865]9.2.1	Network Slice Selection
Network Slice selection may be realised in at least two mechanisms. One possible way is to configure the UE with a list of slice IDs to which it is allowed to access. Another way is to let the CN notify the UE of the Slice IDs it can access and let the UE rely on such information onwards.
The first case of UE configured Slice ID is made of the following general steps:
· The UE will be configured with Slice IDs and with criteria to present the right Slice ID to the RAN.
· When the UE requests to access the RAN it will present a Slice ID as per criteria previously configured
· By receiving the Slice ID, the RAN shall be able to
· Identify the policies that apply to the selected slice and assign RAN resources accordingly
· Identify the CN node that supports the slice ID presented by the UE
In order to achieve the CN node selection the RAN would need to be informed about the slice IDs supported by connected CN nodes. This can be achieved by letting RAN and CN exchange information on supported slice IDs at RAN-CN interface setup.
Figure 9.2.1-1 summarises the steps described in the case of Slice ID provided by the UE.


Figure 9.2.1-1: Slice selection when Slice ID is provided by the UE to RAN

The second case, where the slice ID is not initially provided by the UE and it is configured by the CN to the UE, consists of the following general steps:
· The UE presents a NAS Service Request with no specific Slice ID
· The serving RAN routes the NAS PDU to a default CN Node
· The default CN node analyses the NAS request and retrieves UE subscriber information. Based on the UE subscriber information and NAS Service Request the default CN Node reroutes the request to a different CN Node. The latter could be achieved by reusing procedures similar to existing S1: Reroute NAS Request. 
· The new CN Node (reached via reroute) responds to the RAN with an assigned Slice ID for the UE and it responds to the UE with a NAS PDU in which usable Slice IDs are provided. 
· From this moment onwards the UE will present to the RAN a slice ID that intends to access at RRC connection establishment
Figure 9.2.1-2 summarises the steps described in the case of Slice ID configured by the CN to the UE.


Figure 9.2.1-2: Slice selection when Slice ID is provided by the CN

In both mechanisms described above it is assumed that a UE can only access in parallel the network slices supported by the CN node serving it. Namely, a UE canno access multiple slices served by different CN nodes at the same time

----------------------------------------------End of Changes----------------------------------------------
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