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1. Introduction
Network slicing is a key feature of NR. Network slicing enables deep isolation and customization for different services. In recent SA2 meetings, SA2 has reached the following interim agreements on network slicing:
	1.	The network slice is a complete logical network (providing Telecommunication Services and Network Capabilities) including AN and CN. Whether RAN is sliced is up to RAN WGs to determine.
a)	AN can be common to multiple network slices.
2.	A UE may provide network slice selection assistance information to the network. 
3.	If a network deploys network slicing, then it may use UE provided network slice selection assistance information to select a network slice.
4.	A UE may access multiple slices simultaneously via a single RAN. In such case, those slices may share some control plane functions, e.g. MM.



In addition, most proposals in SA2 share a common aspect: support of network slicing is based on a set of common control plane network functions (CCNF) including at least UE authentication and mobility management. Figure 1 shows the E2E network slicing architecture with CCNF. This is actually group-B architecture in Annex D of 23.799 [1].


Figure 1: Network Slicing Architecture
This paper further analyses some of the “Key principles for support of Network Slicing in RAN” based on the existing RAN3 TR and the SA2 agreements for the following areas:
-	RAN selection of CN entity
-	Selection of RAN part of the network slice
-	RAN awareness of slices
2. RAN selection of CN entity
As described in S2-164116, RAN selection of CN entity is based on two identifiers
1.	Temporary ID:  Identifier which logically associates the UE to a CCNF for the UE in a PLMN on a temporary basis. It is composed of a Routing information (necessary for the RAN to route the message carried in the RRC layer to the right contact point for the selected Serving CCNF), and a value assigned by the CCNF is used to identify the UE context it retains. If the Temporary ID is not indicated to the RAN, or it is not recognised in the RAN, the RAN applies default routing behaviour.
2.	Multi-Dimensional-Descriptor (MDD): multi-dimensional descriptor of a slice. This is typically composed of MDD vectors each comprised of a Tenant ID field that identifies an Application (e.g. a popular OTT service) or a tenant (e.g. a certain company that requires certain minimum resources in the network) and a Slice Type (which may be standard –e.g. eMBB, mMTC, criC - or operator specific). There may be default values for MDD. The MDD is used to support the Slice Instance selection in the core and in the RAN.
Observation 1: Temporary ID is very similar to the existing LTE concept of GUTI and so can use the same principles as GUTI for RAN selection of CN entity, i.e., by including a CN identifier as part of temporary ID, the RAN to select the appropriate CN entity.
The Multi-Dimensional-Descriptor (MDD) vector consists of two IDs, Tenant ID and Slice Type.
Observation 2:  The elements of the MDD vector are very similar to the DCN ID used for UE assisted Dedicated Core Network selection and so can use the same principles as for selection of the DCN for RAN selection of CN entity.
Observation 3: The “slice selection assistance information” of SA2 interim agreement includes Temporary ID and MDD. The CN authorized MDD is equivalent to the slice ID in the RAN3 TR.
Based on these observations (and reusing the RAN3 terminology below), the following principles apply. Note that even if SA2 changes aspects of RAN slicing, these concepts seem fundamental for enabling slice selection.
RAN selection of CN entity:
-	To perform RAN selection of the CN entity (i.e. CCNF), the UE shall provide (if available) a temporary ID (assigned by the CN) and a slice ID (e.g., similar to eDECOR feature) in RRC at connection establishment.
-	RAN shall support selection of the CN entity based on the received temporary ID (e.g., similar to the NNSF behaviour).
-	If the temporary ID is not available, or not recognized by the RAN, the slice ID shall be used to select the CN entity in addition to any other information available (details are FFS). 
-	If no temporary ID or slice ID are provided, the RAN shall select the CN entity based on a default slice.
3. Selection of RAN part of the network slice
 The Slice ID can be used to select the RAN part of the slice  in addition to using information provided by the CN entity when the UE is successfully authenticated to the slice (similar to the initial context setup procedure for LTE).
Selection of RAN part of the network slice
-	RAN shall support the selection of the RAN part of the network slice by a slice ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.
-	If no slice ID is provided, the RAN shall select the RAN part of the network slice based on a default slice.
-	Once the device is authorized for service by the CN, the RAN shall verify the slice selected and also consider the information provided by the CN entity in the initial context for further slice selection.
4. RAN awareness of slices 
Based on the above discussion, the RAN is aware of the slice selected either based on 
1.	Slice ID provided by the UE in RRC as part of connection establishment
2.	Context provided by the CN entity as part of successful authorization of the UE for service
Since the Slice ID is meant to indicate a service requirement, it is expected that some RAN awareness is needed of the slice ID in order to correctly serve the device based on the service requirements. The support of RAN based on this awareness can be left to implementation based on configuration by the operator as well as information provided by the CN entity
 RAN awareness of slices
-	RAN is aware of the slice in use by a particular UE either based on the Slice ID provided by the UE in RRC as part of connection establishment; or context provided by the CN entity as part of successful authorization of the UE for service
-	RAN shall support the different network slices which have been pre-configured by the operator. How RAN enables the support of different network slices in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 

5. Conclusion 
Proposal: RAN3 to agree above principles for support of Network Slicing in RAN as captured in the TP below.
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9	Realization of Network Slicing
9.1	Key principles for support of Network Slicing in RAN
The following key principles apply for support of Network Slicing in RAN
RAN awareness of slices
-	RAN is aware of the slice in use by a particular UE either based on the Slice ID provided by the UE in RRC as part of connection establishment; or context provided by the CN entity as part of successful authorization of the UE for service
-	RAN shall support the different network slices which have been pre-configured by the operator. How RAN enables the support of different network slices in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 
Editor’s note: It is still FFS if 3GPP will still additionally want to standardize a few basic slices and the network functions that comprise them (e.g. eMBB, Massive MTC).
Selection of RAN part of the network slice
-	RAN shall support the selection of the RAN part of the network slice by a slice ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.
-	If no slice ID is provided, the RAN shall select the RAN part of the network slice based on a default slice.
-	Once the device is authorized for service by the CN, the RAN shall verify the slice selected and also consider the information provided by the CN entity in the initial context for further slice selection.
Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.
Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 
Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
Resource management between slices
-	RAN shall support policy enforcement between slices as per service level agreements.
Editor’s note: How RAN handles the requirements coming from the service level agreements is to be discussed with SA2. 
Support of QoS
-	RAN shall support QoS differentiation within a slice.
Editor’s note: It is FFS if RAN shall additionally support QoS enforcement independently per slice.
RAN selection of CN entity
-	RAN shall support initial selection of the CN entity for initial routing of uplink messages based on received slice ID and a mapping in the RAN node (CN entity, slices supported). If no slice ID is received, the RAN selects the CN entity based on NNSF like function, e.g. UE temporary ID.
-	To perform RAN selection of the CN entity, the UE shall provide (if available) a temporary ID (assigned by the CN) and a slice ID (e.g., similar to eDECOR feature) in RRC at connection establishment.
-	RAN shall support selection of the CN entity based on the received temporary ID (e.g., similar to the NNSF behaviour).
-	If the temporary ID is not available, or not recognized by the RAN, the slice ID shall be used to select the CN entity in addition to any other information available (details are FFS). 
-	If no temporary ID or slice ID are provided, the RAN shall select the CN entity based on a default slice.
Resource isolation between slices (FFS)
-	RAN shall support resource isolation between slices.
Editor’s note: Resource isolation needs to be clarified: It is unclear if resource isolation would imply that multiple slices cannot share control plane (respectively user plane) resources or processing resources in common. It is unclear if resource isolation would imply that cryptographic means should be used to isolate CP and UP traffic between slices.
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