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1
Introduction
One of the key differentiator for 5G is the slicing concept.
With the slicing concept, one network can be virtually partitioned into several networks, each designed to be optimized for a specific set of requirements corresponding to specific services/applications presenting similar characteristics.

At RAN3#91bis key principles were already identified derived from [5] on Network slice selection and captured in the main body of [4] with some FFS:

Network slice selection
-
RAN shall support the selection of the RAN part of the network slice by an index or ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.

Editor’s note: How the UE gets this unambiguous index or ID is FFS and to be decided with SA2. The index or ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.

Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 

Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
In this paper, we progress these principles by removing some of the FFS above.

2
Solution for Slice Selection 
In [6] the following requirement can be found:

The 3GPP system shall allow the operator to compose network slices i.e. a set of network functions. A slice shall form a complete, autonomous and fully operational network customized to cater for a given market scenario. It shall enable a level of isolation between network slices. 

From this definition, it is clear that an operator will decide how to organize its network into slices which means that for a given UE, a given application, the mapping onto a slice will not be constant but depend to which network the UE has connected.

Given the observations above, it is clear that the selected slice will depend on two main factors:
· How the visited network has been partitioned into slices: this can vary from one visited PLMN to another

· Subscription information of the UE

A framework for slice selection could work as follows assuming one slice per UE:

Two types of Network Slice ID (NSID) can be used:

· Non standardized NSID allocated by the visited PLMN during initial request and only valid for this PLMN,

· Standardized NSID which may be pre-configured in the UE and valid for all the PLMNs.

NOTE: the two solutions presented below consider only one Network Slice per UE. In this case a simple NSID may be used. This solution is aligned with section 6.1.2.1 of SA2 TR23.799 which proposes a multi-dimensional Descriptor (MDD) for potential multiple Network Slices per UE which would include NSID as one dimension.
No standardized NSID pre-configured in the UE

A framework for slice selection assuming that there is no standardized Slice ID pre-configured in the UE can be summarized through the following 2 steps. 

· Step 1: During a first initial request from the UE, the CN selects a slice based at least on information known in the CN such as subscription information, group identity among others. CN sends to the UE as a response to this initial request a corresponding Network Slice Indicator y (NSID y) valid for this PLMN only and a Temp ID which identifies the CN entity selected and the UE context. The UE stores this information transparently (does not interpret it). 

· Step2: In subsequent connections, the UE signals the received NSID y when accessing the network to enable the network to automatically operate according to the right slice. There are two sub-cases depending if the Temp ID is still valid or not:

· Step2a: UE does not signal the Temp ID which is no longer valid. The RAN selects the corresponding RAN slice and a CN entity matching the slice. The RAN forwards the NSID y to the CN allowing CN to select the appropriate slice. The CN further verifies that the UE is allowed to use the indicated NSID y slice according to subscription and take appropriate action if needed. The CN entity returns a valid Temp ID.
· Step 2b: same as step 2 but the Temp ID is still valid and signalled by the UE to the RAN. RAN selects the CN entity based on Temp ID. The slice is selected in RAN and CN as in step 2.

The step 1can possibly be enhanced by UE sending some “Assistance Information” to help the CN select the slice.

The overall solution is illustrated in figure 1 below:
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Figure 1: Slice Selection principles (case w/o pre-configured slice ID)- one slice per UE
Standardized NSID pre-configured in the UE

A framework for slice selection assuming that there is a standardized Slice ID pre-configured in the UE is similar as above but with difference is step 1: 

· During a first initial request from the UE, the UE indicates the pre-configured NSID x to the CN, the CN selects a slice taking into account this NSID x and also other information known in the CN such as subscription information, group identity among others. CN sends to the UE as a response to this initial request a corresponding Network Slice Indicator y (NSID y) valid for this PLMN only and a Temp ID which identifies the CN entity selected and the UE context. The UE stores this information transparently (does not interpret it)
· Step 2 same as above. 

The solution is illustrated in figure 2 below:
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Figure 2: Slice Selection principles (case with pre-configured slice ID)- one slice per UE 
3
Conclusion and Proposal
This paper has outlined possible solutions for slice selection which matches the key principle agreed at RAN3#91bis. This solution covers only the case “one Network Slice per UE”.
Proposal 1: it is proposed to create a section 9.2 titled “Solutions for Slice Selection” and consequently move the editor’s note from the “principle” section into the “solution” section as shown in annex A.
Proposal 2: it is proposed to capture the solutions outlined in this paper in this solution section as shown in annex A. 
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9
Realization of Network Slicing
9.1
Key principles for support of Network Slicing in RAN
The following key principles apply for support of Network Slicing in RAN
RAN awareness of slices
-
RAN shall support a differentiated handling of different network slices which have been pre-configured by the operator. How RAN supports the slice enabling in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 

Editor’s note: It is still FFS if 3GPP will still additionally want to standardize a few basic slices and the network functions that comprise them (e.g. eMBB, Massive MTC).
Network slice selection
-
RAN shall support the selection of the RAN part of the network slice by an index or ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.



Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
Resource management between slices
-
RAN shall support policy enforcement between slices as per service level agreements.

Editor’s note: How RAN handles the requirements coming from the service level agreements is to be discussed with SA2. 
Support of QoS
-
RAN shall support QoS differentiation within a slice.

Editor’s note: It is FFS if RAN shall additionally support QoS enforcement independently per slice.
RAN selection of CN entity (FFS)
-
RAN shall support initial selection of the CN entity for initial routing of uplink messages based on received slice index and a mapping in the RAN node (CN entity, slices supported).

Editor’s note: Need to discuss whether an NNSF-like function is needed that uses the slice index as input for initial selection of a CN entity that supports this slice.
Resource isolation between slices (FFS)
-
RAN shall support resource isolation between slices.

Editor’s note: Resource isolation needs to be clarified: It is unclear if resource isolation would imply that multiple slices cannot share control plane (respectively user plane) resources or processing resources in common. It is unclear if resource isolation would imply that cryptographic means should be used to isolate CP and UP traffic between slices.

9.2
Solutions for Network Slice Selection 
The following sections describe solutions for Network Slice selection:  
9.2.1
Solution without slice ID pre-configured in UE (one Slice per UE)
A framework for slice selection assuming that there is no standardized Slice ID pre-configured in the UE can be summarized through the following 2 steps. 

· Step 1: During a first initial request from the UE, the CN selects a slice based at least on information known in the CN such as subscription information, group identity among others. CN sends to the UE as a response to this initial request a corresponding Network Slice Indicator y (NSID y) valid for this PLMN only and a Temp ID which identifies the CN entity selected and the UE context. The UE stores this information transparently (does not interpret it). 

· Step2: In subsequent connections, the UE signals the received NSID y when accessing the network to enable the network to automatically operate according to the right slice. There are two sub-cases depending if the Temp ID is still valid or not:

· Step2a: UE does not signal the Temp ID which is no longer valid. The RAN selects the corresponding RAN slice and a CN entity matching the slice. The RAN forwards the NSID y to the CN allowing CN to select the appropriate slice. The CN further verifies that the UE is allowed to use the indicated NSID y slice according to subscription and take appropriate action if needed. The CN entity returns a valid Temp ID.

· Step 2b: same as step 2 but the Temp ID is still valid and signalled by the UE to the RAN. RAN selects the CN entity based on Temp ID. The slice is selected in RAN and CN as in step 2.

The step 1can possibly be enhanced by UE sending some “Assistance Information” to help the CN select the slice: This is FFS. 
The overall solution is illustrated in figure 1 below:
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Figure 1: Slice Selection principles (case w/o pre-configured slice ID)- one slice per UE
9.2.2
Solution using slice ID pre-configured in UE (one Slice per UE)
A framework for slice selection assuming that there is a standardized Slice ID pre-configured in the UE is similar as above but with difference is step 1: 

· During a first initial request from the UE, the UE indicates the pre-configured NSID x to the CN, the CN selects a slice taking into account this NSID x and also other information known in the CN such as subscription information, group identity among others. CN sends to the UE as a response to this initial request a corresponding Network Slice Indicator y (NSID y) valid for this PLMN only and a Temp ID which identifies the CN entity selected and the UE context. The UE stores this information transparently (does not interpret it)

· Step 2 same as above. 

The solution is illustrated in figure 2 below:
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Figure 2: Slice Selection principles (case with pre-configured slice ID)- one slice per UE 
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