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8.8.2
Successful Operation
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Figure 8.8.2-1: WT Addition Preparation, successful operation

The eNB initiates the procedures by sending the WT ADDITION REQUEST message to the WT.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup Procedure in TS 36.413 [8].
At reception of the WT ADDITION REQUEST message the WT shall store the WLAN Security Information IE, and use it to establish the required security relation towards the UE, by making the S-KWT contained in the WLAN Security Information IE available to the APs within the WLAN mobility set.


[Editor’s Note: It is agreed to send the LTE QOS parameters to the WT without standardizing QOS mapping. GBR bearers may also be offloaded in this way, but handling of GBR parameters by the WT is FFS and may be further clarified – which may impact this and other procedures]

The WT shall report to the eNB, in the WT ADDITION REQUEST ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE.

-
A list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted List IE.

	*********Next change**********


8.9.2
Successful Operation
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Figure 8.9.2-1: eNB initiated WT Modification, successful operation

The eNB initiates the procedure by sending the WT MODIFICATION REQUEST message to the WT.
The WT MODIFICATION REQUEST message may contain

-
within the UE Context Information IE;

-
E-RABs to be added within the E-RABs To Be Added Item IE;

-
E-RABs to be modified within the E-RABs To Be Modified Item IE;

-
E-RABs to be released within the E-RABs To Be Released Item IE;
-
WLAN security information in the WLAN Security Information IE;
If the WLAN Security Information IE is included in the WT MODIFICATION REQUEST message the WT shall store the information contained in this IE, and use it to establish the required security relation towards the UE, by making the S-KWT contained in the WLAN Security Information IE available to the APs within the WLAN mobility set..


The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [8].
If at least one of the requested modifications is admitted by the WT, the WT shall modify the related part of the UE context accordingly and send the WT MODIFICATION REQUEST ACKNOWLEDGE message back to the eNB. 

The WT shall include the E-RABs for which resources have been either added or modified or released at the WT either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The WT shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

For each E-RAB to be modified, if the WT MODIFICATION REQUEST message includes the eNB GTP Tunnel Endpoint IE in the E-RABs To Be Modified Item IE, the WT shall act as specified in TS 36.300 [2].

For each E-RAB configured with the split bearer option to be modified (released)

-
if applicable, the eNB may provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the WT MODIFICATION REQUEST message.

If the E-RAB level QoS parameter IE is included in the WT MODIFICATION REQUEST message for an E-RAB to be modified the WT shall allocate respective resources as described in TS 36.300 [2].

For an E-RAB to be modified the WT may include in the WT MODIFICATION REQUEST ACKNOWLEDGE message the WT GTP Tunnel Endpoint IE.
	*********Next change**********


9.1.14
WT ADDITION REQUEST
This message is sent by the eNB to the WT to request the preparation of resources for LTE-WLAN aggregation for a specific UE
Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1
	
	YES
	reject

	eNB UE XwAP ID
	M
	
	9.2.24
	Assigned by the eNB
	YES
	reject

	UE Identity
	M
	
	9.2.16
	
	YES
	reject

	WLAN Security Information 
	O
	
	9.2.x
	
	
	

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.18
	
	–
	–

	>>E-RAB Level QoS Parameters
	M
	
	9.2.19
	Includes necessary QoS parameters
	–
	–

	>> eNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.22
	Endpoint of the Xw transport bearer at the eNB
	–
	–

	WLAN Mobility Set 
	M
	
	
	
	YES
	reject

	  >WLAN Mobility Set Item
	
	1 .. <maxnoofWLANs>
	
	
	
	

	    >>BSSID
	O
	
	9.2.8
	
	
	

	    >>SSID
	O
	
	9.2.9
	
	
	

	    >>HESSID
	O
	
	9.2.10
	
	
	


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofWLANs
	Maximum no. of WLANs in WLAN mobility set. Value is FFS.


	*********Next change**********


9.1.17
WT MODIFICATION REQUEST
This message is sent by the eNB to the WT to request the preparation to modify WT resources for a specific UE.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1
	
	YES
	reject

	eNB UE XwAP ID
	M
	
	9.2.24
	Assigned by the eNB
	YES
	reject

	WT UE XwAP ID
	M
	
	9.2.24
	Assigned by the WT
	YES
	reject

	Cause
	M
	
	9.2.4
	
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>WLAN Security Information 
	O
	
	9.2.x
	
	
	

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.18
	
	–
	–

	>>>E-RAB Level QoS Parameters
	M
	
	9.2.19
	Includes necessary QoS parameters
	–
	–

	>>> eNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.22
	Endpoint of the Xw transport bearer at the eNB
	–
	–

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.18
	
	–
	–

	>>>E-RAB Level QoS Parameters
	O
	
	9.2.19
	Includes QoS parameters to be modified
	–
	–

	>>> eNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.22
	Endpoint of the Xw transport bearer at the eNB
	–
	–

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.18
	
	–
	–

	>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.22
	Identifies the Xw transport bearer used for forwarding of DL PDUs
	–
	–

	  >WLAN Mobility Set 
	M
	
	
	
	YES
	reject

	    >>WLAN Mobility Set Item
	
	1 .. <maxnoofWLANs>
	
	
	
	

	      >>>BSSID
	O
	
	9.2.8
	
	
	

	      >>>SSID
	O
	
	9.2.9
	
	
	

	      >>>HESSID
	O
	
	9.2.10
	
	
	


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofWLANs
	Maximum no. of WLANs in WLAN mobility set. Value is FFS.


	*********Next change**********


9.2.x
WLAN Security Information
The WLAN Security Information IE indicates the S-KWT to be used to derive the Pair wise Master Key PMK defined in IEEE 802.11 for WLAN authentication.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Security Key
	M
	
	INTEGER (0..32)
	


	*********Next change**********


9.2.7
WLAN Information

This IE contains WLAN configuration information that an eNB may need for the Xw interface.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	BSSID List
	
	0..1
	
	

	>BSSID List Item
	
	1..<maxnoofBSSIDs>
	
	

	>>BSSID
	M
	
	9.2.8
	

	>>WLAN Band Information List
	
	0..1
	
	

	>>>WLAN Band Information Item
	
	1..<maxnoofBands>
	
	

	>>>>WLAN Band Information
	
	
	9.2.13
	

	    >>Bandwidth
	O
	
	ENUMERATED(20, 40, 80, 160, …)
	WLAN bandwidth, corresponding to 20MHz, 40MHz, 80MHz and 160MHz.

	SSID
	O
	
	9.2.9
	

	HESSID
	O
	
	9.2.10
	


	Range bound
	Explanation

	maxnoofBSSIDs
	Maximum number of BSSIDs associated to a given BSS. The value of maxnoofBSSIDs is 2048.

	maxnoofBands
	256


	*********Next change**********


9.2.13
WLAN Band Information

This IE describes the WLAN band information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Channel
	M
	
	INTEGER(0..255)
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