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1   Introduction
In previous RAN3 meetings, there were some discussions on the necessity of informing UE mobility set information to the WT.  There are mainly two aspects needs to be considered: one is the security aspect, it may have some security problems if distributing the key to the APs not within the mobility set, which is pending on SA3 response; the other one is the mobility control aspect, there may be some problems in AC controlled mobility mechanism if the WT/AC has no mobility set information. 

In this contribution, we discuss the above two aspects in details and analyze the necessity of the mobility set information in WT.

2   Discussion 
2.1 Security Aspect
In eNB-assisted LWA security [1], the principle is that the eNB generates the S-KWT for the WT and sends it to the WT over the Xw interface. The same S-KWT is also generated by the UE, which will be used as equivalent to the Pair wise Master Key PMK defined in IEEE 802.11 specification to establish the WiFi security. After that, the PMK will be used in the 4 way handshake on the WiFi link between UE and WLAN AP to generate the key for WLAN data encryption and integrity protection. As defined, UE could only associate to WLAN APs within mobility set. If the mobility set information is transparent to the WT, it is possible that the S-KWT is forwarded by the WT to APs which the UE is not allowed to connect to. From security aspect, it is better to send key to as less WLAN APs as possible. In order to avoid S-KWT being forwarded to WLAN APs to which the UE is not allowed to connect, one possible solution is WLAN AP asking WT for S-KWT after UE sent association request to it. However, it is not feasible as WLAN AP does not know UE associating for LWA. Furthermore, it adds extra signalling requirement between WLAN AP and the WT, which is not covered by 3GPP and depends on implementation. Besides, additional time delay is introduced after the UE sent out association request, which is not expected for LWA. Therefore, an alternative way is WT sending S-KWT beforehand, which will not cause additional time delay as mentioned. It is possible that the WT can choose to only send the key to the WLAN APs adjacent to the eNB, but it still cannot avoid the possibility of sending key to WLAN APs to which the UE is not allowed connecting to. 
In short, informing WT the mobility set seems the appropriate way to avoid the security issue. However, the security aspect needs confirm by SA3. 
2.2 Mobility Control

In RAN2’s agreement, UE may perform mobility between WLAN APs within the mobility set without informing the eNB.  However, the UE’s mobility in WLAN network may be controlled by WLAN Access Controller (AC) in implementation if the UE using active scan mode. Specifically, several WLAN APs may receive UE’s probe request, and forward it to WLAN AC, then WLAN AC takes the decision on which AP(s) should feedback the probe response. Then the UE will select one WLAN AP to send association request. However, the WLAN AC may let WLAN AP(s) not in the mobility set response the probing because the WLAN side i.e. the WT, has no information about the mobility set. In order to avoid WLAN AC leading UE connecting to WLAN APs which it is not in the mobility set, it is better let the eNB to send the mobility set to the WT. And then the WT could forward it further to WLAN AC by implementation to avoid the mobility control mismatch between RAN and WLAN.
Proposal: The eNB should send the mobility set to WT upon WT addition procedure and WT modification procedure, in order to enhance LWA security and harmonize mobility control between RAN and WLAN network.
3   Conclusion
In this contribution, the necessity of mobility set information in WT is discussed.  It is proposed RAN3 to discuss and agree following proposal:
Proposal: The eNB should send the mobility set to WT upon WT addition procedure and WT modification procedure, in order to enhance LWA security and harmonize mobility control between RAN and WLAN network.
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