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1   Introduction
During RAN3#89 the introduction of a note in TS36.300 was proposed, see R3-151800. The note acknowledged the two possible configuration scenarios considered feasible by SA2in reply LS R3-151340, namely one where a MMEC is uniquely associated to a PLMN ID and the other where an MMEC is associated to multiple PLMN IDs. 
The purpose of the note was that of highlighting a scenario in which a number of companies believe there are advantages. This is the scenario where MMECs are mapped to a single PLMN ID and where RRC Rejections due to MME overload can be performed based on the MMEC reported in the UE’s S-TMSI.

At RAN3#89 the change in R3-151800 could not be agreed. Instead, a ay forward was captured in the RAN3#89’s meeting minutes consisting of a TP to the RAN Sharing TR 36.856 as well as to minute that configuring an MMEC to PLMN ID mapping is beneficial and feasible.
This paper follows the suggestions made in RAN3#89 and presents a way to capture the MMEC configuration scenario under discussion.
2   Summary of MMEC configuration scenario for RAN Sharing
An MME can support multiple MMECs, each uniquely identifying the MME. Therefore, an MME can be logically partitioned into different entities, one for each MMEC. When an eNB receives an S1: Overload Start with a specific list of GUMMEIs, the MMEC and PLMN ID for which the Overload message was issued are known at the eNB. In this case there are two mechanisms that can be used by the eNB to react to the indicated MME overload: RRC release and RRC rejection procedures.

The RRC release procedure can be used to release the UE from an attempted connection towards an overloaded MME (or an overloaded “list of GUMMEIs”) with the intention to let the UE re-connect and to select a non-overloaded MME for the UE. However, if a non-overloaded MME supporting an allowed PLMN ID is not available, the UE shall be rejected. Failure to do so would imply continuous attempts to reconnect by the UE.

In order to enable RRC rejections, the only parameter that can be used is the S-TMSI sent by the UE in the RRCConnectionRequest. The S-TMSI is made of the following parameters:

<S-TMSI> = <MMEC><M-TMSI>
Therefore, the MMEC of the MME where the UE was last registered can be deduced from the S-TMSI.

The following figure explains how the configuration of an MMEC can enable RRC rejections upon reception of an Overload Start.
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Figure 1: Example of how RRC release and RRC rejections could be used in case of S1: Overload Start conditions
From Figure 1 it can be seen that without MMEC mapping to PLMN ID, eNB1 may not be able to reject the UE immediately but it may wait until an RRCSetupComplete (message 4 of case 1) is issued in order to get the Registered MME and selected PLMN ID from the UE. 

At this point, the eNB will need to trigger an INITIAL UE MESSAGE with consequent DL NAS TRANSPORT procedure in order to receive the Handover Restriction List IE that would allow the eNB to judge whether there are other accessible and not overloaded MMEs available.

Due to MME load balancing, it is likely that if an MME of a given pool is overloaded, all other MMEs are overloaded or just about to become so. Hence a situation where the UE cannot or should not be connected to any MME due to overload is likely. It shall be noted that if an RRC Release is used and if an INITIAL UE MESSAGE and DL NAS TRANSPORT are triggered, the overload of the affected MME will be aggravated. 
A released UE will try to reconnect again either to the same eNB or to a redirection target eNB. Therefore, the use of the release procedure may be beneficial to attempt connecting the UE to other MMEs, but it implies new reconnection attempts by the UE.

In order to reject the UE as a consequence of an Overload Start message, the eNB can make use of the S-TMSI signalled in the RRCConnectionRequest. Such S-TMSI contains the MMEC of the last registered MME. If MMECs are configured in a way that each of them points uniquely at a PLMN ID, the eNB would be able to determine whether the UE is connecting to the same PLMN ID reported in the GUMMEI(s) at Overload Start. The eNB would therefore be able to reject the UE if the MMEC in the S-TMSI is mapped to the same PLMN ID included in one or more GUMMEIs in the Overload Start message. Using an RRC Rejection has the advantage of avoiding that new RRC Connection Requests are attempted by the UE. Indeed, the RRC rejection mechanisms allows to indicate to the UE the “RRC Extended Wait Time”, which specifies the time duration before which a UE should not attempt further connection requests. Such timer could also be used to differentiate between high priority and low priority access UEs.
3   Conclusions and Proposals
In this paper the mechanism of MMEC configuration where MMECs are mapped to PLMN IDs for the purpose of facilitating RRC rejection actions is described. This mechanism was found beneficial by a number of companies in RAN3. 
RAN3 had a discussion on whether such configuration is feasible and sent an LS to SA2 asking for feedback. SA2 confirmed in R3-151340 that such configuration is feasible. It is therefore proposed to document the methods and to agree to the TP to TR36.856 in Section 4, describing the use case and technical aspects of the configuration. It is also proposed to minute the following in the RAN3 meeting minutes:
In network sharing, it is feasible to map each MMEC to a single PLMN ID, in order to facilitate RRC rejections due to MME overload cases.
4   Text Proposal for TR36.856
---------------------------First Change---------------------------

4.2
Support for per Operator based Overload Procedure

The purpose of the Overload Start procedure is to inform an eNB to reduce the signalling load towards the concerned MME. However, in case MME is also Shared when Gateway Core Network (GWCN) is adopted, there should be a way for an MME to Selectively indicate the Overload Situation per PLMN ID.

4.2.1
Problem description:

a)
Current MME overload Start/Stop procedure in an GWCN network may be triggered whenever the overall load reaches its limit irrespective of whether an operator has in fact used its shared quota OR not. This  may create a situation whereby an overloading behavior of one operator having negative impacts on other under loaded operators.

4.2.2
Solutions:

Following high-level solution have been identified for (a):

4.2.2.1
Signalling of Overload per PLMN

Overload Start/Stop in GWCN has to be signalled per PLMN ID by taking current Load per PLMN ID and agreed quota per PLMN ID into consideration using:

a)
Existing PLMN Identity IE of GUMMEI IE included in Overload Start/Stop procedure can be used as a per PLMN indication of the overload start/stop.

b)
Using a new IE to indicate what PLMN-IDs a single Overload Start/Stop trigger pertains.

Table 4.2.2-1: Comparison of Solution a and Solution b

	
	Solution a): GUMMEI (PLMN + MME Group ID + MME Code)
	Solution b): PLMN only

	MME Impacts
	Implementation impact in case GUMMEI List support for Overload Start/Stop procedure has not been implemented at MME

Procedural text for Overload Start procedure may need to be modified.
	Stage 2 and Stage 3 specification impact due to the introduction of new IEs.

Implementation impact due to the introduction of new IEs



	Amount of information to be transmitted
	Relatively more

- OCTET STRING (size (6))
	Relatively Less

- OCTET STRING (size (3))

	DeNB to Relay (working or not)
	Yes


	Yes

	Processing delay on eNB or DeNB side
	Low

- Checking or Collecting the GUMMEIs directly
	Relatively high

- Mapping based on the S1 setup response procedure set up before


In case multiple Overload procedures are triggered for different PLMN-IDs, the situation that the last Overload Start/Stop will override the existing triggers may happen. The procedures may need to be enhanced to fully support the reuse of GUMMEI List.
4.2.2.2
Solution to Enable RRC Rejections after Overload Start
An MME can support multiple MMECs, each uniquely identifying the MME. Therefore, an MME can be logically partitioned into different entities, one for each MMEC. When an eNB receives an S1: Overload Start with a specific list of GUMMEIs, the MMEC and PLMN ID for which the Overload message was issued are known at the eNB. In this case there are two mechanisms that can be used by the eNB to react to the indicated MME overload: RRC release and RRC rejection procedures.

The RRC release procedure can be used to release the UE from an attempted connection towards an overloaded MME (or an overloaded “list of GUMMEIs”) with the intention to let the UE re-connect and to select a non-overloaded MME for the UE. However, if a non-overloaded MME supporting an allowed PLMN ID is not available, the UE shall be rejected. Failure to do so would imply continuous attempts to reconnect by the UE.

In order to enable RRC rejections, the only parameter that can be used is the S-TMSI sent by the UE in the RRCConnectionRequest. The S-TMSI is made of the following parameters:

<S-TMSI> = <MMEC><M-TMSI>
Therefore, the MMEC of the MME where the UE was registered can be deduced from the S-TMSI.

The following figure explains how the configuration of an MMEC can enable RRC rejections upon reception of an Overload Start.
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Figure 1: Example of how RRC release and RRC rejections could be used in case of S1: Overload Start conditions
From Figure 1 it can be seen that without MMEC mapping to PLMN ID, eNB1 may not be able to reject the UE immediately but it may wait until an RRCSetupComplete (message 4) is issued in order to get the Registered MME and selected PLMN ID from the UE. 

At this point, the eNB will need to trigger an INITIAL UE MESSAGE with consequent DL NAS TRANSPORT procedure in order to receive the Handover Restriction List IE that would allow the eNB to judge whether there are other accessible and not overloaded MMEs available.

Due to MME load balancing, it is likely that if an MME of a given pool is overloaded, all other MMEs are overloaded or just about to become so. Hence a situation where the UE cannot or should not be connected to any MME due to overload is likely. It shall be noted that if an RRC Release is used and if an INITIAL UE MESSAGE and DL NAS TRANSPORT are triggered, the overload of the affected MME will be aggravated. 

A released UE will try to reconnect again either to the same eNB or to a redirection target eNB. Therefore, the use of the release procedure may be beneficial to attempt connecting the UE to other MMEs, but it implies new reconnection attempts by the UE.

In order to reject the UE as a consequence of an Overload Start message, the eNB can make use of the S-TMSI signalled in the RRCConnectionRequest. Such S-TMSI contains the MMEC of the last registered MME. If MMECs are configured in a way that each of them points uniquely at a PLMN ID, the eNB would be able to determine whether the UE is connecting to the same PLMN ID reported in the GUMMEI(s) at Overload Start. The eNB would therefore be able to reject the UE if the MMEC in the S-TMSI is mapped to the same PLMN ID included in one or more GUMMEIs in the Overload Start message. Rejecting UEs has the advantage of avoiding that new RRC Connection Requests are attempted by the UE. Indeed, the RRC rejection mechanisms allows to indicate to the UE the “RRC Extended Wait Time”, which specifies the time duration before which a UE should not attempt further connection requests. Such timer could also be used to differentiate between high priority and low priority access UEs.
---------------------------End of changes---------------------------
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