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1   Introduction
This contribution provides a report of the email discussion:
[#10: Security Algorithm negotiation - DC]  
The frame for this discussion is given by:

· Starting from R3-142585

· Provide short TP for stage 2 Security Algorithm

· TP for stage2, if any agreement 

· If any agreement, final tdoc will be provided by MCC, otherwise email discussion summarize, way forward, and TP will be provided by  E/// to next meeting (tdoc requested by E///)

As an outcome, way forwards are proposed based on the majority views of participating companies.
2   Discussion
The email discussion was started on Wednesday Oct 15 2014:

The main discussion during RAN3#85bis was whether the text proposal in R3-142585 [1] is already sufficiently captured by text available already in TS33.401.

Ericsson states that TS 33.401[2] Annex E, §E.2.4.3 already provides sufficient description, which could be simply referenced in 36.300. We therefore propose to add a simple sentence in for the running CR 36.300 in Section 14.1:
 “Negotiation of the security algorithm for SCG bearer in DC is according to section E.2.4.3 of TS 33.401 [22].”
 Huawei, NEC were in favour of the proposed text.

Samsung didn’t have a strong opinion

CATT and Nokia networks opposed the proposal, stating that 

-
TS 33.401 is already specific enough

-
No such specification text is given for HO in TS 36.300

-
It should be up to the WI and stage 2 rapporteurs to discuss whether such change is needed.

3   Summary
There was neither an agreement on the proposed text nor on the arguments provided by the opponents. The email discussion ended without any conclusion.
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