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1 Introduction

At the last meeting RAN3 agreed to define the ProSe Authorized IE as an extensible list of enumerated-type IEs, to signal “authorized” and “not authorized” status for each ProSe service. This resulted in the endorsed baseline CRs [1] and [2]. One company then raised the following issues:

1. The ProSe Authorized IE contains only optional IEs. Should we specify abnormal conditions in case it is sent without any included IEs?
2. SA2 confirmed [3] RAN3’s assumption that the ProSe authorization is valid only for the serving PLMN [4]. It is possible that SA2 may have misunderstood the issue, so the issue of ProSe authorization signaling in inter-PLMN scenarios should be further investigated.
In this document we will analyze both issues and verify what needs to be done (if anything) to address them.
2 Discussion
2.1 An IE which Contains only Optional IEs
Following the discussion at the last RAN3 meeting, the ProSe Authorized IE is defined as shown in Table 1. This IE is added as “optional” with criticality “ignore” to a number of S1AP and X2AP messages, and the appropriate text describing receiver behavior when it is included has been added.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	ProSe Direct Discovery
	O
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized for ProSe Direct Discovery

	ProSe Direct Communication
	O
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized for ProSe Direct Communication


Table 1 ProSe Authorized IE as currently defined in [1] and [2].
An IE containing only optional IEs is perhaps uncommon in RAN3 ASN.1, but it is not prevented [5]. An example of this usage is the Criticality Diagnostics IE (e.g. [6]), which is optional in a number of messages and is made up of only optional IEs. The protocol specification does not prevent sending an empty Criticality Diagnostics IE. Further examples of this can be found in several IEs in RANAP.
Observation 1: The protocol specifications do not prevent sending an empty IE.

However, in case the UE is not authorized for ProSe, it is hard to see why the sending node would include an empty ProSe Authorized IE rather than simply no IE at all.

Observation 2: It is hard to see why the sending node would include an empty ProSe Authorized IE rather than simply no IE at all.
Let us now look at receiver behavior in case such an empty IE is received.

The currently proposed behavior text for S1AP [1] states that, according to the specific message/procedure, the receiver shall, if supported, either:
· Store the received ProSe authorization information in the UE context (Initial Context Setup), or

· Update its information accordingly, and take appropriate action if one or more IE(s) are set to “not authorized” (UE Context Modification / Path Switch Request), or

· Consider that the UE is authorized for the relevant ProSe service(s) in case one or more IE(s) are set to “authorized” (Handover Request).

In case an “empty” ProSe Authorized IE is received, it seems hard to find any ambiguity in the text above: the receiver will simply ignore it, since it contains no information.
Let us remember that the included IEs can convey both “authorized” and “not authorized” values to allow signaling a “delta” with respect to previously sent information. But even in this case (i.e. the UE CONTEXT MODIFICATION REQUEST message), it seems trivial that if no information is sent, no “delta” can be inferred by the receiver.
Observation 3: If an empty ProSe Authorized IE is received, it seems sensible for the receiver to ignore it; there seems to be no justification for any other node behavior.

Proposal 1: Abnormal conditions for the case of receiving an empty ProSe Authorized IE are not needed.
Adding the ProSe Direct Discovery and the ProSe Direct Communication IEs directly to each S1AP and X2AP message (as optional with criticality “reject”) would make adding new ProSe services less straightforward. Therefore, we do not consider this as a feasible option.

Observation 3bis: Adding the ProSe Direct Discovery and the ProSe Direct Communication IEs directly to each message is not feasible, because it would make protocol extension and maintenance less straightforward.
Perhaps the current behavior text for the UE CONTEXT MODIFICATION REQUEST and PATH SWITCH REQUEST ACKNOWLEDGE messages could be further refined to better reflect the considerations above, as follows (change highlighted):
If the ProSe Authorized IE is contained in the {UE CONTEXT MODIFICATION REQUEST | PATH SWITCH REQUEST ACKNOWLEDGE} message, the eNB shall, if supported, update its ProSe authorization information for the UE according to the IE(s) included in the ProSe Authorized IE. If the ProSe Authorized IE includes one or more IEs set to “not authorized”, the eNB shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant ProSe service(s).
Another possibility might be to change the IE name from ProSe Authorized to ProSe Authorization, so that its mere inclusion in a message, even when empty, cannot possibly suggest an “authorized” status.
Proposal 2: RAN3 should discuss the above proposals: modifying the behavior text of the UE CONTEXT MODIFICATION REQUEST and PATH SWITCH REQUEST ACKNOWLEDGE messages to “... according to the included IE(s)” instead of “accordingly”, and/or renaming the IE from ProSe Authorized to ProSe Authorization. In the latter case, the X2AP CR will have to be updated.
2.2 ProSe Authorization and Inter-PLMN Scenarios
The other issue is whether inter-PLMN scenarios may need special consideration.
In case the source and target eNBs belong to different PLMNs, the ProSe authorization in the source may not be the same as in the target. In this case, the target MME will supply the correct ProSe authorization information to the target eNB based on the information from the HSS (and possibly on configuration). Notice that this is also true in case of inter-PLMN X2 handover, since the most reliable information will be signaled to the target eNB by the MME during the Path Switch procedure.
Observation 4: The target eNB will rely on the ProSe authorization information (i.e. valid for the target PLMN) from the target MME.
According to the current assumption, the ProSe authorization is valid only for the serving PLMN; in case of roaming, the serving PLMN is the VPLMN. According to [7], the ProSe functions in the HPLMN and the VPLMN can coordinate through PC7, and the visited MME can obtain ProSe-related information from the HPLMN HSS through S6a (see Figure 1). It is worth noting that due to GSMA restrictions on deployment of UE-server interfaces, SA2 recently removed the direct connection between the VPLMN and the UE: there is no interface between the visited ProSe function and the roaming UE. 
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Figure 1 Roaming reference architecture for ProSe [7]; UE A is roaming in PLMN C.

Observation 5: It is possible for the visited MME to obtain the correct information from the home HSS.
Proposal 3: No additional change is needed to RAN3 protocols to support ProSe in case of roaming.
3 Conclusions and Proposals
We have analyzed the two issues that were discussed at the last RAN3 meeting; we believe there are no outstanding issues to agree the baseline S1AP and X2AP baseline CRs. Our proposals are summarized below.
Proposal 1: Abnormal conditions for the case of receiving an empty ProSe Authorized IE are not needed.

Proposal 2: RAN3 should discuss the above proposals: modifying the behavior text of the UE CONTEXT MODIFICATION REQUEST and PATH SWITCH REQUEST ACKNOWLEDGE messages to “... according to the included IE(s)” instead of “accordingly”, and/or renaming the IE from ProSe Authorized to ProSe Authorization. In the latter case, the X2AP CR will have to be updated.

Proposal 3: No additional change is needed to RAN3 protocols to support ProSe in case of roaming.
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