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1 Introduction 

In RAN3#82&83 meeting, the issue of Transport Layer Address had been discussed and clarified that the Transport Layer Address IE in TS36.413 which has variable 160bits is for either IPv4 (32bits) or IPv6 (128bits) address[1][2]. This conclusion excludes both IPv4 and IPv6 address included in Transport Layer Address IE .And it also places an implicit requirement on the MME shall support IP address selection function for the Serving GW address. But according to the current specification of the S11 interface (TS39.274), the Serving GW can allocate both an IPv4 and IPv6 address to MME in IPv4 and IPv6 dual stack scenario. SA2 has sent LS [3] to RAN3 and put forward three questions. This contribution analyzes the mentioned questions in SA2’s LS and gives some proposals.
2 Discussion

2.1 Which is the right NE for Performing IP Address Selection?

The IPv6 transition has been an ongoing process throughout the world due to the exhaustion of the IPv4 address space. The migration from IPv4 to IPv6 is gradually because this transition leads to costly end-to-end network upgrades. Therefore the IPv4 and IPv6 mixed scenario is widely exist in the future network. In the mixed scenario, the S-GW provides both IPv4 and IPv6 address to MME in EPC bearer establishment or modification produce. Subsequently, either MME or eNB should decide to use IPv4 or IPv6 address for traffic transport. Though in the current specifications, both eNB and EPC can support multiple IP address and IPv4/6 dual stack. But which network element is suitable for performing IP address selection is not descript in related specifications. Therefore this question was put forward in the LS [3].

In the macro only scenario, both MME and eNB are the right network element responsible for performing IP address selection. And two potential solutions for performing IP address selection are listed below:
Alt1 (MME Solution) [4]: Upon an eNB establishes the S1 connection with MME, the MME has the knowledge of the IP version of S1-C interface. Considering the IP version of S1-C is the same as that of S1-U in LTE network deployment. MME can select the IP address of S1-U for an E-RAB according to that of the S1-C interface.
Alt2 (RAN Solution): If the MME provide both IPv4 and IPv6 address as uplink GTP tunneling point for one or more E-RABs to an eNB in a S1-AP message (e.g. E-RAB SETUP REQUEST), the eNB shall decide which IP version to be used in uplink transport transmission and indicate only one IP address as downlink GTP tunneling point which has the same IP version with uplink transport transmission.
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Fig 1 IPv4 and IPv6 mixed scenario
But according to the conclusion of SA2, Alt1 places an implicit requirement on the MME that it shall support IP version selection function for the Serving GW address. Furthermore, as depicted in Fig1, mixed HeNBs deployments via a HeNB-GW, where some HeNBs at the S1-U transport layer, support IPv4 only whereas other HeNBs support IPv6 only, and they are all connecting to the same MME. Since S1 signaling is terminated at HeNB GW, MME cannot select the appropriate IP address for the HeNB according to the IP version of the S1-C interface. Therefore the Alt1 is not suitable for this scenario.
In TS36.300, the protocol stack for S1 user plane has two options: 
Option 1: User plane for S1-U interface for HeNB withHeNB GW
Option 2: User plane for S1-U interface for HeNB without HeNB GW
For Option1, HeNB-GW acts as eNB and MME+S-GW towards EPC and HeNB respectively. Therefore the S1-U between HeNB and S-GW has been divided into two segments. And this scenario is equivalent to two independent macro only scenarios. Therefore both HeNB-GW and HeNB are suitable for IP address selection in this scenario. 
For Option2, MME should provide both IPv4 and IPv6 address to HeNB-GW. And either HeNB-GW or HeNB can select an appropriate IP address to be used. Similar to MME, the IP address selection function is a new function requirement for HeNB-GW. Therefore we propose HeNB is responsible for IP address selection in this scenario. Then, the HeNB indicates one IPv4 or IPv6 address as the downlink GTP tunneling point in the S1-AP message (e.g. E-RAB SETUP RESPONSE) to HeNB-GW.
In a word, we propose that eNB/HeNB/HeNB-GW is the right network element responsible for performing the selection of actual transport layer IP address to be used. And this conclusion will not impact on the EPC specifications. Furthermore, both IPv4 and IPv6 address included in Transport Layer Address IE shall not be excluded in standard. 

Proposal 1: eNB/HeNB/HeNB-GW is the right network element responsible for performing the selection of actual transport layer IP address to be used.
Proposal 2: Both IPv4 and IPv6 address included in Transport Layer Address IE shall not be excluded in specifications.
2.2 The order of IPv4 and IPv6 in Transport Layer Address
Since RAN side is responsible for performing IP address selection, MME may indicate both IPv4 and IPv6 address in some S1-AP messages during the establishment of a GTP tunneling for one or multiple E-RABs. These S1-AP messages are listed as below:

[1]. INITIAL CONTEXT SETUP REQUEST 

[2]. E-RAB SETUP REQUEST 

[3]. E-RAB MODIFY REQUEST

[4]. HANDOVER REQUEST 

Since the current specification shows no reference for the presence order of IPv4 and IPv6, in order to obtain the correctly decoding in RAN side, the presence order of IPv4 and IPv6 in TNL shall be clarified in related specifications. And we agree with the opinion in the contribution [1]. Therefore we propose that the IPv4 be set from the MSB which is then followed by IPv6 address in the Transport Layer Address IE. 
Proposal 3: the IPv4 be set from the MSB which is then followed by IPv6 address in the Transport Layer Address IE. And a semantic description to clarify the presence order of IPv4 and IPv6 addresses shall be added in TS36.414 and TS36.424.
3 Conclusion
In this contribution, some proposals are given as below:
Proposal 1: eNB/HeNB/HeNB-GW is the right network element responsible for performing the selection of actual transport layer IP address to be used.
Proposal 2: Both IPv4 and IPv6 address included in Transport Layer Address IE shall not be excluded in specifications.
Proposal 3: the IPv4 be set from the MSB which is then followed by IPv6 address in the Transport Layer Address IE. And a semantic description to clarify the presence order of IPv4 and IPv6 addresses shall be added in TS36.414 and TS36.424.
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TS36.414 V12.0.0


The path protocol used shall be UDP (IETF RFC 768 [3]).


The UDP port number for GTP-U shall be as defined in TS 29.281 [2].


The eNB and the EPC shall support fragmentation and assembly of GTP packets at the IP layer.


The eNB and the EPC shall support IPv6 (IETF RFC 2460 [5]) and/or IPv4 (IETF RFC 791 [6]).


There may be one or several IP addresses in the eNB and the EPC. The packet processing function in the EPC shall send downstream packets of a given E-RAB to the eNB IP address (received in S1-AP) associated to that particular E-RAB. The packet processing function in the eNB shall send upstream packets of a given E-RAB to the EPC IP address (received in S1-AP) associated to that particular E-RAB.


The Transport Layer Address signaled in S1-AP messages is a bit string of either


a)	32 bits in the case of using IPv4 address according to IETF RFC 791 [6]; or


b)	128 bits in the case of using IPv6 address according to IETF RFC 2460 [5].
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