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1
Introduction
At RAN3#81bis the discussion about the “kill-all” mechanism continued. This paper provides a cost-benefit analysis showing that without further clarification of the benefits, the cost of adding the “kill-all” mechanism is larger than the benefits.
2
Discussion
2.1 Identified problems and solutions

Our understanding is that the motivation for discussing the “kill-all” is because the work item shall consider/assess the following possible change:
“capability for the CBC to stop broadcasting of all messages in an area. (e.g. when messages are still broadcasting, which should have been cancelled, but weren’t for unknown reasons);”

During the work item these “unknown” reasons have been discussed and the following have been identified so far:
1. An eNodeB that saves PWS data at restart and misses a kill request message when the S1 links are down. A description of this problem is available in [2]. The proposed solution is to clear PWS data in the eNodeB and inform the CBC via the MME that the eNodeB may have lost its PWS data by triggering the eNodeB Operational Information message.
2. No standardised support making the CBC aware of which cells were successfully stopped existed. A description of this problem is available in [2]. Proposed solution by CT1 to introduce the Stop Warning Indication message and a “kill-all” indication in the Kill procedure according to [3]. 
3. A better solution compared to using the “kill-all” message as in [3] is to add the Global eNB ID in the Stop Warning Indication message when the eNodeB has returned an empty Broadcast Cancelled Area List IE ([4]). 
The enhancements above without the “kill-all” mechanism are sufficient to provide protocols where a CBC implementation is able to know which PWS information is used for broadcast in the eNodeBs.
Conclusion: No technical reason for using the “kill-all” mechanism, which cannot be solved by the CBC and eNodeB implementations, when also taking the other improvements in the work item into account has been identified.
2.2 Cost-benefit analysis
The reason for introducing the “kill-all” mechanism is [6]: 

“To stop broadcasting of all Warning Messages in the eNodeB. This is to be used by the CBC when the CBC has lost the reference to one or more messages that are still being broadcasted but shouldn’t.“
From this it is clear that the CBC has lost the reference to one or more messages that are still being broadcasted and when also taking the chairman note that ”kill all respond for failure in the eNB, failure is not a due to bad implementation …” our understanding is that the problem the “kill-all” is intended to solve is as follows: A Message Identifier and Serial number which have been used by the CBC to trigger at least one message is unavailable in the node when at least one eNodeB in the network is still broadcasting the service. 
In our understanding there are two possibilities why the Serial Number and Message Identifier are not available when needed. The first one is that there is a CBC internal problem that can be solved by the implementation and the second is that the standard contains limitations/constraints mandating the CBC to delete the Serial Number and/or Message Identifier. 

Implementation specific problems are not within the scope of standardisation hence the remaining possibility is that the standard contains limitations/constraints mandating the CBC to delete the Serial Number and/or Message Identifier which then needs to be handled by improving the standard.

Question 1: What is the limitation/constraint in the standard that mandates the CBC to delete the Serial Number and/or Message Identifier before the CBC has got confirmation that all eNBs have successfully stopped broadcasting?

Question 2: Why is the best alternative to solve the problem(s) presented as the response to Question 1 by introducing the “kill-all” mechanism?
On the benefit side:

· FFS
On the cost side:

· The “kill-all” mechanism cannot be used when there are several CBE’s in the network. The problem, if any identified, still remains to be solved in that scenario.
· The proposed implementation of the “kill-all” message [5][6] is not backwards compatible.
Conclusion: The cost-benefit analysis shows that the cost for introducing the “kill-all” mechanism is greater than the benfits hence this mechanism shall not be added to the standard.

3
Summary and Proposal
We kindly ask RAN3 to address the following questions: 
Question 1: What is the limitation/constraint in the standard that mandates the CBC to delete the Serial Number and/or Message Identifier before the CBC has got confirmation that all eNBs have successfully stopped broadcasting?

Question 2: Why is the best alternative to solve the problem(s) presented as the response to Question 1 by introducing the “kill-all” mechanism?
If no further arguments strong enough to change the outcome of the cost-benefit analysis we propose to inform CT1 in an LS [7] that RAN3 have decided to not implement the “kill-all” mechanism.
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