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1. Overall Description:

RAN3 discussed the RAN2 concerns raised by LS [R2-133018/R3-131631] about a delivery of user traffic with passing through Security Gateway more than once over Xn interface in some deployment scenarios.

RAN3 agreed that:

· Passing through Security Gateway more than once may occur in U-plane option 2-3 only if Security Gateway is needed for MeNB. However, since this may already occur during data forwarding over X2 in legacy handover, this is not seen as a showstopper for small cell solutions based on U-plane options 2 and 3.

· There is no protocol difference on Xn regardless of user data passing through SeGW or not in any U-plane architecture option.
2. Actions:

To RAN2:
RAN3 kindly asks RAN2 to take the above agreement made by RAN3 into consideration.
3. Date of Next TSG-RAN3 Meetings:

TSG-RAN3 Meeting #82

11th  – 15th  November 2013 San Francisco, USA.
TSG-RAN3 Meeting #83

10th  – 14th  February 2014 Prague, Czech Republic.
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