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1. Introduction 

For the SIPTO@LN with stand-alone GW function i.e. standalone GW with S-GW and L-GW collocated, there are some alternatives to realize the S-GW relocation. This contribution discusses these alternatives. 
The S-GW relocation is for the case when SIPTO PDN connection is established where there exists normal PDN connection, and the MME trigger the S-GW relocation from normal S-GW to S-GW in stand-alone GW without UE mobility. The MME could decide the S-GW relocation based for instance on whether the S-GW is optimal for the user’s current location.
2. Discussion
2.1 Needed new Information Elements
The needed new information element for S-GW relocation will be the following:

Dedicated to the E-RAB, 

· Transport Layer Address which will be the IP address of target S-GW relevant to the GTP tunnel, and

· UL TEID in the target S-GW.

2.2 Comparison of alternatives
· Alt 1: use of new S1AP procedure.  

· Alt 2: use of existing S1AP procedure

The Alt 1 will have much more work to do, obviously because it needs to introduce a new procedure. The benefit of introducing new procedure is that it does not impact on the existing procedures. Therefore a new procedure can be introduced specific to a given functionality  or it can be  generally  considered to be future proof. 
The Alt 2 that tries to use an existing procedure leads obviously to less work. The only drawback is that it may have an impact, if any, on the existing behavior.
Proposal 1: We propose to reuse the existing S1AP procedure in order to ensure less protocol work.
There are some more alternatives e.g. to reuse E-RAB Modification procedure or UE Context Modification procedure.
· Alt2-1: reuse of E-RAB Modification procedure.  

· Alt2-2: reuse of UE Context Modification procedure.

E-RAB MODIFY REQUEST message contains mandatory E-RAB Level QoS Parameters IE and NAS-PDU IE which are not relevant to the S-GW relocation. It needs either to add an Indicator or to add procedure text to specify in order to ignore those mandatory IEs when executing the S-GW relocation. However if there happens to be a need to indicate change in E-RAB Level QoS Parameters IE during S-GW relocation,  it will become more complicated. 
UE CONTEXT MODIFICATION REQUEST message does not have irrelevant mandatory IE for S-GW relocation. Hence,  adding a new information element for the purpose of S-GW relocation will not have any impact on exiting behavior. 
From the procedure functionality point of view, E-RAB Modification procedure is relevant to E-RAB while UE Context Modification procedure is relevant to UE-Context. Since the S-GW Relocation function is to relocate all E-RABs of a UE, the UE Context Modification procedure can also be considered   appropriate.
Then a final comparison point would be the impact on the actual change to the signaling message. As analyzed above, UE CONTEXT MODIFICATION REQUEST message does not contain any mandatory IEs. Therefore when comparing with E-RAB MODIFY REQUEST message, it would be simpler to add needed information elements for the S-GW relocation function which will not need to consider the impact on existing information elements.

Proposal 2: it is proposed to reuse UE Context Modification procedure for the reason that there is no mandatory IE; therefore it is easier to add new information elements for S-GW relocation function.

3. Summary and proposal.
This contribution has studied the procedure in S1AP for S-GW relocation function for SIPTO@LN Standalone GW with S-GW and L-GW collocated GW. We have the following proposals:

Proposal 1: We propose to reuse the existing S1AP procedure in order to ensure less protocol work.
Proposal 2: it is proposed to reuse UE Context Modification procedure for the reason that there is no mandatory IE; therefore it is easier to add new information elements for S-GW relocation function.

---------------proposed change to the 36.413 UE Context Modification
8.3.4
UE Context Modification
8.3.4.1
General
The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g., with the Security Key or the Subscriber Profile ID for RAT/Frequency priority. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.

The UE CONTEXT MODIFICATION REQUEST message may contain.

-
the Security Key IE.
-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the UE Aggregate Maximum Bit Rate IE.

-
the CS Fallback Indicator IE.

-
the UE Security Capabilities IE. 

-
the CSG Membership Status IE.

-
the Registered LAI IE.

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the eNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15]

-
store the UE Security Capabilities IE and take them into use together with the received keys according to TS 33.401 [15].

-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in TS 36.300 [14].

If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message the eNB shall:
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

· use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

If the CSG Membership Status IE is received in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall take the following action:

-
If the cell that serves the UE is a hybrid cell, the eNB shall store the value contained in the CSG Membership Status IE and replace any previously stored membership status value by this new one. It shall then use it as defined in TS 36.300 [14].

-
If the cell that serves the UE is a CSG cell, and the CSG Membership Status IE is set to “not-member”, the eNB should initiate actions to ensure that the UE is no longer served by the CSG cell as defined in TS 36.300 [14]. 

If the UE Aggregate Maximum Bit Rate IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 
If the CS Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The eNB shall reply with the UE CONTEXT MODIFICATION RESPONSE message and then act as defined in TS 23.272 [17]. If the CS Fallback Indicator IE is set to “CS Fallback High Priority”, the eNB shall consider that no roaming area nor access restriction applies to the UE and process according to TS 23.272 [17].
If the Registered LAI IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17].
If the E-RAB To Be Switched in Uplink List IE is included, the eNB shall execute the switching of the requested E-RAB transport layer address for MME triggered S-GW relocation as specified in TS 23.401 [11].
The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME the successful update of the UE context.

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.

8.3.4.3
Unsuccessful Operation


[image: image2.wmf] 

UE CONTEXT MODIFICATION 

FAILURE

 

UE 

CONTEXT 

MODIFICATION REQUEST

 

eNB

 

MME

 


Figure 8.3.4.3-1: UE Context Modification procedure. Unsuccessful operation.

In case the UE context update cannot be performed successfully the eNB shall respond with the UE CONTEXT MODIFICATION FAILURE message to the MME with an appropriate cause value in the Cause IE. 

8.3.4.4
Abnormal Conditions

If the eNB receives both the CS Fallback Indicator IE and one of the security IEs (either the Security Key IE or the UE Security Capabilities IE) in the UE Context Modification Request message, the eNB shall ignore both IEs and send back the UE CONTEXT MODIFICATION FAILURE message with an appropriate cause value.
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9.1.4.8
UE CONTEXT MODIFICATION REQUEST

This message is sent by the MME to provide UE Context information changes to the eNB.

Direction: MME ( eNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Security Key
	O
	
	9.2.1.41
	A fresh KeNB is provided after performing a key-change on the fly procedure in the MME, see TS 33.401 [15].
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	UE Security Capabilities
	O
	
	9.2.1.40
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	E-RAB To Be Switched in Uplink List
	
	0..1
	
	
	YES
	reject

	>E-RABs Switched in Uplink Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	


9.1.4.9
UE CONTEXT MODIFICATION RESPONSE

This message is sent by the eNB to confirm the performed UE context updates.

Direction: eNB ( MME

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore
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-- **************************************************************

--

-- UE CONTEXT MODIFICATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- UE Context Modification Request

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID




PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID




PRESENCE mandatory
}|


{ ID id-SecurityKey




CRITICALITY reject
TYPE SecurityKey




PRESENCE optional
}|


{ ID id-SubscriberProfileIDforRFP
CRITICALITY ignore
TYPE SubscriberProfileIDforRFP

PRESENCE optional
}|


{ ID id-uEaggregateMaximumBitrate
CRITICALITY ignore
TYPE UEAggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-CSFallbackIndicator


CRITICALITY reject
TYPE CSFallbackIndicator


PRESENCE optional
}|


{ ID id-UESecurityCapabilities

CRITICALITY reject
TYPE UESecurityCapabilities


PRESENCE optional
}|


{ ID id-CSGMembershipStatus


CRITICALITY ignore
TYPE CSGMembershipStatus


PRESENCE optional
}|

{ ID id-RegisteredLAI



CRITICALITY ignore
TYPE LAI






PRESENCE optional
}|

-- Extension for Release 11 to support S-GW Relocation -- 


{ ID id-E-RABToBeSwitchedULList


CRITICALITY ignore
TYPE E-RABToBeSwitchedULList

PRESENCE optional
},

...

}

E-RABToBeSwitchedDLList




::= E-RAB-IE-ContainerList { {E-RABToBeSwitchedDLItemIEs} }

E-RABToBeSwitchedDLItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSwitchedDLItem


CRITICALITY reject
TYPE E-RABToBeSwitchedDLItem


PRESENCE mandatory
},


...

}

E-RABToBeSwitchedDLItem ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


transportLayerAddress


TransportLayerAddress,


gTP-TEID





GTP-TEID,


iE-Extensions




ProtocolExtensionContainer { { E-RABToBeSwitchedDLItem-ExtIEs} }


OPTIONAL,


...

}

E-RABToBeSwitchedDLItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
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