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1.
Introduction
In RAN3 meeting #79 and #79bis meetings, seven solutions and the corresponding comparison matrix were agreed for solving the IP address discovery and X2 setup issue. This paper will analyze it and show our view regarding the solution down selection. 
2.
Discussion
The possible solutions for peer discovery and X2 setup agreed in RAN3 #79 are given as follows: 
·  G1A: RNLid + registration with  X2 setup request + X2GW(s) IP@ in eNB by configuration 
·  G1B: RNLid + registration with  X2 setup request + X2GW(s) IP@ in eNB by TNL discovery 
·  G1C: RNLid + registration with new message + X2GW(s) IP@ in eNB by configuration 
·  G1D: RNLid + registration with new message + X2GW(s) IP@ in eNB by TNL discovery 
·  G2A: target node ip@ + TNL address discovery + X2GW(s) IP@ in eNB by configuration 
·  G2B: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by ipsec field of TNL discovery
·  G2C: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by new field added to TNL discover
The corresponding comparison matrix was also agreed last meeting, which would be the baseline for down-selection. 
	
	G1-A
	G1-B
	G1-C
	G1-D
	G2-A
	G2-B
	G2-C

	X2-GW complexity
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	Context (RNL id, IP @) + neighbouring Context for switch off case*

Routing with lookup table
	neighbouring Context for switch off case*

Routing with IP@
	neighbouring Context for switch off case*

Routing with IP@
	neighbouring Context for switch off case *

Routing with IP@

	RNL/TNL Protocol layer separation
	Separation kept
	Separation kept
	Separation kept
	Separation kept
	Separation broken: IP addresses included at X2-AP layer
	Separation broken: IP addresses included at X2-AP layer
	Separation broken: IP addresses included at X2-AP layer

	Impact on eNBs/HeNBs
	- RNL id in X2 setup

- Need to differentiate new X2 Setup for registration
	- RNL id in X2 setup

- Need to differentiate new X2 Setup for registration
	-  RNL id in X2 setup

- New Register message
	- RNL id in X2 setup

- New Register message
	- TNL id in X2 setup

-possible impact on multi-homing
	- TNL id in X2 setup

-possible impact on multi-homing
	-  TNL id in X2 setup

-possible impact on multi-homing 

	Impact on specifications
	-TNL @ discovery enhanced with X2gw IP@

-Destination RNL-Id in X2 setup request
- behaviour change for X2 setup 

- issue in specifying setup response

	-TNL @ discovery enhanced with X2gw IP@
-Destination RNL-Id in X2 setup request
-behaviour change for X2 setup

- issue in specifying setup response
	-TNL @ discovery enhanced with X2gw IP@
-Destination RNL-Id in X2 setup request

-Registration procedure before X2 setup

	-TNL @ discovery enhanced with X2gw IP@
-Destination RNL-Id in X2 setup request

-Registration procedure before X2 setup

	-TNL @ discovery enhanced with X2gw IP@
-Destination IP @ in X2 setup request


	-TNL @ discovery not modified 
-Destination IP @ in X2 setup request


	-TNL @ discovery enhanced with X2gw IP@
-Destination IP @ in X2 setup request



	Impact on O&M
	X2-GW IP addresses configured in eNBs
	None
	X2-GW IP addresses configured in eNBs
	None
	X2-GW IP addresses configured in eNBs
	None
	None

	Impact on IOT
	New X2 Setup to be tested 

+

Re-test existing X2 setup
	New X2 Setup to be tested 

+

Re-test existing X2 setup
	New Register message to be tested
	New Register message to be tested
	TNL @ in RNL to be tested
	TNL @ in RNL to be tested
	TNL @ in RNL to be tested

	Protection from HeNBs' on/off switches
	No impact on MME and eNB
	No impact on MME and eNB
	No impact on MME and eNB
	No impact on MME and eNB
	Impact MME and eNB:

TNL address discovery procedure to be run when HeNB IP@ changes
	Impact MME and eNB:

TNL address discovery procedure to be run when HeNB IP@ changes
	Impact MME and eNB:

TNL address discovery procedure to be run when HeNB IP@ changes

	Flexibility
	No particular architecture constraints
	No particular architecture constraints
	No particular architecture constraints
	No particular architecture constraints 
	No particular architecture constraints 
	constraint  with security gateway
	No particular architecture constraints


From the table above, it can be seen that the seven solutions seem like very similar from X2-GW complexity and  impacts on eNBs/HeNBs points of view. Therefore, they cannot be the decision points for the down-selection. On the other hand, actually all of the solutions have the impacts on spec and it is not easy to say which one is bigger than the other one.  What is more, impact on IoT is also not easy to say which one is easier than others. 
If we pick up two more factors, i.e., RNL/TNL protocol layer separation and protection from HeNB’s on/off switches, the solution G2A, G2B and G2C should be eliminated. That is because they show clearly the challenge of basic principle, which means RNL/TNL protocol should be separated. On the other hand, the reason that we introduce X2-GW is that a big number of HeNBs exist around Macro eNB. In this situation, HeNB’s power on and off would happen very often. However, Group 2 solutions have no benefits compared with Group 1 solutions. 
From the impacts on O&M point of view, the solutions G1A, G1C and G2A should be eliminated because they require that the X2-GW IP address should be configured in eNBs while other solutions has no requirements. Furthermore, the pre-configuration of O&M will be very complicated in case that eNB connects multiple X2-GWs. One more we need to consider is the HeNB type, which means HeNB’s capability regarding whether it can connect to X2-GW or not depending on the release. If it is considered, the O&M may also pre-configure it since the TNL discovery procedure is not used. 
From the Flexibility point of view, the solution G2B should be eliminated since it has clear constraint with security gateway while other solutions have not that constraint. 
Based on the analysis above, the proposal from our point of view is given as follows: 
Proposal: For solving TNL address discovery and X2 setup, it is suggested to select solution G1B and G1D as baseline first. 

3. Conclusions
In this paper, the solutions of peer discovery and X2 setup issue were further analyzed for down-selection based on the agreed comparison table. The following proposal is suggested to RAN3:
Proposal: For solving TNL address discovery and X2 setup, it is suggested to select solution G1B and G1D as baseline first.  
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