3GPP TSG-RAN WG3 Meeting #79bis 




      R3-130689
Chicago, USA,  April 15th – 19th, 2013
Agenda item:

12.1
Source: 
LG Electronics Inc.
Title: 
Consideration on Peer Discovery and X2 Setup 
Document for:

Discussion
1.
Introduction
In RAN3 meeting #79, WF and requirements [3] on IP address discovery and X2 setup were agreed. There seems to have seven solutions for this issue. This paper will focus on the possible solutions, compare them and give our view on it. 
2.
Discussion
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Fig.1.Architecture for Rel-12 HeNB mobility enhancement.
Fig. 1 shows the architecture for HeNB mobility enhancement, in which the HeNB GW and X2-GW is separate and the TNL address of X2-GW is pre-configured to HeNB3, which was agreed in the past meetings. 
The possible solutions for peer discovery and X2 setup agreed in last meetings are given as follows: 
·  G1A: RNLid + registration with  X2 setup request + X2GW(s) IP@ in eNB by configuration 
·  G1B: RNLid + registration with  X2 setup request + X2GW(s) IP@ in eNB by TNL discovery 
·  G1C: RNLid + registration with new message + X2GW(s) IP@ in eNB by configuration 
·  G1D: RNLid + registration with new message + X2GW(s) IP@ in eNB by TNL discovery 
·  G2A: target node ip@ + TNL address discovery + X2GW(s) IP@ in eNB by configuration 
·  G2B: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by ipsec field of TNL discovery
·  G2C: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by new field added to TNL discover
Even though end to end or hop by hop is not used now and we don’t need to down-select one among them, the main issues still go to how to route X2 setup and how to discover the peer node. In order to down-select the possible solutions, the requirements need to be reviewed again: 
· The X2-GW shall be explicitly defined but optional to deploy.
· The X2 interface to the X2-GW shall reuse SCTP without any changes.
· The X2-GW shall be decoupled from the S1-GW.
· Priority should be given to minimize implementation impact on the eNB and HeNB, thus minimizing the standard impact.
· Minimize the complexity of the X2-GW
· Connectivity:

-
A HeNB can connect to a peer (H)eNB using either direct X2 or through X2-GW.

- 
Different HeNBs can connect to an eNB through different X2-GWs.

- 
A HeNB can connect to other (H)eNB peers through only a single X2-GW.

- 
X2 connections through more than one X2-GW are not allowed.
Basically, we can see that bullet 1, 2, 3 and 6 of the requirements are already satisfied. Therefore, bullet 4 and 5 are the requirements that we need to take more consideration. From our point of view, it is better to treat bullet #4 more important than bullet #5, which is because Macro eNB should not be impacted a lot due to the introducing of Rel-12 HeNB. Actually, Rel-12 HeNB mobility enhancement is a complementary job of Rel-10 and Rel-11, which are the main use cases and the solutions already were standardized. Due to X2-GW, big impacts to Macro eNB is not a good choice. Therefore, the following principle should be a baseline to do down-selection 
· Principle: Priority should be given to minimize impact on the Macro eNB
First, the routing issue is evaluated based on the principle above.
·  Option1: the routing is based on the target HeNB IP address provided by the eNB. 
· Option 2: the routing is based on a new explicit target HeNB ID provide by X2 Setup Request message. 
From the basic information above, it can be seen that Option 1 requires the change of MME and the change of Macro eNB because many X2AP or S1AP messages have to be changed, for example, the Handover procedure, the eNB Configuration Transfer procedure etc.  We think that the change would give big impacts to the current system. Due to the mobility enhancement of HeNBs, it is not worth changing a lot to the current Macro eNB or CN. On the other hand, RNL ID based solution requires that the X2-GW could be a little bit complicated compared with option 1. However, it doesn’t require a lot of change for the current X2AP, especially the routing information for other non-UE associated messages or UE associated messages, for example the Handover procedures. Therefore, it has fewer impacts to the current Macro eNB or CN. 
Based on the analysis above, the following observation is given: 
Observation 1) For the routing at X2-GW, target RNL ID based solution has fewer impacts to Macro eNB.
Secondly, the issue about peer node discovery is evaluated based on the principle above and the technical possibility. The solutions are listed below:
·  Option1: Configuration based solution. 
·  Option 2: the existing TNL discovery procedure: learnt by ipsec field

·  Option 3: the existing TNL discovery procedure itself
·  Option 4: the enhanced TNL discovery procedure
Option 1 requires the TNL address of X2-GW is preconfigured to Macro eNB. If we say that this impact to Macro eNB implementation is endurable, however, the problem gets more complicated if the HeNB type is considered. That is, eNB needs also to be configured whether to use a direct interface or the X2-GW for X2 interface. Thus, many information should be pre-configured to Macro eNB. Also, in some situation, Macro eNB could connect to X2-GW and on the other side it is also possible to connect to HeNB directly, thus the pre-configuration gets more complicated. 
Option 2 may be contradictory to SA3 requirement since it is a new coding rule to the security related IE. 

Option 3 and 4 are using the convenient ANR procedure to help X2 setup, which is originally to reduce to configuration job. Option 3 has not any change to the current spec compared with option 4. From this point of view, it is more friendly to the principle above. However, if HeNB type has to be considered, that is, whether HeNB supports the connection going through X2-GW, option 4 has some benefits. The drawback is some impact to the existing message. This is endurable if we consider that once the procedure is done, it will not be done very often compared with the UE specific procedures, for example Handover procedure. 
Based on the analysis above, the second observation is given as follows: 
Observation 2) For peer node discovery, using the enhanced TNL procedure has more benefits compared with other options. 
3. Conclusions
In this paper, the peer discovery and X2 setup issue were discussed. The following proposal is suggested to RAN3:
Proposal: the following observations should be considered for the down-selection of peer discovery and X2 setup issue: 
· Observation 1) For the routing at X2-GW, target RNL ID based solution has fewer impacts to Macro eNB.

· Observation 2) For peer node discovery, using the enhanced TNL procedure has more benefits compared with other options.
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