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1   Introduction 
Last RAN3 meeting agreed new requirements, and candidate solutions for peer node discovery and X2 Setup. This contribution analyzes the candidate solutions and proposes a way forward. 
2   Candidate solutions

The candidate solutions can be categorized based on the routing mechanism, registration method, and the method on how eNB know the X2-GW.

	Solution name
	Routing mechanism
	Registration method
	How eNB know X2-GW

	
	RNL-ID based
	TNL ID based
	X2 Setup procedure
	New procedure
	OAM
	TNL adr discovery
	Enhanced TNL adr discovery
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Types of HeNBs

As discussed in ([2]), the operator may already deployed Rel-10, Rel-11 HeNBs before deploy Rel-12 X2-GW. Both end-to-end X2 and hop-by-hop X2 requires some special handling in the (H)eNB. It is not possible to use X2-GW with a pre-Rel-12 (H)eNB. So a Rel-12 (H)eNB has to know whether the target node support X2-GW or not. There may be two general solutions
· Solution A: the (H)eNB is preconfigured with the information regarding whether use X2-GW with neighboring (H)eNB. Considering large scale HeNB deployment, this requires big effort for the operator to manually configure and maintain each (H)eNB. This may not be possible if the eNB does not have the information of the target node before initiate the HO, e.g. we had similar discussion in shared HeNB. 
· Solution B: the (H)eNB know whether target node support X2-GW via signaling method. 

The source node may use S1 signaling (e.g. TNL adr discovery procedure), or X2 signaling (e.g. first try X2 setup, then the X2 Setup Req/Rsp msg contains information about the support X2-GW) to know the target node’s capability to support X2-GW. 

So considering the large scale HeNB deployment, signaling based approach is more appropriate. We can discuss it later on the detailed implementation on signaling based approach.
Observation 1: signaling based method is needed for source (H)eNB to know whether target node support X2-GW.
Routing mechanism

The seven solutions can be categorized in two groups based on the routing mechanism. 

·  Group A: the routing is based on explicit RNL ID information added in the X2 Setup msg

The X2 msg is enhanced to include the RNL node identifier, i.e. the (H)eNB identity, in which case the X2-GW would need to translate an RNL node identifier into a signalling TNL address. The RNL node identifier may be explicitly included in the X2 Setup Req/Rsp message. Using the RNL node identifier does not have the issues as mentioned below for using the TNL address. Using the RNL node identifier is also more clean, since X2AP does not need to care the IP addresses used for transportation layer routing. Just like the normal X2 or S1, it is up to the SCTP layer to determine which path to use in case multi-homing is available.  Using RNL node identifier would require an additional mapping function in the X2-GW able to map the indicated RNL node identifier to a signalling TNL address. 
· Group B: the routing is based on explicit TNL adr information added in the X2 Setup msgs 

In this method, the X2 Setup Req/Rsp includes the signalling TNL (IP) address of the peer (H)eNB. The X2-GW act more or less as a IP router, with the essential difference that the targets IP address is carried in the application layer. However, using the IP adr based routing violates the separation of TNL and RNL. It might also cause problem for multi-homing. The IP adr included in the X2 msg forces the X2-GW to use a specific path of the SCTP association which might be not operable when forward the X2 msg to target (H)eNB. The message needs to wait for a timer-out before re-transmitting via another path of the same SCTP association. The TNL adr based routing overrides the multi-homing function in the transportation layer.    
In addition, A HeNB may be turned on/off more frequent than a macro eNB. When a HeNB is turned on again, it may get a different IP address, but other parameters (e.g. PCI. ECGI) may not be changed. In this case, the eNB may not know that it needs to initiate the TNL address discovery procedure once more to get the new IP address of the HeNB. If the eNB initiates any X2 procedures to the HeNB, the X2-GW cannot correctly route the X2 message to target HeNB.

Proposal 1: adopt RNL-ID based routing mechanism.
Registration method

For RNL-ID based routing mechanism, the (H)eNB initiates the registration procedure to inform the X2-GW about the (H)eNB’s RNL ID and TNL ID. The Registration may be implemented via X2 Setup procedure, or a new X2 procedure. Reusing X2 procedure can avoid the introduction of new X2 procedure. But the HeNB power off issue ([5]) requires a new X2 procedure, we need to analyze whether it is possible to introduce one new X2 procedure to serve two purposes. 
Proposal 2: adopt the new X2 procedure if it can serve the Registration function, and address the HeNB power off issue.
How eNB know the IP adr of X2-GW

There are several possible solutions:

· Option 1: OAM configuration
The easiest solution is to pre-configure the X2-GW in the eNB. However, in case the eNB connects to multiple X2-GWs, the eNB does not know which X2-GW can be used for contacting a specific HeNB since a HeNB only connects to one X2-GW. The eNB also have no idea on whether the target HeNB supports X2-GW. 

· Option 2: add new coding rule for existing eNB/MME Configuration Transfer message

This solution is described in R3-122718 ([3]), “The HeNB compiles the X2 TNL Configuration Info IE using its IP address as the eNB X2 Transport Layer Address, and using the X2-GW address as the IP-Sec Transport Layer Address. This will use the X2-GW as a SeGW and the routing of the X2 packets will be as intended.” This solution does not change S1/X2 procedure and ASN.1 code, but it misuses an existing IE which can cause problem if the source or target does not know the new coding rule. Especially it would exclude to use IPSec Tunnel mode for the X2 towards an X2-GW and only allow IPsec Transport mode. This may be in contradiction to SA3 requirements.
Another variation is described in R3-122581([4]), “The X2 TNL Configuration Info IE in TS36.413 already allows “multiple” eNB X2 Transport Layer Addresses to be included so we could simply specify that if “multiple” TLAs are received from an HeNB, the first is the X2-GW address and the second the HeNB address.” This solution also misuses an existing IE.

The solution can avoid the changes to ASN.1 code. But the X2-GW is proposed for Rel-12, so avoid changing ASN.1 code does not bring any benefit. 

· Option 3: Enhance TNL adr discovery procedure

In this option, the eNB/MME Configuration Transfer message is enhanced to indicating the support of X2-GW (Step 2 and 3). The new information may be the IP adr of the X2-GWs. After the TNL address discovery procedure, the eNB can know the HeNB’s X2-GW, as well as the HeNB’s capability to support X2-GW. So this solution can also address the issue as described in Section 2.1 regarding how the (H)eNB know whether the neighboring node support X2-GW.
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Figure 1 – enhanced TNL adr discovery procedure
In a summary, we prefer the enhanced TNL adr discovery procedure. 
Proposal 3: adopt enhanced TNL adr discovery procedure to let eNB know the HeNB’s X2-GW, as well as the neighboring HeNB’s capability to support X2-GW. The enhanced TNL adr discovery procedure can also be used for HeNB-HeNB case. 
3   Conclusion and Proposals
This contribution analyzed the solutions for IP adr discovery and X2 setup. Our proposals are:
Proposal 1: adopt RNL-ID based routing mechanism.
Proposal 2: adopt the new X2 procedure if it can serve the Registration function, and address the HeNB power off issue.
Proposal 3: adopt enhanced TNL adr discovery procedure to let eNB know the HeNB’s X2-GW, as well as the neighboring HeNB’s capability to support X2-GW. The enhanced TNL adr discovery procedure can also be used for HeNB-HeNB case. 
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