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1
Introduction

During RAN3#77bis meeting a way forward was agreed in [1] concerning signalling of Inter-RAT roaming restrictions for the scenarios identified in LS [2]. The key points of the way forward are outlined as follows:

•
Rule out SPID option for inter-RAT roaming restrictions signalling;

•
Extension of SNA Access Information IE is not appropriate and the desired functionality can be more appropriately achieved with a new IE.
The following three options need to be further discussed and one of them needs to be selected:
· EUTRAN Service Handover IE

· New ‘Forbidden Inter RATs’ IE
· EUTRAN Service Handover IE + New ‘Forbidden Inter RATs’ IE
In this paper an analysis of the remaining candidate solutions is carried out and a proposal is presented on how to address IRAT roaming restrictions.
2
Discussion
The three options left for analysis during RAN3#77bis are described and evaluated below.
2.1
E-UTRAN Service Handover IE
The E-UTRAN Service Handover IE is a parameter set for each bearer in the RAB ASSIGNMENT REQUEST, RELOCATION REQUIRED and RANAP ENHANCED RELOCATION INFORMATION REQUEST messages. If the E-UTRAN Service Handover IE is present, the only value it can be set to is “Handover to E-UTRAN shall not be performed”.

As already outlined in [3], per-UE information concerning access restriction to any specific RAT are provided from HSS to SGSN by means of the Access Restriction Data, defined in TS 29.272 as follows:

Table 7.3.31/1: Access-Restriction-Data

	Bit
	Description

	0
	UTRAN Not Allowed

	1
	GERAN Not Allowed

	2
	GAN Not Allowed

	3
	I-HSPA-Evolution Not Allowed

	4
	E-UTRAN Not Allowed

	5
	HO-To-Non-3GPP-Access Not Allowed


The Access Restriction Data represents the only information available per-IMSI at the SGSN. Namely, no information concerning specific access restrictions per-UE and per-bearer are available at the SGSN and can be used for the purpose of setting the E-UTRAN Service Handover IE. 

The latter implies that for the purpose of restricting access for particular UEs to E-UTRAN the only possibility already available is for the SGSN to use the Access Restriction Data and, if access to E-UTRAN is not allowed, to set the E-UTRAN Service Handover IE to “Handover to E-UTRAN shall not be performed” for all the RABs in use by the UE.

Observation1: The E-UTRAN Service Handover function can already be used to restrict UE access to E-UTRAN in case the UE requests/uses at least one bearer.  
Note that the above behaviour is already possible and used with the Service Handover IE, for restricting UE access to GSM, where the need for additional functions was not identified.
The remaining issue is whether the case of bearer-less relocations/redirections from UTRAN to E-UTRAN are relevant. During RAN3#77bis it was discussed that such events are corner cases. In fact, it seems unlikely that a UE is relocated to E-UTRAN when no bearer resources are in use or have been requested. Offloading to E-UTRAN can be attempted either via hand over (if bearers are in use) or once bearer resources are requested. At this point in time the E-UTRAN Service Handover IE would be available at serving RAN and access restrictions can be guaranteed. It shall be noted that bearer-less relocationcan be always avoided by means of configuration.
The bearer-less redirection is most likely to occur during LAU/RAU at which point the RNC is only aware that the UE connection is a signalling connection. This scenario can be addressed by specifying an option for the RNC to prevent release with redirection in case of signalling connections without bearers. 

Observation 2: In cases where the E-UTRAN Service Handover is supported, the case of UTRAN to EUTRAN bearer-less redirection during LAU/RAU can be addressed by RNC where RNC prevents release with redirection of signalling only connections. 

2.2
New ‘Forbidden Inter RATs’ IE
In [4], a proposal was made to introduce a new IE in the COMMON ID, RELOCATION REQUEST and ENHANCED REOLOCATION REQUEST messages. This IE applies on a per-UE basis, it is named Forbidden Inter RATs IE and it is defined as follows:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Forbidden Inter RATs
	M
	
	ENUMERATED (all, lte, …)
	Intra 3GPP RAT access restrictions


As it was mentioned in section 2.2 the only information the SGSN receives, concerning per-UE access restrictions, is the Access Restriction Data. The new Forbidden Inter RATs IE should therefore be derived from the same information from which the E-UTRAN Service Handover IE is derived in case of access restriction policies. This highlights that the new IE would represent a duplication of information with respect to what already offered by means of the E-UTRAN Service Handover IE.
Moreover, the new IE introduces support of a new functionality, with the only difference of addressing the case of bearer-less relocation or redirection. However, it was observed that the bearer-less relocation scenario should be avoidable and the bearer-less redirection during LAU/RAU can be addressed by appropriate restrictions in the RNC for redirecting signalling only connections.

Observation 4: For cases of UE access restrictions the Forbidden Inter RATs IE provides the same information as the E-UTRAN Service Handover IE without addressing additional relevant scenarios 
2.3
New ‘Forbidden Inter-RATs’ IE + E-UTRAN Service Handover IE

In light of the above observations it can be deduced that combining existing E-UTRAN Service Handover IE and introduction of Forbidden Inter RATs IE results in duplication of access restriction information at the serving RNC, without addressing any new relevant mobility scenario. 
This option is therefore considered unfeasible.
3 Conclusion
In this paper an analysis of the solutions available to enforce Inter RAT roaming restrictions is presented. The paper explains how the E-UTRAN Service Handover function provides already means to prevent specific UEs to access the E-UTRAN network. This leads to the following proposal:
Proposal 1: It is proposed to adopt the E-UTRAN Service Handover to address cases of Inter RAT access restriction from UTRAN to E-UTRAN
Proposal 2: Upon agreeing on Proposal 1, it is proposed that, in case of E-UTRAN Service Handover support, the RNC should not use RRC connection release with redirection for UEs using signalling connections only.
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