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1. Introduction
During the RAN#77bis meeting in Lecce RAN3 have agreed to standardize solution 1d for inter-CSG handover to hybrid cells [1]. Handover to closed cells was deprioritized during the study item phase [2], however since the agreed solution can work without any changes in the case of handover to closed cells as well, we propose to include support for this type inter-CSG handover in Release-11.
2. Discussion
MV solution 1d is defined in TR 37.803 [2] as follows:
Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status and later downgrading it if MV fails.

In this solution, MME performs MV after handover. MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status. The MME can then inform the target HeNB about the verified membership status of the UE via either the path switch procedure or the UE context modification procedure. The CSG UE is provisionally accepted by the target, and the membership verification is performed by the MME.

Even though in the initial description of the solution it is stated that the target HeNB would "downgrade" the UE in case of membership verification failure, during the discussions in RAN3#77bis and other meetings it was assumed that the malicious UE would not be just downgraded, but rather disconnected and potentially black listed. In [3], which was agreed as a baseline for the solution to be standardized, it is states that the MME would fail the Path Switch procedure if membership verification does not succeed. With this already de-facto agreed change to the solution 1d this solution can work without any modifications in the case of handover to closed cells as well.

3. TP

Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status and later downgrading it if MV is not successful.

In this solution, MME performs MV after handover. MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status. The MME can then inform the target HeNB about the verified membership status of the UE via either the path switch procedure or the UE context modification procedure.
Alternatively, the target HeNB informs the MME about the CSG membership of the UE. The MME checks UE subscriber data upon receiving the PATH SWITCH REQUEST message to verify the UE membership status. If membership verification is not successful, the MME then provides the target HeNB with the correct information.
Compared to Solution 1c, this procedure streamlines the “normal” condition when the CSG access is correct. In case the CSG check should fail (e.g. due to an expired membership or faked CSG ID), the target hybrid HeNB can still have the final decision whether to drop the UE, or to treat it as a non-member.
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Figure 6.2.2.4: Signaling flow for Solution 1d.

In case Path Switch procedure is used by the MME to notify about MV check failure solution 1d can support mobility to closed cells as well as hybrid.
4. Conclusions and Proposal
Given that the proposed MV solution 1d can work in the case of handover to closed cells in the same way as in the case of handover to hybrid cells it is proposed to extend the solution 1d to support this use case.
Proposal 1: It is proposed to agree that inter-CSG handovers to closed cells is supported in Release-11 with MV solution 1d.

Proposal 2: It is proposed to include the changes in section 3 in the TR 37.803 [2]
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