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1   Introduction 
The solutions for membership verification in R11 mobility enhancement have been discussed in previous meetings. The Solution 1d is proposed as way forward in RAN3#77. 
According to the selected solution, one question needs to be discussed, which is about interaction between HeNB and MME with different release. We would like to discuss the problem and propose RAN3 to consider it.
2   Discussion
2.1   Scenario and problem description
In R10, only the handovers between CSG/hybrid HeNBs with same CSG ID or target HeNB is open mode are allowed to perform X2 handover. During handover triggering phase, source HeNB decides whether X2 handover is used or not according to the criteria.
For the handover case that target HeNB is hybrid mode and it has same CSG ID with source HeNB, source HeNB will trigger X2 handover procedure by sending HANDOVER REQUEST message including specific information, i.e. CSG membership status of UE. According to R10 specification, access check is performed by source HeNB before handover triggered, and then performed by target HeNB again during handover resource allocation. After UE camped to target cell successfully, target HeNB triggers path switch procedure towards serving MME by sending PATH SWITCH REQUEST message containing CSG ID and Cell Access Mode. The CSG ID and Cell Access Mode are used for charging by core network and no more response information is needed in PATH SWITCH REQUEST ACKNOWLEDGE message.
In R11, when the target side of handover is a hybrid HeNB, X2 handover procedure can always be used regardless whether the source HeNB and target HeNB have same CSG ID. The source eNB/HeNB triggers X2 handover procedure towards target hybrid HeNB by sending HANDOVER REQUEST message. The message still contains CSG Membership Status IE received from UE. Target HeNB decides the resource which will be allocated for the UE according to UE’s membership status and then responses to source HeNB. After UE hands over to target side successfully, target HeNB triggers path switch procedure to ask MME to perform MV for the UE.
Considering the deployment of E-UTRAN and EPC can be independent and belongs to different operators, a scenario that E-UTRAN has different release with EPC is possible. Assuming a deployment case that E-UTRAN is Release 11 and EPC is Release 10, some interaction problems will be deduced as depicted following. 

For example, the R11 target HeNB sends a PATH SWTICH REQUEST message containing CSG ID and Cell Access Mode IEs to R10 serving MME. The serving MME responses with PATH SWITCH REQUEST ACKNOWLEDGE without any MV result. Then it is a problem to target HeNB on how to deal with the message without containing the expected IE.
In principle, target HeNB should know what kind of the handover is, i.e. intra-CSG or inter-CSG handover etc., according to CSG and PCI/ECGI split information of source HeNB/eNB. The target HeNB could also have knowledge about whether a CSG Membership Status IE could be expected in PATH SWITCH REQUEST ACKNOWLEGE message in a normal case. However, if serving MME is a Release 10 node, the CSG Membership Status IE should always absent in PATH SWITCH REQUEST ACKNOWLEDGE message. The target HeNB cannot decide if the CSG membership status reported by UE is correct or not and what the action shall be done further.
If the problem is confirmed, the attempt for solving problem is discussed in section 2.2.

2.2   Solution
It is possible to configure the release information of peer node in initial configuration phase, e.g. configured by OAM. However, it is dependent on implementation and it does not a reliable way. In this section, we discuss the solution based on signaling.

When the R11 target HeNB receives a PATH SWITCH REQUEST ACK message without CSG Membership Status IE, e.g. an X2 handover towards hybrid HeNB, the target HeNB shall consider that the handover is not supported by serving MME.
By MV Solution 1d, because the handover has been complete successfully, the handling of the call could be dropped, remained, or downgraded the UE’s QoS as a non-member but not rejected. But it is beneficial to block next R11 enhanced mobility towards same target HeNB from same source HeNB, the target HeNB rejects the handover request by an appropriate cause. Therefore, the source HeNB receiving the handover reject information will not initiate further X2 handover for the same scenarios.

The mechanism of signaling flow for Solution 1d is depicted in Figure 1.
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Figure 1: Solution for IOT problem

The only existing cause value to reject a handover preparation in this scenario may be “Handover Target not Allowed”, but it only indicates a handover preparation failure for a UE. Because the aim of the mechanism is to prevent subsequent handover for certain handover scenarios, then a new cause value should be introduced.

3   Conclusion and Proposals
In this contribution we discuss a scenario in which the releases of E-UTRAN and EPC are not aligned. According to analysis we propose a method to solve the problem by explicit signaling. The scenario should be discussed in RAN3 firstly and decided if it is problem and if any solution should be taken to solve it.
Proposal 1: It is kindly to ask RAN3 to discuss the scenario and make a decision whether it is a problem.
Proposal 2: It is propose to discuss the solution in section 2.2 if the problem is confirmed by RAN3.
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