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1 Introduction 
The introduction of an X2 proxy between eNBs & HeNBs has been the subject of numerous discussions over the last few RAN3 meetings and a number of issues have been raised during the discussions. One of those issues is the impact of an SCTP association failure/shutdown between the X2 Proxy and HeNB. 

This document discusses possible solutions for this issue for the X2 Routing Proxy in light of the way forward agreement in [1]. 
2 Discussion

2.1 SCTP Association failure with the X2 Routing Proxy approach

The following diagram shows an example scenario whereby the SCTP association fails between the Routing Proxy & the HeNB (e.g. due to the HeNB being powered off) and subsequently the HeNB is powered on again. In order to help understanding of this scenario the diagram also illustrates the setup of the SCTP Association.
Note: In this scenario eNB#1 has initiated TNL address discovery to HeNB#2, which has responded with the requested information, but for clarity the details of this procedure is not shown on the diagram.
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The upper part of the diagram above first recalls how the X2 Routing Proxy sets up X2 without fully terminating/initiating X2AP protocol. When the X2 Routing Proxy receives the X2 SETUP REQUEST message, it uses the added field HeNB2 to trigger the SCTP association towards HeNB2. Then it simply forwards the X2 SETUP REQUEST message without interpreting it. It is proposed here that the Routing Proxy additionally keeps the mapping of IP addresses (IP@eNB1, IP@HeNB2) at this stage.
In the middle part of the diagram the HeNB2 SCTP association is torn down (e.g. HeNB2 switches off). When it detects the failure of the SCTP association to HeNB2, the proxy just needs to send a new X2 STOP message to inform eNB1 that HeNB2 is unavailable. It can do that reusing the stored IP@eNB1 mentioned above. 

One advantage of so doing is that the use of a new simple short X2AP message STOP (contains only HeNB2 ID) is better than confusing and abusing the meaning of an existing message (e.g. X2 SETUP REQUEST and eNB CONFIGURATION UPDATE with the full proxy). 
Another advantage of this solution (compared to the full proxy) is that when HeNB2 switches on again, the sequence used is the same as initial switch on, which is not the case for the full proxy which has to reinterpret the meaning of X2 SETUP and Reset. This holds true regardless of which node detects the other node first (i.e. HeNB2 first detects eNB1 or conversely), which is another differentiator compared with the Full Proxy solution.
2.2 Comparison with the Full X2 Proxy
In addition to the multiple advantages already explained above, one can see in the figure that in the end the Routing Proxy only needs to maintain simple IP mapping tables between eNBs and HeNBs. This means the Routing Proxy maintains the advantage of not terminating/ keeping any X2 context: hence it remains a transport solution and is not a new logical RNL X2 node, terminating X2 between eNB and HeNB. 
The routing proxy remains completely agnostic of any X2 transactions ongoing between the eNB and the HeNB, not only of connection-oriented procedures, but also of connectionless procedures, it simply decodes and interprets a few fields in the X2 SETUP REQUEST/RESPONSE message but then forgets about them i.e. remains X2AP stateless. From that perspective, it clearly optimally fulfils the way forwards requirement in tdoc R3-121414:
-   Minimize the complexity of the X2-GW,  


* X2-GW shall not terminate UE-dedicated procedures (only route in a similar way as e.g. the S1 HeNB GW)


* X2-GW may terminate the non-UE dedicated procedures when appropriate.

Generating the X2 STOP message doesn’t change that stateless characteristic of the Routing Proxy, the proxy can simply blindly include the HeNB2 field in an already constructed built-in X2 STOP message, independent of ongoing transactions. Or alternatively the X2 STOP message can even be received as a second new field in the X2 SETUP REQUEST from the HeNB2 itself when it first connects, and subsequently reused by the Routing Proxy if the HeNB2 switches off.

Therefore using the X2 STOP message does not alter the X2 transparency of the Routing Proxy, but it also avoids reusing and abusing the X2 existing messages X2 SETUP REQUEST or eNB Configuration Update like the full proxy does. It thus optimally fulfills the way forward requirement in tdoc R3-121414:  

 -
Priority should be given to minimize implementation impact on the eNB and HeNB, thus minimizing the standard impact.

3 Conclusion and proposals
Proposal 1: It is proposed to capture the handling of switch on/off of HeNB SCTP for both options Full Proxy and Routing Proxy in the TR. 

In addition, this paper has outlined through the example of SCTP switch on/off how the X2 Routing Proxy optimally fulfils the two requirements of the way forward tdoc R3-121414:
-  Requirement 1)  Minimize the complexity of the X2-GW,  


* X2-GW shall not terminate UE-dedicated procedures (only route in a similar way as e.g. the S1 HeNB GW)


* X2-GW may terminate the non-UE dedicated procedures when appropriate.

The X2 Routing Proxy remains X2AP stateless and agnostic of ongoing transactions in contrast to the Full X2 Proxy: it only “terminates” the X2AP messages to decode the routing information in them and it then forgets about the messages. This could be compared to the S1 HeNB GW terminating S1AP messages to simply decode UE S1AP ID elements before forwarding.  
In contrast the Full X2 Proxy contains complexity equivalent to that between DeNB and RN. Because it fully terminates the X2AP and implements X2AP nodal functions (further modified) and maintains X2AP states for all ongoing transactions for all UEs of eNBs and HeNBs, it constitutes a new X2 RNL node between eNB and HeNB.  
In short it is clear that the S1 HeNB GW model is better to minimize the complexity than the Relay Proxy model.

-
Requirement 2) Priority should be given to minimize implementation impact on the eNB and HeNB, thus minimizing the standard impact. 

The Full X2 Proxy changes the nodal behaviour upon receiving the X2 SETUP REQUEST and eNB CONFIGURATION UPDATE messages as shown in tdoc R3-12xxxx. In addition, it requires the creation of  a new set of specifications, because a new reference point is being added with the new X2 RNL node Full X2 Proxy: X2AP* between eNB and Full Proxy, and X2AP** between the Full Proxy and HeNB. 
In contrast the X2 Routing Proxy only requires the addition of a few IEs in X2AP messages of TS36.423 with associated interpretations, like the addition of any single feature.
Proposal 2: Acknowledge that the X2 Routing Proxy better fulfils the requirements of the way forward document in R3-121414 [1] compared to the Full X2 Proxy in case an X2-GW is being standardized.
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