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Discussion
1 Introduction
During the RAN3 #76 meeting it was agreed to identify the context of the UE in the last serving node also in case of after-idle reconnection. This may be achieved using C-RNTI and additional information, but details are to be decided in RAN2, according to an LS sent at the meeting [1]. Then, it was also agreed to enable including the RLF Report received from the UE after failure and forwarded in the X2AP RLF INDICATION in the X2AP HO REPORT.
Another agreement of the meeting was to provide an identifier in the HO REPORT message, which enables the node receiving HO REPORT to recall the conditions that led to the wrong mobility decision. The precise nature of the identifier, the mechanism of its allocation and usage are not decided yet. However, this discussion is technically independent from the UE context identification in the last serving node and can be continued in parallel to the RAN2 discussion (relevant CRs should be agreed conditionally though, and such decisions confirmed once RAN2 confirms feasibility of the UE context identification).
This paper addresses the discussion on the identifier to be included in the HO REPORT. It presents benefits of the “HO token” method and changes needed to implement it. 
2 Discussion

So far, there have been several methods discussed to enable better understanding of failure context at the node that triggered the wrong HO. The decision to use the identifier to point to the wrong handover context limits the discussion to two solutions (or their combination):
· the “C-RNTI method”, that assumes UE context identification at the eNB;

· the “HO token” method that allows identification of the HO type that is faulty or UE context at the eNB (identification of UE context requires long enough HO token field).
At the last meeting a combination of these two options was also considered offline:
· both, C-RNTI and HO token are returned in the HO REPORT (HO token is returned if it is first provided in HO REQUEST); HO token may be shorter, because it does not need to enable passing UE context information.

Details of the two options have been presented in several papers, for example in [2], [3] and [4]. It has been shown that usage of C-RNTI only is the easiest from the standardisation perspective (the least changes in the X2AP specification), but has bigger impact on the eNB implementation, because it requires storing UE context after each successful HO, just in case it is too early or wrong cell HO. 

The combined variant has not been profoundly analysed yet. It assumes the C-RNTI is returned in the HO REPORT and thus may be used if the source prefers to store UE context. However, the source may also provide the HO token in the HO REQUEST, which in such a case must also be returned in the HO REPORT, if the connection fails (and the failure is identified as being due to too early or wrong cell HO). Obviously, the HO token would not be used for UE context identification, so it can be shorter. Therefore, functionally such solution provides all the same options as the “long” HO token approach: if needed, UE context may be identified, but the source eNB has the option to use more generic HO tokens. 
Observation 1: providing C-RNTI and HO token in the HO REPORT offers features necessary for the MRO mechanism, thus is functionally as flexible as “long” HO token.

From the implementation point of view, using both identifiers is rather extravagant: HO token has to be added to the HO REQUEST anyway, while HO REPORT has to be extended with at least two new IEs: the CRNTI and the HO token (possibly other identifiers are needed to avoid CRNTI confusion at the recipient). Therefore, even though the difference is small, this approach will have bigger standardisation impact. 

Observation 2: providing C-RNTI and HO token in the HO REPORT has slightly higher standardisation impact than “long” HO token method.

The implementation of the HO token method is rather straightforward: a single IE must be added to both, HO REQUEST and HO REPORT messages. Since MRO is designed to operate based on X2 connection, only X2AP is affected (stage-2 description is needed, too). The length of the HO token must be at least 16 bits, to enable using it for CRNTI purposes, too. However, CRNTI may be reused at source, so in order to avoid misinterpretation of the message, usage of X2AP ID was proposed. The X2AP ID is 12 bit long. Hence, using a 32 bit long HO token offers sufficient flexibility for any possible implementation of the MRO mechanism.
Proposal 1: The HO token method is proposed to be implemented as a solution for proper detection of failure cause in HetNet environment. The HO token is proposed to be 32 bit long to enable UE context identification, if needed.
3 Summary

Based on the above short analysis it can be observed the HO token and combined token-CRNTI methods are on par with each other. However, the combined method is a bit more extravagant. Therefore, it is proposed to implement the agreement from RAN3 #76 meeting based on the “long” HO token method. 
The two CRs needed to implement the proposal (stage-2 and X2AP) are also enclosed in [5] and [6]. The CRs take into account the agreement concerning enabling transferring the RLF Report in the HO REPORT, too.
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