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1   Introduction 
The last RAN3 meeting agreed to adopt a CN-based membership verification for Rel-11 HeNB mobility enhancement. There are two candidates:
· Solution 1b: Target eNB triggers MV before accepting handover.

· Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status, later downgrading it if MV is not successful.

In this contribution we perform further analysis and propose a possible way forward for down-selection of enhanced mobility solutions within the Rel-11 LTE macro-femto enhanced mobility SI [1].
2   Detailed analysis 
As capture in TR37.803, Solution 1b and Solution 1d has following major aspects:

· Solution 1b: the RAN has to wait for the core network to confirm membership over S1 before handover is completed (or even started, as in Solution 1a) over X2. The performance is therefore dominated by the speed and latency of the S1 link. The expected performance, therefore, is not better than S1 HO, especially in scenarios where the backhaul is congested. 
· Solution 1d: this solution makes a compromise in terms of approach to UE membership verification by allowing a UE to access the target cell before waiting for confirmation. The MV signaling is carried on top of the path switch signaling toward the end of the handover procedure. X2 Handover performance is therefore decoupled from S1 link load, and the expected performance is similar to an X2 HO.
First, we need to consider the major motivation of this SI ([1]). As stated in ([4]), the SI is to improve HO performance, and to minimize signalling load to the CN. RAN3 should be more concerned about maximizing handover performance improvement and minimizing signalling load in prioritized scenarios, rather than applicability of the same solution for de-prioritized scenarios. 
The previous analysis (captured in TR37.803) has shown that Solution 1d offers the best improvement in handover performance, i.e. same as the X2 HO, while Solution 1b does not seem to be much better than the current solution, especially in scenarios where the backhaul is congested. In fact, in such scenarios, it is very likely that Solution 1b will cause a lot of too late HOs, due to the additional delay between the time the measurement is received from the UE and the time the HO actually takes place. Regarding the signalling impact, Solution 1d does not need additional S1 procedures, while Solution 1b uses half the S1 messages with respect to S1 HO from the CN point of view and twice as many with respect to X2 HO from the eNB point of view. We should keep in mind that Sol. 1bseems not to offer any performance improvement over S1 HO, even if adopted for the down-prioritized scenarios (assuming of course such scenarios will be agreed beyond Rel-11). Therefore, for such scenarios it will not make any difference whether the choice is “Sol. 1b across the board” or “Sol. 1d for macro-hybrid + S1 HO elsewhere” ([3]).
Although Solution 1b ([5]) claims to offer the better reusability across the different scenarios, we need to note that Rel-11 WI ([8]) defines the working scope is “between macro – open HeNB,  macro – hybrid HeNB, open HeNB – hybrid HeNB, and hybrid HeNB – hybrid HeNB (inter-CSG). ”
In terms of possible drawbacks of Sol. 1d, the HeNB knows the UE’s CSG membership status upon reception of the Path Switch Request Acknowledge message, or the UE Context Modification Request message. As described in the call flow (Figure 6.2.2.4 in [2]), the malicious UE is only treated as a member UE for a very short period, i.e. a few ms. So it is a questionable benefit for a UE to pretend to be a member in a hybrid HeNB, especially considering that in any case it will be treated as such for a very short period. On the other hand, the possible attack by a malicious UE faking CSG membership can be mitigated by appropriate security policies (blacklisting of the UE, temporarily or even indefinitely). Once the MME detects the malicious UE, the MME can initiate the detach procedure and further forbid the malicious UE to use the HeNB and even the whole macro network. 
Pre-empting other UEs by a malicious fake CSG member is probably going to be an issue only in an extreme case, when the target HeNB is already at full capacity and multiple criteria are met (as described in [6]). Pre-empting a non-member UE is not a problem, since non-member UEs only get service on a “best-effort” basis. Even if the pre-emption happens, it can only happen once per pre-empting UE, and once every few ms (i.e. from getting radio resources to the MME verifying CSG membership, and the malicious UE will get blacklisted after its true membership is reported by the MME). Therefore, such a few-ms attack is questionable. For these reasons, we believe these issues are not a relevant threat.

It is also worth noting that at the last RAN3 meeting a solution almost identical to Solution 1d was agreed for HNBs [9]. Since the basic scenario assumptions for 3G and 4G are the same for this issue, we believe that a consistent approach for both RATs is appropriate and beneficial. This is one more reason in favor of adopting Solution 1d: it could even be argued that reusability of the same membership verification concept across RATs offers a broader advantage than reusability across differently prioritized use cases.
So, in summary, Solution 1d well meets the WI criteria, is also efficient for inter-CSG membership verification, and offers consistency with the solution already adopted by RAN3 for 3G.
Proposal 1: RAN3 should select Solution 1d for Rel-11 macro-femto membership verification, and also for inter-CSG membership verification.

3   Conclusion and Proposals
This contribution analyzed Solution 1b and Solution 1d. Based on the analysis, we propose:

Proposal 1: RAN3 should select Solution 1d for Rel-11 macro-femto membership verification, and also for inter-CSG membership verification. 
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