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1 Introduction 

The mobility enhancement use cases considered for the SI [1] were discussed at RAN3#73 meeting. According to the final agreement [2], the mobility enhancements from macro to hybrid/open HeNB and from hybrid/open HeNB to hybrid HeNB were determined as highest priority use cases. The membership verification (MV) issue is a common issue for mobility from macro or open/hybrid HeNB to hybrid HeNB, therefore, the possible solutions for the MV is described and compared in this contribution. 
2 Discussion

The significant characteristic of hybrid HeNB is that all the UEs, either members or non-members, can access to the cell. There is no need of access control when a UE handovers to a hybrid cell. HeNB provides different QoS and access priority according to UE’s membership status in the hybrid cell. Therefore, for enhanced inbound mobility to hybrid cells, no matter the source is macro eNB, open HeNB or hybrid HeNB, the key issue is how to perform the membership verification.
MV can be performed in the RAN or in the CN. However, performing MV in the RAN is not suggested for the security reason. So only solutions on doing MV in CN listed in [5] are discussed below. 

2.2 MV solutions

· Solution 1a: Source eNB triggers MV before initiating handover 
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Figure 1. Signaling Flow for Solution 1a [3]

In this solution, MV is done by sending request and reply between source eNB and MME. This procedure is triggered whenever source eNB decides to handover UE to a hybrid target via X2 interface.
· Solution 1b: Target HeNB triggers MV before accepting handover 
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Figure 2. Signaling Flow for Solution 1b [3]
In this solution, MV is done by sending request and reply between target eNB and MME. This procedure is triggered whenever hybrid target eNB receives handover signalling via X2 interface.
· Solution 1c: Target HeNB triggers MV during handover, first accepting the UE as a non-member and later upgrading it if MV checks 

In this solution, MME performs MV After handover execution phase. MME checks UE subscriber data upon receiving path switch request message to determine UE’s membership status in target cell. And then, MME can inform the target HeNB the verified UE’s membership status via path switch procedure or UE context modification procedure. 
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Figure 3. Signaling Flow for Solution 1c [4]
In this solution, UE is accepted as non-member before the MV result is received to minimize impact to other UEs connected with target. Target HeNB shall update UE’s membership status according to membership status confirmed by MME. And if MME indicates that UE is a member, E-RAB management procedure (i.e. E-RAB setup) could be involved since part of requested E-RAB may be not accepted at step 3.   

Applying this solution, it is not likely that a non-member UE access to the hybrid cell as a member. However, it is possible that a member UE is treated as non-member UE during admission control at target HeNB. Therefore, QoS of member UEs may be influenced during handover procedure until its membership status is updated. 
· Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status and later downgrading it if MV fails 
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Figure 4. Signaling Flow for Solution 1d [4]
Compared with solution 1c, source delivers membership status indicated in the measurement report which was determined by UE checking its own whitelist to target via handover request message. And then, target HeNB performs admission control according to the membership status reported in the measurement report. After receiving membership status which is confirmed by MME, target HeNB shall update UE’s membership status. And E-RAB management procedure (e.g. E-RAB release) could be triggered if the membership status UE reported is not consistent with which was confirmed by MME. 

QoS of member UEs are guaranteed by using this solution, and the whitelist stored in USIM is fully utilized. But a non-member UE may report fraudulently that it is a member of the target hybrid cell, which will lead to unnecessary radio resource occupation in the target HeNB for a very short time before receiving path switch request ACK message. 
Note that, for solution 1c and 1d, Path switch procedure or UE context modification procedure after X2 handover execution phase could be used by MME to indicate UE’s membership status. However, comparing with the path switch procedure, using UE context modification procedure will introduce more CN signaling overhead. So using the path switch procedure is our preference. 
2.2 Comparison on existed solutions

The table below gives a comparison of various possible solutions that MV is done in the CN.  

Table 1. Comparison of possible solutions for MV
	
	Solution 1a
	Solution 1b
	Solution 1c
	Solution 1d

	Where is MV done
	CN
	CN
	CN
	CN

	When is MV done
	Before sending HO request
	Before sending HO request ACK
	After handover execution
	After handover execution

	Signaling overhead
	(
Add 2 new S1AP message during handover
	(
Add 2 new S1AP message during handover
	(
For member UE: Possible E-RAB management procedure after handover
	(
For non-member UE pretending to be member UE: Possible E-RAB management procedure after handover

	Handover speed
	( slow
MV is performed during handover with extra signaling procedure
	( slow
MV is performed during handover with extra signaling procedure
	( fast
MV is performed after handover along with existing procedure
	( fast
MV is performed after handover along with existing procedure

	Impact to specification
	(
Add 2 new S1AP message and corresponding IEs
	(
Add 2 new S1AP message and corresponding IEs
	(
Add membership status IE
	(
Add membership status IE

	QoS and priority access of member UEs
	(
guaranteed

	(
guaranteed
	(
Not guaranteed in a short time
	(
guaranteed


It can be concluded that solution 1c and 1d introduce less impact to the current specification and provide better performance (i.e. faster handover and smaller overhead). Furthermore, solution 1d is slightly better than solution 1c, because that malicious UEs reporting cheated membership status do not happen frequently, while solution 1c will cause the member UEs suffer unfair treatment although that is temporary. Hence, we propose that:
Proposal 1: RAN3 are kindly asked to discuss and compare variant MV solutions in more details and capture the comparison table above into TR 37.803. 
Proposal 2: RAN3 are kindly asked to adopt solution 1c or 1d as the solution for MV.

3 Conclusion 

In this contribution, we share our view on the solutions of membership verification. And we propose:
Proposal 1: RAN3 are kindly asked to discuss and compare variant MV solutions in more details and capture the comparison table above into TR 37.803. 
Proposal 2: RAN3 are kindly asked to adopt solution 1c or 1d as the solution for MV.
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