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1. Introduction
X2 proxy had been discussed in R10, however no conclusion was reached. This contribution makes some analysis of the feasibility and raises some open issues need to be resolved. And it is proposed all the solutions to these problems need to be carefully evaluated by RAN3 not only on the modification of specification, also on  the complexity of equipment implementation before making the final decision on whether X2 proxy feature should be introduced in R11. 

2. Discussion
2.1. Background
The benefits of GW-based X2 had been discussed and evaluated in the past several meetings [1][2][3][4]. The benefits are the small number of X2 interfaces sustained by a macro eNB, and the avoidance of potential scaling problem in the network. However, the necessity and benefits brought in by X2 proxy is argued against by several company [5][6]. Nevertheless, ‘the lunch’ would never be free.  Price should be paid to support the X2 proxy feature. At below, this contribution tries to analyze the issues of GW-based X2 and possible solutions, and impact on the specification.
2.2. Signaling procedures involved in GW-based X2
The signaling procedures involved in GW-based X2 are illustrated as below,
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Figure 1.  signaling procedures involved in GW-based X2
Some assumption can be taken before further analysis.

Assumption 1. The HeNB under the control of HeNB GW can setup X2 with the gateway during self establishment phase after power-on, since the TNL address of the HeNB GW is pre-configured via OAM.

Assumption 2. The macro eNB can only setup one X2 interface with the HeNB GW, no matter how many HeNBs neighbouring with it under the gateway.

Virtual X2 interface ---from both ends point of view the X2 interface between node X and node Y  is virtual in the above figure, since the physical TNL links are terminated at HeNB GW either from macro eNB X or HeNB Y.  

2.3. Issues and solutions
In order to support GW-based X2, the following technical issues ought to be resolved. One assumption is taken, i.e. indirect X2 interface only involves one HeNB GW, while X2 between two HeNB GWs is not supported.

Q1.  Upon reception of SON TNL query request initiated by a macro eNB, how does the HeNB GW handle it?

· Option a.  HeNB GW transparently forwards the query request to target HeNB and the response from the HeNB to CN.

· Option b. HeNB GW replies the query request with itself TNL address, acting as an agent of the target HeNB. (see the figure below)

· Option c.  HeNB GW forwards the request to target HeNB and modifies the response from the HeNB, replacing the HeNB’s IP by its IP address, and then sends the changed response to CN. (see the figure below)
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Figure 2.  HeNB GW’s different behavior 

For option a), both the macro eNB and the HeNB under the GW obtain the real TNL address of the peer. As a result, the SCTP association and X2 interface are between BS and BS, i.e. direct X2.

For option b) or c), the macro eNB obtains the HeNB GW’s IP instead of that of target HeNB. As a result, the SCTP association and X2 interface are between BS and GW, i.e. GW-based X2.

Since direct X2 between HeNBs has already been supported in R10 specification, option a) is a mandatory function of HeNB GW.  In order to support GW-based X2, the HeNB GW needs to implement either option b or c. As thus, one issue arises, i.e. the HeNB GW should be capable to determine in which cases to operate according to option a), and in which cases to option b/c. The possible means are either via OAM configuration or to add new indication in the SON TNL request message, while the former requires more operator’s configuration job increasing the complexity and cost of network deployment, and the latter requires enhancement of specification.

Q2.  For option b/c in issue 1, whether the source eNB ID is ID of the target HeNB or ID of the HeNB GW in the SON TNL response message? 

· Option a.   ID of the target HeNB 

· Option b.  ID of the HeNB GW
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Figure 3.  mismatch of request and response messages
Option a) is a natural choice, since the destination of the SON TNL query is the HeNB. Either the HeNB GW replies as an agent of the target HeNB or it modifies the response from the target HeNB, the response could be present as if from the target node in order to match the query request. However, during the X2 setup procedure, the Global eNB ID contained in X2 SETUP RESPONSE message responded by the HeNB GW is the ID of itself rather than that of the real target HeNB (for HeNB GW, it only understands the X2 SETUP REQUEST is destined to itself, and couldn’t know to which real target HeNB, see Figure 3).  The response would bring confusion to the initiating eNB,  because it knows what is the destined node of the request, but the response is from another node instead of the destined node. How does the initiating eNB differentiate such response from a wrong message need to be taken into account.
If option b) is selected, the ID in the SON TNL response message doesn’t match that in the request message (see Figure 3), then the request initiating eNB might deem the response as an error message. To resolve the mismatch, some special handling may be necessary, requiring upgrade of the base station implementation.

Q3. What are the served cells of the HeNB GW when X2 is being setup between the HeNB GW and a macro eNB?
· Option a.  Served cell list is always empty

· Option b.  Any cell with an invalid/particular ECGI

· Option c1.  All of the served cells of the macro eNBs which had setup X2 with this HeNB GW, in case the ongoing X2 is between the HeNB GW and a HeNB under the control of the GW

· Option c2.  The served cells of the HeNBs under the GW, in case the ongoing X2 is between the HeNB GW and a macro eNB
· Option d. The served cell list of HeNB GW only includes the served cells of the HeNBs which are neighboring with the macro eNB
Since HeNB GW is not a base station and doesn’t support radio cells, this is the rationale to select option a). However, it mandates the change of specification, because the minimum number of served cells contained in X2 Setup/Response signaling is 1. 

Option b) doesn’t mandate change of specification, so far as the HeNB ignores the served cells contained in the message. 

Whereas, either option a) or b) has the weakness that the HeNB under the GW doesn’t know the X2 interface status with neighboring macro eNBs, and vice versa. As a result, when there is UE needs be handed over between cells of these base stations, there is no way to determine whether X2 handover is viable.

Option c1) or c2) can fix the problem of option a/b, but still has drawbacks. The HeNB GW transfers all the served cells information of the HeNBs under the control of GW to a macro eNB, most of which is redundant.  Because not all HeNBs under the GW are neighboring to the macro eNB, the cells of those not adjacent is useless to the macro eNB. However, the number of HeNB under the GW may be very large, much more than 256, the max cell number (i.e. maxCellineNB) in the served cell list. Thus, the upper limit might needs to be changed, e.g. to 65535 etc.

Option d) can reduce redundant information efficiently, at the same time without need of changing maxCellineNB. Nevertheless, the price is evitable that the HeNB GW needs to sustain all NRTs of the HeNB/eNB at either end of X2. Whenever the status or neighborship of any of these HeNB/eNBs changed, the HeNB GW should update the local NRT copy, which is a very big burden for itself. 
Q4.  Whether or not the HeNB GW needs to notify all X2-connected macro eNBs when change of network happens? For example, when one HeNB under the control of the HeNB GW is powered on/off, does the GW needs to send update messages to all X2-connected macro eNBs?

· Option a.  Yes, send configuration update to all X2-connected macro eNBs.

· Option b. No, only send configuration update to those macro eNBs which have virtual X2 interface with the turned-on/off HeNB.

For option a), the redundancy of information wastes the interface signaling, because not all X2-connected macro eNBs to the gateway have the virtual X2 interface with the turned-on/off HeNB, while for those not virtually linked the update notification is unnecessary.

For option b), the point is how to determine which macro eNBs have virtual X2 interface relation with this HeNB. 

· In case the HeNB is turned off, the HeNB GW can check a so-called ‘Virtual X2 interface Table’ of the concerned HeNB, and then send configuration update to those macro eNBs in the table. This solution requires HeNB GW to buildup and sustain a ‘Virtual X2 interface Table’ of each HeNB under its control, which can be generated based on the neighbouring information in the X2 setup and configuration update signaling messages.

· In case the HeNB is turned on, there is not any virtual X2 link with the HeNB, thereby no update should be sent out. Later, when an eNB finds the startup HeNB by the means of ANR, it may initiate the SON TNL request. Upon reception of the request, the HeNB GW doesn’t reply or transfer the message as usual, but may send configuration update to the initiating eNB, indicating the HeNB is a node being deputized by it. As a result, no more X2 needs to be setup destined to the newly startup HeNB.  

This solution can remove redundant information, whereas it increases the complexity of HeNB GW, due to the buildup and sustaining of a so-called ‘Virtual X2 interface Table’ of each HeNB, and furthermore it brings in very special processing of SON TNL signaling, not complying with normal rules.
3. Proposal
As analysed in section 2, to support GW-based X2, more modifications on specification and efforts on the implementation in HeNB GW and eNB might be needed. By trading-off the benefits and cost, we have the following proposal:
Proposal:  Considering the gains and pains by the introduction of X2 proxy feature, e.g. the benefit of concentrated X2 interface vs. the complicacy of macro eNB and HeNB GW implementation and the extent of R11 specification modification, and the fact that direct X2 can provide support for mobility between macro eNB and HeNB, the X2 proxy is not needed whether there is HeNB GW deployed.
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Option b. HeNB GW replies the request acting  as agent of target HeNB


Option c. HeNB GW modifies response from target HeNB



_1378106160.vsd
eNB X


MME


HeNB GW


HeNB Y


eNB Config Transfer
(source eNB ID = X,
 target eNB ID = Y
TNL = IP_X )


MME Config Transfer
(source eNB ID = X,
 target eNB ID = Y 
TNL = IP_X)


MME Config Transfer
(source eNB ID = HeNB_Y,
 target eNB ID = X ,
TNL =  IP_GW)


eNB X


MME


HeNB GW


HeNB Y


eNB Config Transfer
(source eNB ID = X,
 target eNB ID = Y
TNL = IP_X )


MME Config Transfer
(source eNB ID = X,
 target eNB ID = Y 
TNL = IP_X)


eNB Config Transfer
(source eNB ID = HeNB GW,
 target eNB ID = X ,
TNL =  IP_GW)


MME Config Transfer
(source eNB ID = HeNB GW,
 target eNB ID = X ,
TNL =  IP_GW)


MME Config Transfer
(source eNB ID = X,
 target eNB ID = Y 
TNL = IP_X)


eNB Config Transfer
(source eNB ID = Y,
 target eNB ID = X ,
TNL =  IP_Y)


mismatch


eNB Config Transfer
(source eNB ID = HeNB_Y,
 target eNB ID = X ,
TNL =  IP_GW)


MME Config Transfer
(source eNB ID = X,
 target eNB ID = Y 
TNL = IP_X)


eNB Config Transfer
(source eNB ID = Y,
 target eNB ID = X ,
TNL =  IP_Y)


Option a. source ID is HeNB’s  ID in the response message


Option b. source ID is HeNB GW’s ID in the response message


X2 Setup Req
(source eNB = eNB X)


X2 Setup Resp
(source eNB = HeNB GW)


mismatch



