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1 Introduction 
The mobility enhancement use cases considered for the SI [1] were discussed at RAN3#73 meeting. According to the final agreement [2], the mobility enhancements from open to hybrid HeNB and from hybrid to hybrid HeNB were determined as highest priority use cases. 
In this contribution, we analyze possible solutions for the enhanced inbound mobility to hybrid HeNB and discuss the potential issues. 
Mobility from macro eNB to hybrid HeNB is also given a highest priority. It is to be noted that the analysis in this contribution is applicable when UE handover from macro cell to hybrid cell if X2 connection is supported between the macro and HeNB. 
2 Discussion
The significant characteristic of hybrid cell is that all the UEs, either members or non-members, can access to the cell. There is no need of access control when a UE handovers to a hybrid cell. HeNB provides different QoS and access priority according to UE’s membership status in the hybrid cell. Therefore, the key point for enhanced inbound mobility to hybrid cells is the membership verification mechanism instead of access control for a UE. 
For inbound mobility to hybrid cell, with regard to enhanced X2 mobility rather than the S1 mobility supported in R10, there are several possible solutions to be described below. Among these solutions, X2 enhanced handover procedure is applied for all the UEs in solution 1~3. For solution 4, X2 enhanced handover procedure is applied only for part of UEs who don’t report member indication of target hybrid cell in the measurement report, while the rest UEs still adopt S1 handover procedure. 
· solution 1：Membership verification is done in RAN side (e.g. HeNB GW, HeNB) by means of MME delivering user subscription data or UE sending allowed CSG list.
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Figure 1. solution 1 for inbound mobility to hybrid cell
Applying this solution, RAN side (e.g. HeNB GW, HeNB) can obtain the CSG ID list to which allows UE accessing and can verify UE’s membership status in target cell. Therefore, QoS of member UEs are guaranteed by applying this solution. However, the security of delivering user subscription data to other node should be further studied. As to which RAN node is the best choice for performing membership verification, and what specific signaling to be used for delivering the allowing CSG list for UE should be further discussed. 
NOTE：Solution 1 is also applicable for inbound mobility to CSG cells.
· Solution 2：Membership verification is done in RAN side (e.g. HeNB GW, HeNB) via history information. 
· Solution 2a：HeNB performs membership verification according to information in UE history information IE
During X2/S1 handover procedure
, UE History Information IE is signalled between eNBs, including Last Visited Cell Information (i.e.ECGI, Cell Type, Time UE stayed in Cell). If CSG related information, e.g. CSG ID, membership status could be included in UE History Information IE, eNB could utilize it for membership verification in the future handover. However, current target cell may be not contained in the information in UE History Information IE. Moreover, CSG related information, which is contained in UE history information will not update along with the latest UE subscriber data in MME. 
· Solution 2b：HeNB GW performs membership verification according to previous access history. 
HeNB GW could maintain the CSG related information of cells to which UE accessed in the past. However, this solution can only be applied to the scenario where source and target HeNB connect to the same HeNB GW. Furthermore, as the same as solution 2a, there may be no CSG related information of target cell because of the UE did not access to the target cell before. And CSG related information may not be kept up-to-date.
Note：Solution 2 is not applicable for inbound mobility to CSG cells.
· solution 3：MME performs membership verification after X2 handover execution phase.
For all the UEs, source HeNB initiates X2 handover procedure. And then MME checks UE subscriber data to determine UE’s membership in target cell. After MME confirm the UE’s membership, it can inform the target HeNB via path switch procedure or UE context modification procedure. Target HeNB can perform admission control as following:
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Figure 2. solution 3 for inbound mobility to hybrid cell
· option a：Target HeNB treats all the UE as default non-member during admission control. 
Applying thisoption, it is not likely that a non-member UE access to the hybrid cell as a member. However, it is possible that a member UE is treated as non-member UE during admission control at target HeNB. Therefore, QoS of member UEs may be influenced during handover procedure. 
· option b：Target HeNB performs admission control according to measurement report.
Compared with option a, source delivers membership status indicated in the measurement report which was determined by UE checking its own whitelist to target. And then, target HeNB performs admission control according to the membership status reported in the measurement report. 
QoS of member UEs are guaranteed by using this option, and the whitelist stored in USIM is fully utilized. But a non-member UE may report fraudulently that it is a member of the target hybrid cell, which will lead to unnecessary radio resource occupation in the target HeNB.
After receiving membership status which is confirmed by MME, target HeNB updates UE’s membership status and may initiate corresponding E-RAB management procedure (e.g. setup or release). The specific approach to achieve that is FFS. 
NOTE：
1. Solution 3 is not applicable for inbound mobility to CSG cells.
2. UE context modification procedure after X2 handover can also be used to indicate UE’ membership. But, comparing with the path switch procedure, it will introduce more signaling overhead. So using the path switch procedure is our preference. 
· Solution 4：Partial X2 enhanced mobility according to membership status reported in measurement report.
For UEs who don’t report member indication of target hybrid cell in the measurement report, the source initiates X2 handover procedure. And then MME perform membership verification after handover execution phase, as stated in solution 3. For UEs who report member indication of target hybrid cell, S1 handover procedure is implemented, as supported in current R10 specification. 
Applying this solution, UEs who attempt to access to the target hybrid cell as a member shall be verified by MME during handover preparation in S1handover procedure. As a result, it is not likely that a non-member UE access to the hybrid cell as a member. However, member UE will endure S1 handover signalling, while non-member UE can enjoy quick handover using X2 handover signalling. Nevertheless the quantity of member UEs is smaller comparing to non-member UEs.
According to the above analysis, we prefer solution 3 for the inbound mobility to hybrid cell scenario. Solution 3 optimizes X2 handover procedure with little impact to current specification. In addition, if solution 3 is used, UE’s membership status can be verified by MME during handover completion using current existing S1AP message.
Proposal: RAN3 are kindly asked to discuss membership verification mechanism and possible solutions mentioned above for inbound mobility to hybrid cell.
3 Conclusion 
In this paper, we share our view on the solutions for inbound mobility to hybrid cells. And we propose:
Proposal: RAN3 are kindly asked to discuss membership verification mechanism and possible solutions mentioned above for inbound mobility to hybrid cell.
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