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Discussion and decision
1 Introduction

This contribution discusses the support of inbound mobility to a shared CSG cell. The contribution indicates that UE impact can not be avoided and proposes that, as part of the the 'si-RequestForHO procedure the UE reports the subset of the broadcasted PLMN identities passing access and CSG membership check. It is further proposed that the eNB verifies acces check for the PLMNs indicated by the UE and selects one if multiple pass the access check. Finally, the the MME verifies the CSG membership check for the PLMN selected by the source eNB.
2 Discussion
2.1 Requirement and scenario

It is quite common that family members have subscribtions with different operators. The same may apply for employees of (larger) enterprises. Neverheless, all these UEs should be able to access the home or enterprise CSG cell to obtain high quality service at a preferential fee.

During the SA#51 meeting, SA confirmed that support of network sharing is a default requirement when considering solutions in 3GPP [3]. Due to lack of time, it was however not possible to fully support inbound mobility to a shared CSG cell within the Rel-10 time frame by all the affected working groups. We think this functionality should be suppported in Rel-11.
Proposal 1
Support for inbound mobility to a shared CSG cell should be introduced in REL-11.
2.2 Starting points
In RAN2, it was recently agreed to extend the membership check to also cover equivalent PLMN, see the following definition form TS 36.331:
CSG member cell: for a UE in RRC_CONNECTED, a cell broadcasting the identity of the Registered PLMN or Equivalent PLMN and for which CSG whitelist of the UE includes an entry comprising of cell’s CSG ID and the respective PLMN identity.

SA2 has agreed that a CSG cell only broadcasts a single PLMN identity. In RAN2 a UE up to REL-10 is not required to support inbound mobility to a shared CSG cell. In this contribution we try to investigate what changes would be required to support such a handover scenario. Before doing so, we would like to summarise some relevant aspects of the current situation:

· 
In a coordinated network, E-UTRAN employs the ANR procedure to obtain the PLMN identities broadcast by the cells as well as the CSG Identity and membership status. E-UTRAN would typically have this information available before handover is triggered
· 
It should be noted that the CSG membership concerns a UE-specific information that may change (due to a CSG white-list update)

· 
In a non- coordinated network, E-UTRAN employs the SI request for HO procedure to obtain the pPLMN identity as well as the CSG identity and the membership status. This procedure would typically be invoked just prior to the actual handover

· 
In case the handover target cell broadcasts multiple PLMN identities, the source eNB performs the access check using the Handover Restriction List, which includes the ePLMN list. In case the UE can access the cell based on more than one of the broadcasted PLMNs, the source eNB selects the PLMN Identity to be used after handover (as set in the field Selected TAI within field Target ID)
· 
In case of handover to a CSG cell, the access check performed by the source eNB is limited as the target CSG cell is assumed to only broadcast a single PLMN identity (which is reported by the UE as part of the CSG identity). The MME performs the CSG membership. In case the UE incorrectly indicates that it is a member, the handover request initiated by the source eNB will be rejected by the MME.

· 
This means that there is no gain for the UE to fool around when reporting its membership status

2.3 Changes to support inbound mobility to a shared CSG cell

2.3.1 Radio interface (RAN2 scope)
Need for UE change
It seems clear that in a non-coordinated scenario, E-UTRAN may not be aware of the PLMN identities broadcast by the target cell when the conditions for initiating a handover are fulfilled. Hence, it seems clear that UE impact can not be avoided i.e. the 'si-RequestForHO procedure' needs to be extended with the reporting of PLMN identities.

Proposal 2
The 'si-RequestForHO procedure' needs to be extended with the reporting of PLMN identities.
Which PLMN Id to report
W.r.t. the PLMN identities the UE shall include in a measurement report for the case of the 'si-RequestForHO procedure' there seem to be 2 primary options:

i) all PLMN identities broadcast by the handover target cell

ii) the subset of the broadcasted PLMN identities for which both the access check and the CSG membership check succeeed

Based on the following considerations
· 
We assume that, also in case of a deployment without PCI confusion E-UTRAN would apply the 'si-RequestForHO procedure' in order to obtain the CSG membership information for the concerned UE (performing the ANR procedure for every UE, well in advance of handover does not seem attractive)

· 
Although the size does not seem really critical (as less measurement info is included when reporting for the si-RequestForHO case), it is preferrable for the UE to report only the PLMN identities that are really needed

Proposal 3
The 'si-RequestForHO procedure' is extended such that the UE reports the subset of the broadcasted PLMN identities that pass both the access and CSG membership check

2.3.2 E-UTRAN-CN interface (RAN3 scope)
In our understanding it seems preferable to avoid distributing CSG whitelist information to E-UTRAN. Taking this as the starting point, we identified the following primary solution directions:

a) eNB selects PLMN

The source eNB verifies if the UE is allowed to access the target cell for the subset of PLMN identities indicated by the UE using the ePLMN information received from the CN within the Handover Restriction List (HLR). If the check succeeds for more than one PLMN identity, the source eNB selects one and indicates this PLMN to the MME. The MME subsequently verifies the CSG membership i.e. it checks if the indicated combination of PLMN and CSG identity is included in the CSG whitelist of the UE.
b) MME selects PLMN

The source eNB verifies if the UE is allowed to access the target cell for the subset of PLMN identities indicated by the UE (as in solution a). If the check succeeds for more than one PLMN identity, the source eNB provides the list of accessible PLMNs to the MME. The MME subsequently verifies the CSG membership for each of the indicated PLMNs and the CSG identity. If the CSG membership check succeeds for more than one PLMN identity, the source MME selects the PLMN identity.
c) Additional handshake
The source eNB verifies if the UE is allowed to access the target cell for the subset of PLMN identities indicated by the UE (as in solution a). If the check succeeds for more than one PLMN identity, the source eNB initiates an additional handshake/ procedure with the MME. As part of this procedure, the source eNB provides the list of accessible PLMNs to the MME. The MME subsequently verifies the CSG membership for each of the indicated PLMNs and the CSG identity. The MME returns the subset of PLMN identities that pass the CSG membership check to the eNB. If the MME returns more than one PLMN identity, the source eNB selects the PLMN identity.

Based on the following considerations
· 
We prefer not to modify the roles of E-UTRAN and MME w.r.t. PLMN selection (although we did not identify any principle problems with approach b)

· 
One nice property of approach a) is that it does not require any signalling changes on the S1 interface

· 
We prefer avoiding an additional handshake procedure
Proposal 4
Adopt option a) i.e. the UE reports the subset of the broadcasted PLMN identities passing access and CSG membership check, the eNB verifies acces check for the PLMNs indicated by the UE and selects one if multiple pass the access check and finally the MME verifies the CSG membership check for the PLMN selected by the source eNB
Example

The proposed approach is illustrated by means of an example, as follows:

· Target cell broadcast info:
· 
CSG ID: Ca

· 
PLMN Id: {Pa, Pb, Pc, Pd}
· UE settings:
· 
RPLMN
Pe

· 
ePLMN list: {Pd}
· 
CSG whitelist: {(Pa, Ca), (Pd, Ca)}

In the case of the example, the UE can access the target cell based on its ePLMN (Pd). The UE is CSG member based on PLMN Pa and Pd. According to proposal 2, the UE only reports Pd as this is the only PLMN that passes both the access and CSG membership check.
3 Conclusion & recommendation
This contribution includes the following proposals.

Proposal 1
Support for inbound mobility to a shared CSG cell should be introduced in REL-11.
Proposal 2
The 'si-RequestForHO procedure' needs to be extended with the reporting of the PLMN identities.
Proposal 3
The 'si-RequestForHO procedure' is extended such that the UE reports the subset of the broadcasted PLMN identities that pass both the access and CSG membership check

Proposal 4
Adopt option a) i.e. the UE reports the subset of the broadcasted PLMN identities passing access and CSG membership check, the eNB verifies acces check for the PLMNs indicated by the UE and selects one if multiple pass the access check and finally the MME verifies the CSG membership check for the PLMN selected by the source eNB

As proposals 2 and 3 are primarily within the scope of RAN2, a separate contribution is provided in that RAN working group.
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