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1 Introduction

Hybrid HeNBs are foreseen to be a cost-effective solution to the problem of coverage holes and the severe ICI in scenarios with dense deployment of HeNBs needs to be mitigated [1]. Hereby, the mobility enhancement involving hybrid HeNB has become a hot study area, and most relevant mobility scenarios have been identified as high-priority use cases in the agreed TR37.803 [2].

In this contribution, we focus on the issue of inbound handover to a hybrid HeNB from another HeNB. Based on detailed investigation on the necessity of Membership Verification (MV) at MME in various use cases, we justify the feasibility of enhanced inbound handover to hybrid HeNB beyond Rel-10.
2 Membership verification
MV and Access Control (AC) are defined in [3], as quoted below:
- Membership Verification: The process that checks whether a UE is a member or non-member of a hybrid cell
- Access Control: The process that checks whether a UE is allowed to access and to be granted services in a closed cell
Moreover, the procedural descriptions of MV/AC performed by MME are as follows [3]:

- Access control for UEs that are members of Closed Subscriber Groups (CSG):

- In case of handovers to CSG cells, access control is based on the target CSG ID provided to the MME by the serving E-UTRAN.
- Membership Verification for UEs handing over to hybrid cells:

- In case of handovers to hybrid cells the MME performs Membership Verification based on cell access mode related information and the CSG ID of the target cell provided by the serving E-UTRAN.
As shown in the specification, MV and AC are associated with access modes of target cell in HO procedure, namely MV with hybrid cell and AC with CSG cell, respectively.
In Rel-10, the X2-based HO is already supported for hybrid HeNB in intra-CSG inbound handover. Hereby, we can get the conclusion that the intra-CSG inbound mobility to hybrid HeNB could be achieved through X2-based HO when no MV at MME is needed. 
Observation 1: In Rel-10, the intra-CSG inbound mobility to hybrid HeNB could be achieved through X2-based HO when no MV at MME is needed.
Moreover, in this case, the source CSG/hybrid HeNB can safely assure the HO-candidate UE is a member of the target CSG, without involving MME for MV. The reason is that the authentication process would have already been done at the time when UE has accessed the source CSG/hybrid HeNB. More explicitly, at that time MME would have performed MV and informed the source HeNB of its judgement. It implies that during the X2-based HO in the abovementioned scenario, the target hybrid HeNB should trust the source HeNB and consider the HO decision from its peer as legitimate; otherwise, no X2-based HO can be permitted at all.

Such viewpoints can also be supported by the introduction of the “CSG Membership Status” IE in the “HANDOVER REQUEST” signalling message and corresponding processing principles defined in [4].
Observation 2: For X2-based intra-CSG HO, the source CSG/hybrid HeNB can assure the HO-candidate UE is the member of the target CSG, without the need of MV at MME.

Note that the existing mobility optimization mechanism for HeNB is safety-proof by the approved principles and we do not see any security issue here. Therefore, we believe that the agreed principles observed above should be maintained and considered as the baseline for optimization of inbound HO to target hybrid HeNB in Rel-11.
Proposal 1: RAN3 is kindly requested to take the agreed Rel-10 principles observed above as the baseline for research of optimization on inbound HO to target hybrid HeNB in Rel-11.

3 Inbound handover to hybrid HeNB
The inbound mobility to a hybrid HeNB from another HeNB constitutes the following cases:
· Inter-CSG mobility between hybrid HeNBs;
· Inter-CSG mobility from closed HeNB to hybrid HeNB;
· Inbound mobility from open HeNB to hybrid HeNB.
As discussed in [1], with the aid of Measurement Report (MR), the UE would be able to declare its CSG membership status regarding the target cell’s CSG ID, which is referred to as the framework of UE-assisted network-controlled HO to hybrid/closed HeNB. Hereby, we point out that the MV/AC processes are per-UE instead of per-(H)eNB operations.
Concerning the case that the HO-candidate UE declares itself as a CSG member of the inter-CSG target cell, it is still under discussion whether the relevant mobility can be optimized through X2-based HO, especially from security aspects. However, on the other hand, no MV at MME is needed when the HO-candidate UE declares itself as a non-CSG member in the target hybrid HeNB. As emphasized in previous section, the source CSG/hybrid HeNB is capable of assuring that the HO-candidate UE is NOT the member of the target CSG. In other words, the UE can only access the target hybrid HeNB as a non-CSG member, which therefore eliminates the need of MV. We refer to such kind of mobility as open-mode handover.

In terms of the so-called open-mode handover, we summarize all possible cases of inbound HO from HeNB to a hybrid HeNB in Table 1.
Table 1: Possible inbound HOs to a hybrid HeNB.
	Source cell type
	UE’s CSG membership status in source cell
	UE’s CSG membership status in target cell
	Access control at MME
	HO type decision in Rel-10
	Suggestion for Rel-11 SI

	Open access
	N/A
	False
	No
	S1
	X2

	
	N/A
	True
	Yes
	S1
	S1

	Closed cell with same CSG ID as target cell
	True
	True
	No
	X2
	X2

	Closed cell with different CSG ID from target cell
	True
	True
	Yes
	S1
	S1

	
	True
	False
	No
	S1
	X2

	Hybrid cell with same CSG ID as target cell
	True
	True
	No 
	X2
	X2

	
	False
	False
	No
	X2
	X2

	Hybrid cell with different CSG ID from target cell
	True
	True
	Yes
	S1
	S1

	
	True
	False
	No
	S1
	X2

	
	False
	True
	Yes
	S1
	S1

	
	False
	False
	No
	S1
	X2


As shown in Table 1, we suggest that the principle agreed in Rel-10 WI, namely the X2-based mobility between HeNBs is permitted if no MV or AC at MME is needed, should still be the baseline in further investigations on potential mobility enhancement in Rel-11. Hence, we kindly request RAN3 to clarify the necessity of MV at MME, and agree on that X2-based handover shall be supported for the abovementioned open-mode handover use cases highlighted in Tab.1.
Proposal 2: RAN3 is kindly requested to discuss and confirm the above-mentioned use cases, and to evaluate the necessity of MV at MME in those use cases.

Proposal 3: It is proposed that open-mode inbound handover (i.e. UE can only access the target hybrid HeNB as a non-CSG member dispensing with MV at MME) to hybrid HeNB shall be optimized in Rel-11 SI.
4 Conclusion

In this contribution, based on a review of intra-CSG enhanced mobility, we concluded that X2-based HO to target hybrid HeNB is allowed when the source HeNB can judge whether the HO-candidate UE is a member of the target CSG or not and, if it is a member, then no MV at MME is triggered. Following this principle, we introduced the concept of open-mode handover and proved that this kind of mobility can be optimized through X2-based HO for inter-CSG scenarios.
Based on the above analysis, we suggest RAN3 agree on the following proposals:
Proposal 1: RAN3 is kindly requested to take the agreed Rel-10 principles observed above as the baseline for research of optimization on inbound HO to target hybrid HeNB in Rel-11.

Proposal 2: RAN3 is kindly requested to discuss and confirm the above-mentioned use cases, and to evaluate the necessity of MV at MME in those use cases.

Proposal 3: It is proposed that open-mode inbound handover (i.e. UE can only access the target hybrid HeNB as a non-CSG member dispensing with MV at MME) to hybrid HeNB shall be optimized in Rel-11 SI.
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