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1   Introduction 
The Rel-11 SI ([1]) includes the support of RAN sharing for H(e)NBs. However, there seems to exist some inconsistency between the specifications under TSG RAN and TSG SA responsibility. This contribution describes those inconsistencies, and proposes a way forward.
NOTE: we use HeNB as example in this contribution, but the analysis also applies to HNB.
2   Possible inconsistency between RAN spec and SA spec
2.1   TS 23.251 ([2])
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 Figure 1 – GWCN and MOCN
TS 23.251 v11.0.0 defines two types of network sharing
· GWCN (Gateway Core Network): The core network operators share the radio access network nodes, and the MMEs serving the shared radio access network nodes.

· MOCN (Multi-Operator) Code Network: The core network operators only share the radio access network nodes. 

Current TS 23.251 does not describe how to support network sharing for HeNB. Actually, Annex B.2 rules out the support for H(e)NB in Release 10 and Release 11.
2.2   TS 33.320 ([3])
TS 33.320 v11.2.0 describes the following system architecture for H(e)NB. 
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TS 33.320 - Figure 4.1.1: System Architecture of H(e)NB

TS 33.320 describes the SeGW as “a network element at the border of the operator’s core network. After successful mutual authentication between the H(e)NB and the SeGW, the SeGW connects the H(e)NB to the operator’s core network. Any connection between the H(e)NB and the core network is tunnelled through the SeGW.”
If one follows the terminology and principles of TS 33.320, in case of network sharing, especially MOCN, this seems to indicate that the CN operator deploy the SeGW and HeNB-GW within in core network domain. The architecture which would follow from that would look like as shown below:
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Figure 2 – architecture to support MOCN (according to TS 33.320)
This architecture has the following issues:
· One CN operator does not know whether other CN operators deploy the HeNB-GW. In case one or more CN operator deploys HeNB-GW, the HeNB would have to connect to multiple HeNB-GW/MMEs. This is in contradiction with the principle that the HeNB does not have NNSF, and the HeNB only connects to one HeNB-GW in case of the connection to the HeNB-GW. 

· The location of HeMS: According to TS33.320, the HeMS could connect to the HeNB via the SeGW. This implies that either the CN operator owns the HeMS, or the traffic to/from the HeMS needs to be routed back to the RAN operator if RAN operator owns the HeMS. The HeMS mainly configures the RAN related parameters in the HeNB, so it is not good for CN operator to own the HeMS. It is also very inefficient for routing the HeMS related traffic back to RAN operator if the RAN operator owns the HeMS.  
Considering the principle of HeNBs connecting to a single HeNB-GW only, and considering the term “core network” as used by SA3 denoting an “operator controlled network domain”, the resulting architecture would foresee to deploy the SeGW/HeNB-GW within the RAN domain,  (as shown as below). 
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Figure 3 – SeGW/HeNB-GW deployed within the RAN domain
This can easily solve the issue for the HeMS’s location, but this does not align with SA3 TS 33.320.
So we would like to ask RAN3 to study the issues as described above. If RAN3 confirms the inconsistencies, we would like to ask RAN3 send LS to SA2 and SA3 on possible deployment scenarios, architecture for network sharing for H(e)NB, and the location of SeGW in case of network sharing.
Proposal 1: RAN3 study the possible inconsistency between RAN spec and SA spec.

Proposal 2: If RAN3 confirm the inconsistency, RAN3 send LS to SA2/SA3 on following aspects:

· Ask SA2 the possible deployment scenarios, e.g., whether it is a valid scenario that the CN operator deploys the H(e)NB-GW/SeGW, or whether it is sufficient that the RAN operator deploys the H(e)NB-GW/SeGW, in case of network sharing, especially MOCN case. Also ask SA2 for the architecture for network sharing for H(e)NB.
· Ask SA3 the location of SeGW in case of network sharing.
A draft LS can be found in ([4])
3   Conclusion and Proposals
In this contribution, we described the possible inconsistency between RAN spec and SA spec regarding the network sharing for HeNB. To summarize, our proposals are:

Proposal 1: RAN3 study the possible inconsistency between RAN spec and SA spec.

Proposal 2: If RAN3 confirm the inconsistency, RAN3 send LS to SA2/SA3 on following aspects:

· Ask SA2 the possible deployment scenarios, e.g., whether it is a valid scenario that the CN operator deploys the H(e)NB-GW/SeGW, or whether it is sufficient that the RAN operator deploys the H(e)NB-GW/SeGW, in case of network sharing, especially MOCN case. Also ask SA2 for the architecture for network sharing for H(e)NB.
· Ask SA3 the location of SeGW in case of network sharing.
A draft LS can be found in ([4])
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