3GPP TSG-RAN WG3 #73
R3-112052
Athens, Greece, 22-26 August 2011

Agenda Item:
11.2
Source: 
Ericsson 

Title:  
Rel-11 HeNB Enhanced Mobility Scenarios
Document for:
Discussion, decision
1 Introduction

At the RAN plenary #51, the study item description on “Further Enhancements for HNB and HeNB” [1] was approved. Some the objectives related to LTE were to evaluate the benefit of “support for Enhanced eNB to HeNB mobility and vice versa”, and of “X2 connection via the GW proxy for (H)eNB to HeNB mobility enhancements.” [1]
In the justification section, it is also noted that “Support for eNB to HeNB was de-scoped in Rel-10, but provides significant benefits for open mode HeNBs used in mall environments and to extend coverage areas of macro networks”. In fact, such a scenario was initially agreed as a working assumption almost a year ago. [2]

 REF _Ref294602910 \r \h 
[3] The rationale for including the HeNB-eNB enhanced mobility together with inter-HeNB mobility at that time was precisely that when open access HeNBs connect to the macro network, access control is not required, and therefore mobility via X2 “comes for free”.
We also note that at RAN3 #72, it was resolved to create a TR listing scenarios to be evaluated in this study item. [4] This contribution will analyze some plausible use scenarios and their possible implications on HeNB architecture for Rel-11, for evaluation and possible inclusion in the TR.
2 Scenario Analysis

2.1 Classification Criteria
We will start by identifying two groups of HeNB usage scenarios: operator-deployed and user-deployed.

The first group includes all cases where the HeNBs are deployed and operated within the operator’s network. In this case, a high degree of commonality could be foreseen between the HeNBs themselves and the macro eNBs. In all of these scenarios, it is assumed that all the nodes are within the operator’s own security domain, and therefore it is feasible to enforce end-to-end security also over the backhaul network (with the possible exception of the scenario in Sec. 2.2.2).

The second group includes all cases where the HeNB is deployed by the user in his own premises without a direct intervention by the network operator. In this case, the user provides his own connectivity to the core network through his ISP, and his own power. In all of these cases, the operator’s security domain has to extend over a third-party network.
We will give a qualitative evaluation of each scenario according to the following characteristics:

· Foreseen traffic load;
· Foreseen UE mobility;
· Need for enhanced inter-CSG mobility (i.e. without core network involvement);
· Backhaul security (i.e. how easy it is to ensure end-to-end security through the backhaul);
· Foreseen Number of X2 connections to macro neighbors;
· Reliability of the HeNB connections to the Core Network;

· Need for S1 and/or X2 concentration toward the core network.
2.2 Operator-Deployed Scenarios

2.2.1 Campus, Operator-Owned Backhaul
In a campus deployment, HeNBs are deployed to provide both indoor and outdoor coverage. The primary end-users of this type of deployment are business users, possibly with corporate contracts through the use of CSGs. If we assume that users belong to different companies, we can certainly envisage the coexistence of different CSGs in the same network; it is however unclear why inter-CSG enhanced mobility between HeNBs would be needed. In fact it is extremely unlikely that users of company X will often have to roam inside the premises of company Y as CSG users; in the rare cases where it might happen, current S1 mobility procedures can be used.
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Figure 1 Campus scenario, with closed and hybrid HeNBs for corporate users and open-access HeNBs deployed near the border with macro.

If we assume to have high UE mobility, this calls for direct X2 among HeNBs. This will reduce signaling to the core network, and it will be consistent with the assumption that inter-CSG mobility will be unlikely (i.e. X2 between HeNBs having the same CSG ID enables supporting this very complex scenario without limitations).
A tighter integration with the macro network could be useful for campus-edge HeNBs, mainly for mobility reasons. X2 mobility from closed/hybrid HeNBs to open HeNBs is already possible in Rel-10 [7]; further X2 mobility into the macro network can be provided by allowing X2 between open HeNBs and eNBs (a proposed Rel-11 enhancement [6]). A possible way to achieve this is to deploy a “ring” of open-access HeNBs near the border with macro (see Figure 1). In Rel-10, such “borderline” HeNBs do not have X2 interfaces with their macro neighbors [7], but perhaps this might not be such a limiting factor. If mobility and traffic within the campus are high, an operator might want to connect all the campus HeNBs to a dedicated MME, thereby relying on S1 for mobility to macro neighbors. In many cases, therefore, S1 mobility to macro could still be adequate for this scenario. 
It is assumed that the backhaul connections are owned and controlled by the same operator, thereby offering the highest reliability and security (the backhaul network is fully in the operator’s security domain).
2.2.2 Campus, Third-Party Backhaul

In this case, the campus is covered in a similar way, but with a different business case: the HeNBs are connected to the core network through a third-party backhaul network (possibly through the customer’s corporate access network). In fact, in this scenario we could envisage a mobile operator deploying HeNBs to cover the premises of a large company but using the same company’s corporate access to connect the HeNBs to the core network. This can have a significant impact in terms of end-to-end reliability and security, and might introduce the need for signaling concentration toward the core network. For this reason, the only possible difference with respect to the scenario of Figure 1 would be the absence of open-access HeNBs. It is not likely that a corporate user would accept to backhaul traffic from open-access HeNBs through its corporate network; the presence of hybrid HeNBs would also be questionable (see Figure 2).
The reliability level of the HeNB connection to the core network could vary significantly, since it is not in the operator’s control, and could significantly affect the quality of service. Also in terms of security, end-to-end enforcement in this scenario needs special attention with respect to the one described in Sec. 2.2.1, because the radio access network operator’s security domain passes over a third-party network.
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Figure 2 Campus scenario with third-party backhaul: closed-access HeNBs are most likely.

2.2.3 Shopping Mall

In this case, the operator deploys and controls the whole radio access network and the backhaul providing dedicated coverage in a public area. All deployed nodes are most probably open access (no CSGs are foreseen). This is probably the scenario that presents the highest degree of integration with the macro network.
2.3 User-Deployed Scenarios

With respect to the operator-deployed scenarios discussed above, the following scenarios are possibly less complex in terms of wireless access, but could pose more problems in terms of connection to the core network, since the user’s broadband connection might be the biggest bottleneck in terms of reliability and interoperability.
2.3.1 Federation of Shops

We can envisage a group of individual shops, perhaps within a shopping mall, deciding to get together and offer connectivity as an additional service to their customers (hoping for increased revenue and / or cross-selling to their respective customers). A reasonable way to obtain this would be by reusing the same CSG across all HeNBs covering the shops. If the shops are located next to each other, current Rel-10 functionality allows establishing X2 connections among their HeNBs to provide enhanced intra-CSG mobility. But these X2s would be transported to the core network on the same broadband connection of each shop, so the benefit of using X2 instead of S1 (if any) would be minimal, especially with unreliable connections.

2.3.2 Individual Shop

In this case an individual shop sets up a closed-access HeNB as a service to its customers, hoping to increase revenue. The only difference between this scenario and the simpler “user at home” scenario (see Sec. 2.3.3) is that in this case more UEs would need to be supported, possibly with slightly higher mobility, and that the broadband connection to the core network might be more reliable. X2 interfaces to the macro network are probably not needed, and in any case their use would be problematic, due to the low reliability of the backhaul connection (similarly to the scenario of Sec. 2.3.1).
2.3.3 User at Home

This is perhaps the simplest use case, where a HeNB is deployed by the user at his premises in order to provide improved coverage. In this case, there is probably no need to set up X2 connections to the rest of the network, for at least three reasons. First, the low reliability of residential-grade broadband used to backhaul the traffic, would remove any benefit of having an X2 interface; second, it is questionable whether an individual user would have so high mobility requirements as to require X2 to neighbor (H)eNBs; third, in poor coverage areas that justify the deployment of individual HeNBs, there would be no advantages from tighter integration with the macro through X2.

2.4 Need for S1 and/or X2 Concentration Stage

The first scenario presented (“Campus, Operator-Owned Backhaul” Sec. 2.2.1) is a very demanding scenario in terms of mobility; precisely for this reason, X2 concentration is not needed. It has been shown that the number of X2 connections is not a problem for sane eNB implementations [5], and an X2 gateway would even be harmful, as it would only increase the latency for X2 mobility without any major benefit. S1 concentration toward the core network is not strictly needed. There are at least three reasons for this: first, intra-campus mobility is handled through X2, so S1 signaling will be minimal; second, all HeNBs are operator-deployed, so there is no problem due to unpredictable and/or frequent S1 setups / teardowns; third, the backhaul is owned by the operator, so its reliability is assumed to be the highest.

Also for the second scenario (“Campus, Third-Party Backhaul”, Sec. 2.2.2), S1 concentration toward the core network is not strictly needed, even though it might be justified to reduce traffic through the corporate connection to the core network. In order for this benefit to be real, however, the HeNB-GW would have to be located within the corporate premises, possibly increasing the complexity of operating such a node within a corporate network.

Similarly, for the third scenario (“Shopping Mall”, Sec. 2.2.3), an S1 GW is not strictly needed, and an X2-GW would be counterproductive for enhanced mobility. This is the scenario that can benefit the most from the absence of gateways and integration with the macro network.
A common point to all user-deployed scenarios (“Federation of Shops”, “Individual Shop”, and “User at Home”, Secs. 2.3.1, 2.3.2, and 2.3.3, respectively) is that the deployment of a HeNB-GW is beneficial, and in fact, desirable due to the high number of medium/low-reliability connections established to the core network. Adopting an X2 GW, however, is not justified in any of these scenarios. In the “Individual Shop” and “User at Home” scenarios, setting up X2 connections to neighbors would not be justified, and in the “Federation of Shops” scenario an X2-GW would not bring any benefits, because the limitation in this case is due to the backhaul unreliability.
For the reasons above, we do not see the need for an X2-GW in any of the scenarios presented above.

The issue of interconnected HeNB-GWs is also questionable. A sensible operator will deploy HeNB-GWs in a planned and coordinated way, i.e. covering frequent mobility borders within the same HeNB-GW domain. For this reason, we believe enhanced mobility between HeNB-GWs to be a very irrelevant case.
3 Conclusions and Proposals
We believe that the six scenarios presented in this paper represent the vast majority of use cases for HeNBs. For clarity, the scenarios are summarized in Table 1 below.
	Scenario
	Traffic load
	UE mobility
	Enhanced inter-CSG mobility
	Backhaul security
	Need for HeNB-GW (S1)
	Benefit of X2 among HeNBs
	Number of X2 connections to macro
	Reliability of backhaul to Core Network

	Campus, Operator-Owned Backhaul
	High
	High
	Unlikely
	Highest (backhaul is fully in the operator’s security domain)
	No
	Yes
	Med. / high, but only for border HeNBs (open-access)
	Highest (operator controlled)

	Campus, Third-Party Backhaul
	High
	High
	Unlikely
	Needs special attention; perhaps IPsec is adequate
	Perhaps (possibly to reduce traffic, but not strictly needed)
	Yes
	Low / med.
	Could vary (not in operator’s control)

	Shopping Mall
	High
	High
	No
	Highest (backhaul is fully in the operator’s security domain)
	No
	Yes
	Med. / high, but only for border HeNBs (all nodes are open access)
	Highest (operator controlled)

	Federation of Shops
	Med.
	Med.
	No
	Needs special attention
	Possibly
	Unclear (X2 would go through each shop’s broadband connection)
	Low / none
	Med. (user-provided, possibly commercial-grade)

	Individual Shop
	Med. / Low
	Med. / Low
	No
	Needs special attention
	Yes
	No
	None
	Med. (user-provided, possibly commercial-grade)

	User at Home
	Low
	Low
	No
	Needs special attention
	Yes
	No
	None
	Low (user-provided, consumer-grade)


Table 1 Quick comparison of the six HeNB deployment scenarios discussed in the previous sections.
Proposal 1:
When considering and comparing the various use cases for HeNB deployments and mobility, RAN3 should analyze them according to the metrics proposed above.
We note that all of these scenarios can be adequately covered with the functionality already present in Rel-10, with the possible exception of the campus scenario in Sec. 2.2.1 that in high mobility cases may benefit from the deployment of X2 between open-access HeNBs and macro eNBs.

Proposal 2:
RAN3 should give higher priority to the support of X2 for enhanced mobility between open-access HeNBs and macro eNBs.
X2 concentration (X2-GW) is hard to justify. In theory, X2 through a gateway could give a slight improvement over S1-based mobility without reaching the performance of X2-based mobility, but at the cost of adding significant complexity and limiting the performance. In practice, in busy scenarios X2 through the gateway is not needed and would limit overall performance of e.g. HetNet functionality, ICIC, etc., and in less busy scenarios any benefits it would have are more than offset by the other factors involved in the deployment (backhaul reliability, deployment practicalities, possible business case, etc.). The number of X2 connections to neighbor macro eNBs should not be a problem: a commonly used worst-case figure is a few dozens, and it has been shown that a reasonably implemented eNB should be able to handle up to a few thousand X2 connections.
Proposal 3:
RAN3 should give low priority to the support of X2 via a gateway.
When multiple CSGs coexist in the same coverage area, it is unlikely that inter-CSG enhanced mobility will be required. The scenario of corporate users from company X roaming inside the premises of company Y as CSG members is a corner case. Should this happen, S1-based mobility procedures with access control at the core network can always be used.
Proposal 4:
RAN3 should give low priority to the support of inter-CSG X2 handover.
Proposal 5:
RAN3 should give low priority to the support of inter-HeNB-GW interfaces.
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