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1      Introduction

During the RAN3#72 meeting some initial discussion happened for release-11 Study Item Further Enhancements for HNB and HeNB [1]. As captured in the RAN3#72 meeting report, it is expected to discuss further on possible scenarios/ architecture during the RAN3#73 meeting. This contribution discusses the initial level analysis and proposes requirements for X2 connection between the eNB and HeNBs.
2
Description

2.1 X2 connection via the HeNB GW
X2 connection via the HeNB GW discussed during the release-10 enhanced H(e)NB mobility discussions. However, discussions were postponed for later release and only direct X2 connectivity between the HeNBs were standardised in release-10. Further, X2 connectivity between HeNB and Macro eNB was also postponed.  
There were two aspects of X2 GW options discussed during the release-10.
(a)  X2GW acts as X2 connection concentrator towards the peer (H)eNBs, same like the case of DeNB doing for the Relays.
(b) Handover procedure is terminated in the HeNB-GW [3]. In this case no path switch message is sent towards the MME that is inline with the current 3G HNB RNSAP based mobility.

Both options can bring significant improvement in the handover performance although comes with some level of complexity that was discussed at some details during release-10.  Therefore, it is worth to analyze both options during release-11 in order to achieve the possible optimization.
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Figure 1: Possible X2 connectivity options (Green: supported in release-10, Red- not supported)
In the above figure, X2 connectivity (in green) shows already supported in release-10 while X2 connectivity (red shows) that is not currently supported.  One of the first point to investigate is whether the X2 connectivity behaviour would be different while connecting between different types of type of nodes, for example, whether X2(a) is different from X2 (b), X2(c), X2(d) or X2(e) etc.  
During the release-10 discussions, it was argued that choice of X2 GW is deployment specific and depends on the dimensioning issue. And, as such the current design does not preclude the adoption of X2 GW [2] without any standardisation effort. 
It should be noted that at least when extending X2 interface between eNB and HeNB the above may not be valid because by design X2 interface between Macro eNBs (X2(f)) is not same as X2 interface between Macro eNBs(X2(a)). So, when extending X2 interface between eNB and HeNB one basic assumption should be established that the eNB looks the X2 interface towards neighbour Macro eNB and neighbour HeNB in same way. In other words, there is no new requirement imposed on the eNB in order to make X2 connection towards the HeNB, and vice versa. However, there are several difficulties with this assumption, couple of which are listed below: 
· In the typical Macro eNB deployment scenario only few neighbour nodes are expected with whom the macro eNB establishes SCTP associations for X2 connectivity. On the other hand, very large number of HeNB may be deployed in the eNB neighbourhood. This will impose extra requirements for Macro eNBs to support very large number of SCTP associations.
· Macro eNBs by design do not expect very frequent establishment/ release of X2 connection with neighbouring nodes. On the other hand, HeNB may switches on/off frequently leading to frequent establishment/ release of X2 connections. 
· SA3 has adopted different security principles for the X2 interface between HeNBs as compared to the between Macro eNBs. For the HeNBs much stringent requirements are placed compared to X2 connections between eNBs. In that respect, from standards point of view X2(a) is different from X2(f) (ref to figure 1). It is not wise to force every Macro eNB to implement the security requirements that are only relevant for the X2 connections towards the HeNBs. 
As shown, when extending X2 connection between eNB and HeNB, a level of abstraction may be necessary between HeNB and eNB (possibly via the X2GW) such that no extra requirements for the X2 connection should be imposed on the eNB. Hence, it is proposed to capture following requirement in the TR.
// Start of the TP for TR 37.803
6.2
LTE architectural topics

6.1.1
Support of X2 via GW proxy

6.1.2
Enhanced Mobility with macro network

6.1.2.x Requirements

· The HeNB shall see no difference in the X2 connectivity whether it is connected to the Macro eNB or HeNB.

· The Macro eNB shall see no difference in the X2 connectivity whether it is connected to the Macro eNB or HeNB. 
· The impacts on the HeNB GW should be minimised.
· The impact on the backhaul signalling should be minimised.

// End of the TP for TR 37.803
3
Conclusion and Proposals

Proposal 1: It is proposed to capture the requirements as proposed in section 2.1 in the TR.
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