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1 Introduction

At the RAN3#70bis meeting, an identified open issue was that the behaviour of a target hybrid cell in X2-based mobility is ambiguous [1][2]. Some clarification is necessary to make sure the specification correctly captures the RAN3 agreement that X2-based handover (HO) between HeNBs is allowed, if no access control at the MME is needed [3]. Various clarifications were proposed for solving this issue [1][2][4], but no consensus was reached.
In this contribution, we focus on this issue and study the relevant details in the scenario, where the access control at the MME is not required, such that the X2-based mobility procedure can be executed in a legitimate manner. Our discussion consists of the following four parts:
1. Introduction of the framework of UE-assisted network-controlled HO to a CSG/hybrid cell;
2. Analysis of the case of inbound HO to a CSG cell;
3. Analysis of the case of inbound HO to a hybrid cell;
4. Clarification on the behavior of the target hybrid cell in the cases of 2 and 3.
2 Discussion
2.1 Framework of UE-assisted network-controlled HO to CSG/hybrid cells
Different from the normal HO behaviour, the framework of UE-assisted network-controlled HO to a CSG/hybrid cell has additional features in three aspects [5]:

1. Proximity estimation report

2. Resolution of PCI Confusion
3. Access Control
With respect to access control, when the target cell is a CSG/hybrid cell, the source HeNB may request the UE to provide the CSG identity of the target cell and UE’s CSG membership status based on the UE’s CSG white list. According to this information, the source HeNB can determine whether or not it can relocate the UE to the target cell via X2-based HO procedure and thus the access control at MME can be avoided. The necessity of access control at MME exists, when the source HeNB is unable to verify whether the UE is a legal subscriber to the CSG concerned, regardless of UE’s declaration on its legitimate membership of the CSG. Finally, if the target cell is a hybrid cell, prioritization of resource allocation may be performed based on the UE’s membership status. 
It should be noted in the above-mentioned operations that the (H)eNB can always differentiate a CSG/hybrid cell (e.g. CSG/hybrid HeNB) from other types of cells by the PCI split scheme, and may differentiate the open access cell  (e.g. open access HeNB) from other types of cells by the PCI or ECGI configurations [5]. It means the source can recognize the identity of the target cell when the X2-based handover occurs, and vice versa.

Such a framework impacts the HO type decision and the corresponding outcome in different scenarios, which will be discussed in the sequel.

2.2 Inbound HO to a CSG cell
When the target cell is a CSG cell, it implies that the UE to be handed over must be the CSG member; otherwise, the X2-based HO is not allowed. As mentioned in the previous section, the source HeNB can know the UE’s CSG membership status by explicitly reading the UE’s measurement report, or by implicitly asserting UE’s membership status of the CSG which the source cell belongs to if the CSG ID is the same for the source and the target cells. 

All possible kinds of inbound HO to a CSG cell are summarized in the following table:
Table 1: Possible inbound HOs to a target CSG cell
	Source cell type
	UE’s CSG membership status in source cell
	UE’s CSG membership status in target cell
	Access control at MME
	HO type decision

	Open access
	N/A
	True
	Yes
	S1

	CSG cell with same CSG ID as target cell
	True
	True
	No
	X2

	CSG cell with different CSG ID from target cell
	True
	True 
	Yes
	S1

	Hybrid cell with same CSG ID as target cell
	True
	True
	No
	X2

	Hybrid cell with different CSG ID from target cell
	True
	True 
	Yes
	S1

	
	False
	True
	Yes
	S1


Apparently, the essential principle of X2-based mobility between HeNBs is that the target HeNB shall consider the source HeNB credible for relocating a legal subscriber; otherwise, the MME shall be involved in any case for access control. Thus, as shown in Table 1, the X2-based HO is allowed only when the source and the target CSG cells have the same CSG ID. In fact, both the source and the target HeNBs can verify this prerequisite through the X2 Setup or the eNB Configuration Update procedures.
One stage-3 question is whether the UE’s CSG membership status shall be carried in the Handover Request message. Obviously, this information is not mandatory because of the credibility policy. The target CSG cell shall consider the validity of the candidate UE has been verified by the source CSG/hybrid cell which has the same CSG ID. Without loss of generality, we can assume that when the source HeNB has established the RRC connection with the UE, it will have had the MME performed access control already. Actually, this assumption has been embodied in current specification that there is no requirement for a CSG cell to handle the CSG membership status IE.
Proposal 1: If the target cell is a CSG cell which has the same CSG ID as the source cell, the target HeNB shall accept the X2 HO request without the need of UE’s CSG membership status IE.
2.3 Inbound HO to a hybrid cell
A hybrid cell may serve both CSG-member UEs and non-CSG UEs. The differentiation between the two types of UEs is that prioritization of resource allocation may be performed based on the UE’s membership status [6]. Based on this, we summarize all possible cases of inbound HO to a hybrid cell in the following table:
Table 2: Possible inbound HOs to a target hybrid cell
	Source cell type
	UE’s CSG membership status in source cell
	UE’s CSG membership status in target cell
	Access control at MME
	HO type decision

	Open access 
	N/A
	False
	No
	X2

	
	N/A
	True
	Yes
	S1

	CSG cell with same CSG ID as target cell
	True
	True
	No
	X2

	CSG cell with different CSG ID from target cell
	True
	True
	Yes
	S1

	
	True
	False
	No
	X2

	Hybrid cell with same CSG ID as target cell
	True
	True
	No 
	X2

	
	False
	False
	No
	X2

	Hybrid cell with different CSG ID from target cell
	True
	True
	Yes
	S1

	
	True
	False
	No
	X2

	
	False
	True
	Yes
	S1

	
	False
	False
	No
	X2


In case of the source cell is an open cell or a CSG/hybrid cell with a different CSG ID from the target cell, only open-mode X2-based mobility to the target hybrid cell is allowed. An issue is that whether the UE’s CSG membership status should be carried in the Handover Request message. There may be a concern that the target hybrid cell may be confused about the identity of the UE, and thus improperly treating the UE as a CSG member. However, recall that the target hybrid cell is capable of finding out whether the source cell has no CSG ID, or has a different CSG ID from ithe target cell, and vice versa. It implies that in this case the source eNB shall initiate S1 HO procedure to relocate the UE to the target hybrid eNB, when the UE declares itself as the CSG member of the target cell. Hence, reporting the UE’s CSG membership status in the Handover Request message is not mandatory in the above-mentioned X2-based HO scenarios.
When the source cell is a CSG cell with the same CSG ID as the target hybrid cell, the target cell can also correctly interpret the inbound HO request. Since the target hybrid cell can verify the CSG identity of the source cell, it understands that only CSG-member UEs can be relocated via X2 HO. Similarly, reporting CSG membership status is not mandatory in this scenario either.

However, with respect to the case that the source hybrid cell has the same CSG ID as the target hybrid cell, the target cell is unable to tell whether the inbound UE is a CSG member or a non-CSG UE if no CSG membership status information is present. As a result, the target cell can not perform prioritization of resource allocation. In other words, reporting the UE’s CSG membership status is necessary in this situation.
Proposal 2: If the target HeNB receives a HANDOVER REQUEST message and the source cell has no CSG ID or has a different CSG ID from the target cell, the target eNB shall accept the open-mode access request, unless the source HeNB indicates the UE is the CSG member of the target cell.
Proposal 3: If the target HeNB receives a HANDOVER REQUEST message which does not contain the CSG Membership Status IE, and both the source and the target cells are hybrid cells and have the same CSG ID, the target HeNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
2.4 Clarification on the behavior of the target hybrid cell
With respect to the stage-3 processing description, a confusing issue is whether the CSG membership status IE shall be delivered from source eNB to target eNB when the target cell is a hybrid cell. Our analysis indicates that when both source and target cells are hybrid cells with the same CSG ID, this information is mandatory for the target cell to prioritize its resource scheduling; on the other hand, in other legitimate cases of X2-based mobility to a hybrid cell as indicated in Table 2, the target cell is capable of deciding the UE’s identity and adopting appropriate accessing policies, even without the UE’s CSG membership status information. Therefore, there are two possible solutions for clarifying the behavior of the target hybrid cell:

Solution 1: When the target cell is a hybrid cell, UE’s CSG membership status information is mandatory.

This solution is included in the current specification. It is clear but suboptimal, since the CSG membership status information is redundant in some cases as discussed in previous sections.

Solution 2: Only when both the source and the target cells are hybrid cells with the same CSG ID, the CSG membership status information is mandatory.

This solution minimizes the transmission redundancy by delivering the CSG membership status information only when it is needed, and maximizes the exploitation of the available access control related information at the target cell, e.g. the same CSG ID as the source cell and the PCI list reserved for the hybrid cells. It is therefore considered as an optimal solution in comparison to Solution 1.

Proposal 4: Only when both the source and the target cells are hybrid cells with the same CSG ID, the CSG membership status information is mandatory.
3 Conclusion

In this contribution, we discussed all possible cases of legitimate X2-based inbound HO to a CSG/hybrid cell. Their feasibilities are supported by the framework of UE-assisted network-controlled HO to CSG/hybrid cells. An important assumption is that the target cell is credible for delivering a legitimate subscriber from the source CSG/hybrid cell’s perspective, which is reasonable, since it is essential for the enhanced X2-based mobility between HeNBs.
Based on the above analysis, we suggest RAN3 to agree on the following proposals and the corresponding stage-2 and stage-3 CRs prepared in [7] and [8] accordingly:
Proposal 1: If the target cell is a CSG cell which has the same CSG ID as the source cell, the target HeNB shall accept the X2 HO request without the need of UE’s CSG membership status IE.

Proposal 2: If the target HeNB receives a HANDOVER REQUEST message and the source cell has no CSG ID or has a different CSG ID from the target cell, the target eNB shall accept the open-mode access request, unless the source HeNB indicates the UE is the CSG member of the target cell.

Proposal 3: If the target HeNB receives a HANDOVER REQUEST message which does not contain the CSG Membership Status IE, and both the source and the target cells are hybrid cells and have the same CSG ID, the target HeNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
Proposal 4: Only when both the source and the target cells are hybrid cells with the same CSG ID, the CSG membership status information is mandatory.
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