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<<<<<<<<<< First Change >>>>>>>>>>
1
Scope

The present document specifies the UTRAN architecture for 3G Home NodeB (HNB). 

It covers specification of the functions for UEs not supporting Closed Subscriber Groups (CSG) and UEs supporting CSGs. It also covers HNB specific requirements for O&M.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 25.468: "UTRAN Iuh Interface RUA signalling".

[3]
3GPP TS 25.469: " UTRAN Iuh Interface HNBAP signalling ".

[4]
3GPP TS 25.401: "UTRAN overall description".

[5]
3GPP TS 25.410: "UTRAN Iu Interface: general aspects and principles".

[6]
IETF RFC 4960 (September 2007): "Stream Control Transmission Protocol".

[7]
Broadband Forum TR-069 Amendment 2, CPE WAN Management Protocol, Broadband Forum Technical Report, 2007.

[8]
3GPP TS 25.444: “Iuh data transport and transport signalling”

[9]
3GPP TS 25.413: "UTRAN Iu Interface RANAP Signalling".

[10]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".
[11]
3GPP TS 22.220: "Service requirements for Home NodeBs and Home eNodeBs".
[12]
3GPP TS 25.419: "UTRAN Iu Interface: Service Area Broadcast Protocol SABP".

[13]
3GPP TS 29.060: "GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[14]
3GPP TS 29.274: "Tunnelling Protocol for Control Plane (GTPv2-C); Stage 3".

[15]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[16]
3GPP TS 33.320: "Security of Home Node B (HNB) / Home evolved Node B (HeNB)".

[17]
3GPP TS 25.415: "UTRAN Iu Interface user plane protocols".

[18]
3GPP TS 25.423: "UTRAN Iur interface Radio Network Subsystem Application Part (RNSAP) Signalling".

[19]
3GPP TS 25.471: "UTRAN Iurh Interface RNSAP User Adaption (RNA) signalling".

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

HNB, Home NodeB, 3G Home NodeB: as defined in [11]. These terms, their derivations and abbreviations are used synonymously throughout this document.

CSG HNB: A HNB that is a CSG Cell broadcasting a CSG Indicator and a specific CSG identity.

Non CSG HNB: A HNB that does not broadcast either a CSG Indicator or a CSG Identity. 

Hybrid HNB: A HNB that is a hybrid Cell not broadcasting a CSG Indicator but broadcasting a CSG identity.
Membership Verification: The process that checks whether a UE is a member or non-member of a hybrid cell 

Access Control: The process that checks whether a UE is allowed to access and to be granted services in a closed cell 

CSG ID Validation: The process that checks whether the CSG ID sent via relocation messages is the same as the one supported by the target RAN

RNSAP Relocation: this term is used to denote inter-HNB relocation via Iurh.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

CSG
Closed Subscriber Group

DSL
Digital Subcriber Line

DSL-GW
DSL GateWayGNSS
Global Navigation Satellite System

GPS
Global Positioning System

HMS
Home NodeB Management System

HNB
3G Home NodeB

HNB-GW
3G HNB Gateway

HW
Hard Ware

IP
Internet Protocol

L-GW
Local GateWay

LAC
Local Area Code

LIPA
Local IP Access

RAC
Routing Area Code

RGW
Residential GateWay

SAC
Service Area Code

SeGW
Security GateWay

SGW
Serving GateWay

SW
SoftWare

<<<<<<<<<< Next Change >>>>>>>>>>
5.2
HNB Registration

5.2.1
General

The following section illustrates the case when the HNB registers with the HNB-GW. The HNB registration procedure serves the following purposes:

-
It informs the HNB-GW that a HNB is now available at a particular IP address. 

5.2.2
HNB Registration procedure
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Figure 5.2.2-1. HNB Registration procedure.

1.
HNB initialization is performed to obtain HNB configuration from the HNB Management System (HMS). Similarly, HNB-GW discovery is performed to obtain the initial serving HNB-GW information. 

2.
The HNB establishes a secure tunnel to the SeGW of the serving HNB-GW. 

NOTE: 
This step may be omitted if the secure tunnel happens to be the same tunnel that is already established to contact the HMS. 
3.
The HNB sets up an SCTP transport session to a well-defined port on the serving HNB-GW. 

4.
The HNB then attempts to register with the serving HNB-GW using an HNB REGISTER REQUEST message. The message contains:

a.
HNB Location Information: The HNB provides location information via use of one or more of the following mechanisms:

i.
detected macro-cell coverage information (e.g. GERAN or UTRAN cell information) 

ii.
geographical co-ordinates (e.g. via use of GPS, etc)

iii.
Internet connectivity information (e.g. IP address), provided, the resulting location information is at least as accurate as location determination based on macro-cell coverage information, whether or not there is macro cell-coverage available at the location of the HNB (e.g. as determined by point i above).

b.
HNB Identity: the HNB has a globally unique and permanent identity. 

c.
HNB Operating Parameters: Such as the selected LAC, RAC, SAC, PLMN Id, Cell Id, etc. 

d.
HNB operating mode (optional): HNB CSG-id or access mode (open, closed or hybrid).

5a.
The HNB-GW may use the information from the HNB REGISTER REQUEST message to check whether the HNB registration can be accepted (e.g. to check whether a particular HNB is allowed to operate in a given location, etc). If the HNB-GW accepts the registration attempt it shall respond with a HNB REGISTER ACCEPT message. If the HNB-GW has capability to de-multiplex, the HNB-GW may include a mux port in the HNB REGISTER ACCEPT message. The HNB shall include the provided RNC-ID in RANAP and RRC messages that contain an RNC-ID.
If the HNB supports RNSAP Relocation, the HNB-GW shall provide the HNB with an Iurh Context ID which shall be used for any non-UE-associated signalling connection which is established by the registering HNB.
Note:
The Iurh Context ID allocated at HNB Registration is used for RNSAP signalling related to the Distant RNC Context, see TS 25.423 [18].
5b.
Alternatively, the HNB-GW may reject the registration request (e.g. due to network congestion, blacklisted HNB, unauthorized HNB location, etc). In this case, the HNB-GW shall respond with an HNB REGISTER REJECT indicating the reject cause.

NOTE:
The HNB shall start broadcasting only after successful registration with the HNB-GW.

<<<<<<<<<< Next Change >>>>>>>>>>
5.7
HNB to HNB Mobility 

5.7.1
General

The following sub-sections describe the mechanism for handling the intra HNB-GW intra CSG mobility signaling.

5.7.2
Connected mode mobility from one HNB to another HNB (Intra HNB-GW, Intra CSG)
5.7.2.1
C-Plane Handling

RNSAP Relocation utilises existing protocol functions specified for Enhanced Relocation between non-CSG cells within TS 25.413 [9] and TS 25.423 [18].

Additional information from the Source-HNB to the Target-HNB is provided within the RANAP Enhanced Relocation Information and the RANAP Relocation Information as specified in section 5.10.
Figure 5.7.2.1-1 below depicts the case where the UE is involved in the RNSAP Relocation and the HNBs are directly Iurh-connected. In case of UE not being involved, an Iurh signalling connection (i.e. RNA signalling resources) already exists between the involved HNBs which can be utilised for RNSAP signalling. In case of Iurh-connectivity via the HNB-GW, RNA signalling terminates at the HNB-GW, whereas RNSAP signalling is still performed peer-to-peer. Details of RNA signalling are specified in Section 7.3.2
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Figure 5.7.2.1-1. HNB to HNB Handover via Iurh interface – UE involved.
1.
The Source-HNB sends RNSAP: ENHANCED RELOCATION REQUEST message to the identified Target-HNB to prepare the Target RNSAP Relocation. 

2.
The Target-HNB optionally queries the HNB-GW to perform access control for the UE that is being handed over.

Note:
This step is optional as the Target-HNB may not need to query the HNB-GW if the Target-HNB has the same CSG Id as the Source-HNB or if only CSG UEs are supported
3.
The Target-HNB updates the transport network layer information for any RABs that are to be relocated to it by sending a HNBAP TNL UPDATE REQUEST message to the HNB-GW, the HNB-GW responds with a HNBAP TNL UPDATE RESPONSE.

4.
The Target-HNB sends the RNSAP:ENHANCED RELOCATION RESPONSE message back to the Source-HNB to indicate that it has successfully prepared the RNSAP Relocation.

5.
The Source-HNB sends the RNSAP:RELOCATION COMMIT, to commit the relocation preparation on the Target-HNB. This message will include information to aid the RNSAP Relocation procedure, these are described in section 5.10.

6.
The Source-HNB reconfigures the UE to commence the RNSAP Relocation procedure.

7.
At some point later Layer 1 synchronisation is achieved between the UE and the Target-HNB. The UE then completes the RRC Reconfiguration procedure by sending an RRC RADIO BEARER RECONFIGURATION COMPLETE message to the Target-HNB.

8.
The Target-HNB indicates to the HNB-GW that the UE has been successfully handed over via the HNBAP:UE RELOCATION COMPLETE message. The HNB-GW also switches the U-plane to the Target-HNB.

9.
The HNB-GW sends the HNBAP:UE DE-REGISTER message to the Source-HNB indicating “Successful RNSAP Relocation”.

10.
The Source-HNB disconnects the Iurh signalling connection which may require to transfer L3 information that the Source-HNB may have received during the RNSAP Relocation procedure via the RNSAP:ENHANCED RELOCATION SIGNALLING Transfer message to the Target-HNB and locally releases any resources it has for the UE.


<<<<<<<<<< Last Change >>>>>>>>>>
7
Iuh interface protocol structure

7.1
General

Figure 7.2-1 shows the Control Plane and the User Plane protocol structures over the Iuh interface. For the control plane, the HNBAP protocol provides the signalling service between the HNB and the HNB-GW required to fulfil the functions described in 25.469 [3].

RUA provides the signalling service between the HNB and the HNB-GW that is required to fulfil the functions described in 25.468 [2].

The payload protocol identifier (PPI) field in SCTP [6] is set to the value 19 assigned by IANA for use with the RUA protocol. In addition, the value 20 is assigned for the PPI for HNBAP. The value 31 is assigned for the PPI for SABP.The multiplexing protocol as specified in [8] provides the means to multiplex CS user plane on the uplink.

The destination port number field in SCTP [6] is set to the value 29169 assigned by IANA for setup of the common SCTP association in HNBAP, RUA and SABP.
7.2
Iuh

Figure 7.2-1 shows the protocol structure for Iuh, following the structure described in [5].
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Figure 7.2-1. Iuh–Interface Protocol Stack.

7.3
Iurh

Figure 7.3-1 shows the protocol structure for Iurh, following the structure described in [5].
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Figure 7.3-1. Iurh–Interface Protocol Stack.

7.3.1
Iurh-Interface Control Plane Protocol Stack 

Figure 7.3.1-1 shows the control plane protocol stack for the direct Iurh-connectivity option. 

Note:
The option that Iurh signalling traffic may be routed on IP level via the HNB-GW is depicted by the optional protocol entity boxes within the routing function.
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Figure 7.3.1-1. Iurh–Interface Protocol Stack for direct Iurh-connectivity.

Figure 7.3.1-2 shows the control plane protocol stack for the Iurh connectivity via the HNB-GW.
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Figure 7.3.1-2. Iurh–Interface Protocol Stack for Iurh-connectivity via the HNB-GW.

7.3.2
Usage of the services provided by RNSAP User Adaptation Layer (RNA)

7.3.2.1
General

RNA supports the transport of any RNSAP signalling messages between HNBs.

RNA provides a connection-oriented data transfer service and a connectionless data transfer service.

A signalling connection established by means of RNA is denoted by a single Iurh Context ID. For UE-associated Iurh signalling connections, the Iurh Context ID shall be equal to the Context ID allocated for an UE associated Iuh signalling connection in the course of the UE Registration procedure. For non-UE-associated Iurh signalling connections the Iurh Context ID is allocated by the HNB-GW in the course of the HNB Registration procedure. The Iurh Context ID together with the HNB RNL ID denotes an Iurh signalling connection uniquely among all Iurh signalling connections from/to HNBs connected to the same HNB-GW.

RNA supports direct Iurh-connectivity and Iurh-connectivity via the HNB-GW.

7.3.2.2
Iurh Signalling Connection Establishment

7.3.2.2.1
Direct Iurh connectivity
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Figure 7.3.2.2.1-1. Signalling Connection Establishment – Direct Iurh-connectivity.
If HNB1 wishes to send an RNSAP PDU to HNB2 for which a signalling connection has to be established, it issues an RNA:CONNECT message containing the Iurh context identification received by the HNB-GW (as described in section 7.3.2.1) and the RNSAP PDU. Reception of the RNA CONNECT message at HNB2 completes the signalling connection establishment. 
Note:
The RNA:CONNECT message contains HNB RNL identifications, which would not be necessary for the direct Iurh-connectivity option, but are kept mandatory in order to guarantee a behaviour of the HNB which is agnostic to the actually configured Iurh-connectivity option.
7.3.2.2.2
Iurh signalling connection establishment via the HNB-GW
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Figure 7.3.2.2.2-1. Signalling Connection Establishment – Iurh connection via HNB-GW.
Note:

HNB1’s role is the “Sending HNB”, the HNB2’s role is the “Receiving HNB”. 

1.
If HNB1 is configured for Iurh-connectivity via the HNB-GW, and wishes to send an RNSAP PDU to HNB2 for which a signalling connection has to be established, it issues an RNA:CONNECT message containing the Iurh context identification received by the HNB-GW (as described in section 7.3.2.1), the RNSAP PDU. The HNB-GW is aided for routing the RNSAP PDU towards HNB2 by including the Sender’s (HNB1) and Receiver’s (HNB2) CGI.

2.
Reception of the RNA:CONNECT message at the HNB-GW completes the signalling connection establishment between the HNB1 and the HNB-GW. The HNB-GW routes the RNA:CONNECT message based on the Receiver’s CGI provided by the HNB1.

3.
The HNB-GW issues an RNA:CONNECT message to the HNB2 containing the Iurh context identification as received by the HNB1, the RNSAP PDU, the Sender’s (HNB1) and Receiver’s (HNB2) CGI.
4.
Reception of the RNA:CONNECT by the HNB2 completes the Iurh signalling connection establishment from HNB1 to HNB2. 
Note:
The Iurh signalling connection is uniquely identified at the HNB1 by the Iurh context identification and the Receiver’s (HNB2) CGI, at the HNB2 by the Iurh context identification and the Sender’s (HNB1) CGI. 
7.3.2.3
Transport of RNSAP signalling messages via an established Iurh signalling connection

7.3.2.3.1
Direct Iurh connectivity
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Figure 7.3.2.3.1-1. Transport of an RNSAP PDU via an established Iurh signalling connection – Direct Iurh connectivity.
If HNB1 wishes to send an RNSAP PDU to HNB2 for which a connection oriented data transfer service is already established, it issues an RNA:DIRECT TRANSFER message to the HNB2 which contains the Iurh context identification.

Note:
The RNA:DIRECT TRANSFER message contains an HNB RNL identification, which would not be necessary for the direct Iurh-connectivity option, but is kept mandatory in order to guarantee a behaviour of the HNB which is agnostic to the actually configured Iurh-connectivity option.

7.3.2.3.2
Iurh  connectivity via the HNB-GW
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Figure 7.3.2.3.2-1. Transport of an RNSAP PDU via an established Iurh signalling connection – Iurh connectivity via the HNB-GW.

If the HNB1, Iurh connected to HNB2 via the HNB-GW, wishes to send an RNSAP PDU via the established signalling connection, it issues an RNA:DIRECT TRANSFER message to the HNB-GW, providing an identification of the HNB2-side (Receiver’s) signalling connection (Context Id, CGI), which enables the HNB-GW to route the RNSAP PDU to the HNB2. 
7.3.2.4
Release of a Signalling Connection

7.3.2.4.1
Direct Iurh connectivity
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Figure 7.3.2.4.1-1. Release of an Iurh signalling connection – Direct Iurh-connectivity.
If HNB1 wishes to release the signalling connection towards HNB2 it sends an RNA:DISCONNECT message, which includes the Iurh context identification and may include an RNSAP PDU. Reception of the DISCONNECT message by HNB2 completes the release of the signalling connection.

Note:
The RNA:DISCONNECT message contains an HNB RNL identification, which would not be necessary for the direct Iurh-connectivity option, but is kept mandatory in order to guarantee a behaviour of the HNB which is agnostic to the actually configured Iurh-connectivity option.

7.3.2.4.2
Iurh connectivity via the HNB-GW
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Figure 7.3.2.4.2-1. Release of an Iurh signalling connection – Iurh connectivity via the HNB-GW.

If HNB1 wishes to release the Iurh signalling connection towards HNB2 it sends an RNA:DISCONNECT message, which includes the Iurh context identification and the receiving HNB’s identification and may include an RNSAP PDU. Reception of the DISCONNECT message by HNB2 completes the release of the Iurh signalling connection.

7.3.2.5
Transport of RNSAP signalling messages via the connectionless data transfer service

7.3.2.5.1
Direct Iurh connectivity
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Figure 7.3.2.5.1-1. Connectionless data transfer – Direct Iurh-connectivity.
If HNB1 wishes to send an RNSAP PDU to HNB2, which doesn’t need an established Iurh signalling connection it issues an RNA:CONNECTIONLESS TRANSFER message containing the RNSAP PDU.

Note:
The RNA:CONNECTIONLESS TRANSFER message contains HNB RNL identifications, which would not be necessary for the direct Iurh-connectivity option, but are kept mandatory in order to guarantee a behaviour of the HNB which is agnostic to the actually configured Iurh-connectivity option.

7.3.2.5.2
Iurh connectivity via the HNB-GW
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Figure 7.3.2.5.2-1. Connectionless data transfer – Iurh connectivity via the HNB-GW.

If HNB1 wishes to send an RNSAP PDU to HNB2, which doesn’t need an established Iurh signalling connection it issues an RNA:CONNECTIONLESS TRANSFER message containing the RNSAP PDU and an identification of the Sending and Receiving HNB, which aids the HNB-GW to route the RNSAP PDU to HNB2 and HNB2 to identify the sender of the RNSAP PDU.

<<<<<<<<<< End Of Changes >>>>>>>>>>
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