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1. Overall Description:

CT6 would like to thank SA3 for their LS on Progress on relay node security (S3-101105).

Issue #1: SA3 asks “to take the potential impact of the various solutions [for relay node security] into account and provide feedback to SA3, including any Rel-10 time constraints”. In particular, Solutions 4, 7, 8 and 11 have been identified to have CT6 impact. It is CT6 understanding that solution 12 has been withdrawn, and CT6 has discussed the specification impacts of solutions 4, 5, 7, 8, 9 and 11 with the following conclusions:
It has been understood that solution 1, 2, 3, 6 and 10 are not to be considered anymore.

Solution 4
The foreseen impacts in CT6 are:

1. Potential side-effects of having 2 active USIMs on one UICC

2. Secure channel

3. Certificate validation

4. Possible need to have a binding mechanism between Relay Node and USIM.  
Solution 5
There are no foreseen impacts in CT6 as standard USIM is used

Solution 7
The foreseen impacts in CT6 are:

1. Secure channel to have a binding mechanism between Relay Node and USIM

2. Certificate validation
It is CT6's understanding that this solution requires pre-shared keys.
Solution 8

There are no foreseen impacts in CT6 as standard USIM is used. 

But as highlighted in the SA3 TR, the possible need for a binding mechanism is still an open issue and may require some work in CT6.
Solution 9

There are no foreseen impacts in CT6 as standard USIM is used.
Solution 11
The foreseen impacts in CT6 are:

1. Potential side-effects of having 2 active USIMs on one UICC
2. Secure channel

3. Certificate validation

4. Possible need to have a binding mechanism between Relay Node and USIM.  
Conclusion

CT6 has two upcoming meetings (25 – 28 January 2011 and 22 – 25 February 2011) before the CT plenary meeting targeted for finalizing Rel. 10 work. Given the considerations above, CT6 considers it feasible to implement the required modifications in CT6 specifications within the Rel-10 timeframe as long as SA3 takes into account the following:

· SA3 informs CT6 of that decision well before the CT6 meeting #58 (25 – 28 January 2011).
· The solution selected by SA3 should reuse existing standards as much as possible.
· The complexity of the selected solution will affect the delivery date
· Solutions relying on the secure channel may have a higher risk of late delivery
Issue #2: SA3 mentioned "Labels for UICC applications". This is not used in CT6 specifications for application selection but only for display purposes. Application Identifiers (AID) are used for application selection and CT6 is willing to define a range of AIDs if necessary.
2. Actions:

To SA3 group.

ACTION: 
CT6 asks SA3 to take the above into consideration when deciding on a particular solution for relay node security. 
3. Date of Next TSG CT WG6 Meetings:

TSG CT WG6 Meeting #58
25 – 28 January 2011 Ljubljana (Slovenia).

TSG CT WG6 Meeting #59
22 – 25 February 2011 Salt Lake City (USA).
