
3GPP TSG RAN WG3 #70 meeting 

  











           R3-103215
Jacksonville (FL), USA, Nov 15-19, 2010 
Title: 
Path Switch during HeNB-HeNB X2 HO
Source: 
Motorola, ZTE
Agenda item:
13.3.1
Document for:
Discussion and Approval
1   Introduction
The last RAN3 meeting agreed the Stage-2 CR for X2 based mobility enhancements between HeNBs ([1]). The agreed architecture supports the X2 based mobility between HeNBs, when one HeNB directly connects to MME, and another HeNB connects to the HeNB-GW. This contribution analyzes the path switch during the HeNB-HeNB X2 HO.
2   Background
During the X2 HO procedure, the source eNB send the UE’s serving MME information to target eNB via the X2 HANDOVER REQUEST message. More specifically, the target eNB knows the MME who is serving the UE, and the MME UE S1AP ID. Both information is needed when the target eNB initiate the Path Switch procedure. 

[image: image1.emf]MME1

HeNB2 HeNB3

HeNB GW

S

1

S

1

S

1

HeNB1

S

1

X

2

X2

MME2

S

1

S

1


Figure 1 – HeNB deployment example
There are four scenarios:

· Scenario 1: source HeNB directly connects to MME. Target HeNB connects to HeNB-GW (e.g. HeNB1 ( HeNB2)
· Scenario 2: source HeNB connects to HeNB-GW. Target HeNB directly connects to MME (e.g. HeNB2 ( HeNB1)
· Scenario 3: both source HeNB and target HeNB connects to same HeNB-GW (e.g. HeNB2 ( HeNB3)
· Scenario 4: Source HeNB and target HeNB connects to different HeNB-GW.

Since previous RAN3 meeting already agreed to focus on intra-GW mobility enhancement, Scenario 4 is excluded from further discussion.

2.2   Scenario 1: HeNB1 ( HeNB2
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Figure 2 – Mobility Scenario 1
In this example, UE1 is served by the MME1. During the X2 HO, HeNB2 receives the GUMMEI of MME1, and the MME UE S1AP ID assigned by the MME1. However, the HeNB2 does not have the NNSF. When the HeNB2 initiates the Path Switch procedure, how does the HeNB2 tell HeNB-GW that MME1 is serving the UE? Without knowing this information, the HeNB-GW does not know whether it needs to forward the PATH SWITCH REQUEST message to MME1 or MME2. A possible enhancement is to add the GUMMEI in the Path Switch Request message in HeNB – HeNB-GW S1 interface.
Proposal 1: when the eNB does not support the NNSF, the eNB includes the GUMMEI received from the X2 Handover Request message in the S1 Path Switch Request message. 
A draft CR can be found at ([3])
2.3   Scenario 2: HeNB2 ( HeNB1
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Figure 3 – Mobility Scenario 2
In this example, UE1 is serving by MME2. Since the HeNB2 does not have the NNSF, the HeNB2 does not know the actual MME that is serving the UE, and the actual MME UE S1AP ID in that MME. During the X2 HO (HeNB2 ( HeNB1), the HeNB1 cannot get the information about the actual MME serving the UE and the MME UE S1AP ID. This causes the issue for HeNB1 to send the Path Switch Request message. There are two possible solutions:
· Solution 1: HeNB-GW only connects to one MME

This is simple, but it is too restrictive for the deployment. 

· Solution 2: HeNB-GW tells HeNB2 the actual MME that is serving the UE and the actual MME UE S1AP ID in that MME.

In macro system, the eNB receive the MME UE S1AP ID during the Initial context setup procedure, or the Path Switch Request procedure. However, the HeNB-GW cannot use them to pass the actual MME UE S1AP ID to the HeNB, since the MME UE S1AP ID is unique within the MME, i.e. the HeNB-GW in this example. A new Additional MME UE S1AP ID IE is needed in the Initial Context Setup procedure and the Path Switch Request procedure to transfer the MME UE S1AP ID in the actual MME (below is the example for possible change to the INITIAL CONTEXT SETUP REQUEST message.
---

9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request the setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see [15]
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Additional MME UE S1AP ID 
	O
	
	9.2.3.3
	
	YES
	reject


---

Even if this change can be accepted, it violates the previously agreed principle that the HeNB cannot differentiate between connecting to the MME and the HeNB-GW. This may also requires stage-3 changes.
· Solution 3: after the HeNB-GW is deployed, the HeNB1 also connects to HeNB-GW.
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Figure 4 – Proposed solution 2
During the X2 HO, HeNB1 get the information from HeNB2 regarding the GUMMEI which points to the HeNB-GW, and the MME UE S1AP ID assigned by the HeNB-GW. Based on these information, HeNB1 sends the PATH SWITCH REQUEST message to the HeNB-GW, then the HeNB-GW can figure out the actual MME and the associated MME UE S1AP ID for this UE. 
This does not violate the principles for HeNB, since the HeNB-GW just like a new MME to HeNB1. Also the NNSF in the HeNB1 continues to work properly. This requires a slight change to Stage-2 regarding to the MME selection function in the HeNB, since current text says “when the HeNB connects to the HeNB-GW, the selection of MME is hosted by the HeNB-GW instead of the HeNB”. In this example, the HeNB1 continues host the NNSF. 
In comparison with solution 2, solution 3 does not violate any agreed principle and only requires stage-2 changes. We believe Solution 3 is the best. 
	
	Solution 1: HeNB-GW only connects to one MME
	Solution 2: HeNB-GW tell the HeNB about the actual MME and MME UE S1AP ID
	Solution 3: after the HeNB-GW is deployed, the existing HeNB also connects to HeNB-GW

	Any restriction to the deployment
	Yes (
	No (
	No (

	Violate the agreed principle (No NNSF in HeNB when connects to HeNB-GW, no differentiate connecting to MME or HeNB-GW)
	No (
	Yes (
	No (

	Any changes to Stage-2 
	Yes (
(need to mention that HeNB-GW only connects to one MME)
	maybe 

	Yes (
(small clarification)

	Any changes to Stage-3
	No (
	Yes (
	No (

	Summary
	bad
	bad
	Best


Proposal 2: adopt Solution 2 and capture following figure in Stage-2. (modification based on R3-103005)

[image: image5.emf]eNB

MME / S-GW MME / S-GW

eNB

eNB

S

1

S

1

S

1

S

1

X2

X

2 X

2

E-UTRAN

HeNB HeNB

HeNB GW

S

1

S

1

S

1 S

1

HeNB

S

1

S

1

X

2

X2

S

1


Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW
2.4   Scenario 3: HeNB2 ( HeNB3
There is no issue for this scenario. 
3   Conclusion
In this contribution, we analyses the X2 HO for HeNB-HeNB. Our proposals are:
Proposal 1: when the eNB does not support the NNSF, the eNB includes the GUMMEI received from the X2 Handover Request message in the S1 Path Switch Request message. 

A draft CR can be found at ([3])

Proposal 2: adopt Solution 2 and capture following figure in Stage-2. (modification based on R3-103005)
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Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW
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